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Introduction

Being a trainer, 1 always wonder why official curriculums are so theoretical and lack so
many real-world scenarios, which would surely be the most useful thing to learn about. In
my articles for Simple-Talk, 1 always try to write about real-world scenarios and that's also
the case for this book, hence the name, A Practical Guide.

Of course, you need some theory as well; without knowing anything about Active
Directory you'll never understand what Exchange Server 2010 is doing and why things
are the way they are. However, I've tried to write all the chapters in this book from an
administrator's perspective, covering what steps you have to take at each stage, and why.
It's nothing like an Exchange Server 2010 resource Kkit, it's a more practical approach, and
1 hope you'll agree that it earns its title. Inside, you'll find seven chapters, covering the
topics below.

« Chapter 1is an overview chapter; what's new in Exchange Server 2010 and what
has deprecated with respect to Exchange Server 2007. Also, there's some information
regarding Active Directory, the three containers in Active Directory and some
information regarding Active Directory sites.

« Chapter 2 is an installation chapter, dealing with a fresh installation of Exchange
Server 2010 SP1 (or an upgrade from Exchange Server 2010) and the subsequent basic
configuration to get it up and running.

« Chapter 3 is the coexistence chapter, and 1 deal with probably the most common
scenarios; installing Exchange Server 2010 SP1 in an existing Exchange Server 2003 or
Exchange Server 2007 environment.

« Chapter 4 is about managing the Exchange environment using the Exchange
Management Console, the Exchange Management Shell and the Exchange Control
Panel. A really cool set of features in Exchange Server 2010 are the remote options in
PowerShell Version 2, so be sure to read about those.
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« Chapter 5 is the High Availability chapter. It deals with the new continuous replication
when using Database Availability Groups, the best Exchange Server High Availability
solution ever made.

« Chapter 6 is a detailed look at Unified Messaging (UM), covering everything from
architecture and terminology to installing and configuring a fresh UM Server Role and
enabling Unified Messaging on your users' mailboxes.

« Chapter 7 is where we take a look at security. I'll cover instructions on how to secure
your server, secure your network, and implement anti-spam solutions, all of which is
achieved through Exchange Server 2010 SP1 and related technologies.

I realize that I did not cover all aspects of Exchange Server 2010 in just seven chapters, nor
could I have done so. Just for a start, think about compliance, or integration with Office
Communication Server (OCS) R2 for presence information and Instant Messaging. These
are significant topics in their own right! There are a lot of areas I just can't cover here
(even though | want to), and a lot more depth 1 could go into but, because 1 wanted to
make this a light, quick-start book and not an Exchange Server 2010 "Bible," I've had to be
very focused. I hope you find that focus to be useful, and this guide to be practical.
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Chapter 1: Introduction to Exchange
Server 2010

First things first - let's cover some basic background: Exchange Server 2010 is an email
and calendaring application that runs on Windows Server 2008 and Windows Server
2008 R2 and, like its predecessor, Exchange Server 2007, can also integrate with your
phone system. It is the seventh major version of the product and, while not revolutionary,
it does include some important changes and lots of small improvements over Exchange
Server 2007.

The scalability of Exchange Server 2010 has improved, especially when compared to
the complex storage requirements of Exchange Server 2007. The user experience has
also improved in Outlook Web App, and a lot of complex issues have seen solved, or the
complexity has been removed, to make the administrator's life much easier.

In this chapter, 1 will give a brief overview of what's changed in Exchange Server 2010,
what the new features are, what features have been removed, and how it makes your
life as an Exchange administrator easier. 1 will also give an overview of what's new in
Service Pack 1 of Exchange Server 2010, compared to the RTM (Release To Manufac-
turing) version.

1.1 Getting started

Exchange Server 2010 is available in two versions.

 Standard Edition, which is limited to hosting 5 databases.

 Enterprise Edition, which can host up to 100 databases. However, the available
binaries are identical for both versions; it's the license key that establishes the
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Chapter 1: Introduction to Exchange Server 2010

difference in functionality. Exchange Server 2010 is also only available in an x64
version; there is absolutely no 32-bit version available, not even for testing purposes.
Bear in mind that, as x64-only software, there's no Itanium version of Exchange
Server 2010.

Exchange Server 2010 also comes with two Client Access License (CAL) versions.

« Standard CAL - this license provides access to email, calendaring, Outlook Web App
and ActiveSync for Mobile Devices.

« Enterprise CAL - this is an additive license, and provides Unified Messaging and
compliance functionality, as well as Forefront Security for Exchange Server and
Forefront Online Protection for Exchange for anti-spam and antivirus functionality.

This is not a complete list; for more information about licensing, check the Microsoft

1.2 What's been removed from Exchange Server
20107?

As always, as new features come, old features go. There are inevitably a few that have
found themselves on the deprecated list this time around, and so will not be continued in
Exchange Server 2010 and beyond. Since this is a much shorter list than the new features,
we'll start here.

e There are some major changes in Exchange Server clustering: in Exchange Server
2007 you had LCR (Local Continuous Replication), CCR (Cluster Continuous Repli-
cation) and SCR (Stand-by Continuous Replication) - three different versions of
replication, all with their own management interfaces. All three are no longer available
in Exchange Server 20710.

15
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« Single Copy Clusters, the traditional Exchange Cluster has been removed in Exchange
Server 20710. It is no longer possible to create an Exchange Cluster using "shared
storage."

Some might think that fail-over clustering itself has been removed from Exchange
Server 2010, but that's not the case. The fail-over clustering bits are still used in
Exchange Server 2010, but it is managed in a different way, due to the complexity and
vulnerability to error present in previous versions of Exchange.

 Storage Groups are no longer available in Exchange Server 2010. The concepts of
a database, log files and a checkpoint file are still there, but now it is just called a
database. It's like CCR in Exchange Server 2007, where you could only have one
database per Storage Group.

« Due to major reengineering in the Exchange Server 2010 databases, the Single
Instance Storage (SIS) is no longer available. This means that when you send a
1 MB message to 100 recipients, the database will potentially grow by 100 MB.
This will surely have an impact on the storage requirements in terms of space,
but the performance improvements on the database are really great. I'll get back on
that later in this chapter.

e WebDAV has been removed from Exchange Server 2010. Does this have a major
impact? Well, yes, but it depends; if you use an older version of Entourage for Apple
Macintosh, for example, which is using WebDAV.

1.3 What's new in Exchange Server 2010?

Exchange Server 2010 contains a host of improvements and a lot of new features, as well
as minor changes and improvements. Over the coming sections, I'll provide an overview
of the most significant updates and additions, and point you to the relevant chapters for
full coverage of individual features where necessary.
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Chapter 1: Introduction to Exchange Server 2010

1.3.1 Outlook Web App

The most visible improvement for users is Outlook Web App (previously known
as Outlook Web Access). One of the design goals for the Outlook Web App was a
seamless cross-browser experience, so users running a browser like Safari, even on
an Apple MacBook, should have exactly the same user experience as users running
Internet Explorer.

XN Albert Alberts - Outlook Web App [}
<[> | [53] [ # ]| + @ hups://www.exchangel4.nl fowa/ 3% Loading... X | (Qr Google
Gutlook Web App signout | Albert Alberts -
Mail > Inbox 1 ltems W Find Someone | options - @~
. Fgurlitis ‘ New . Delets . Move . Fiter . View- 3 Apple Screenshots
inbox (1) Search Entire Mailbox P v
o Unread Mail (1) .
[ Senttems Convarsatens oy bate -~ Newsston e 4 Jaap Wesselius @ @ A Actions .
Last Week To: Albert Aberts
Albert Alberts /| Apple Screenshots v
‘ S 4 Jaap Wessslius Friang Friday, March 19, 2010 11:53 AM
3 Drats HiAlbert,
[ Sentitems

Can you do me a favor, again? J

(@ Deleted kems Create some screenshots using your Mac of OWA in 20105P17

[ Junk E-Mail

] Notes Thanks
Jaap
> O Search Folders
5 Online Archive - Albert Alberts Inap Wassallus
DM-Consultants By | Manasing Consuitant & MVP
i g md e
e Glldenweg 2
= mail 8304 BC EMMELOORD
‘The Netherlands
£ calendar €
)
o y = (431527 619068
niacts & E +31 613 604987
[ Tasks - * L Wesselius@dm-consultants.n
3 Folders

Figure 1.1:  Outlook Web App running on an Apple MacBook using a Safari browser.

The Online Archive is visible on the left-hand side of the screen.

Outlook Web App offers a very rich client experience and it comes closer to the fully-
fledged Outlook client than ever before. To reinforce that experience, a lot of new
features have been introduced. To name a few: Favorites, Search Folders, attaching
messages to messages, integration with Office Communicator, a new Conversation View
(which works very well!), integration with SMS (text) messages, and the possibility to
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Chapter 1: Introduction to Exchange Server 2010

create Outlook Web Access policies which give the Exchange organization administrator
the ability to fine-tune the user experience. The Web App is a feature which you will find
mentioned throughout the book.

1.3.2 High Availability

The Exchange Server 2007 Cluster Continuous Replication (CCR) and Stand-by
Continuous Replication (SCR) features are now combined into one new feature called
database availability.

Database copies exist just as in an Exchange Server 2007 CCR environment and are
created in a "Database Availability Group,' but it is now possible to create multiple copies
of a particular Mailbox Database. The Mailbox Database fail-over is not on a server level
as in Exchange Server 2007, but on a database level, which gives the Exchange admin-
istrator much more fine control and granularity when it comes to creating a highly
available Exchange organization. The servers in such a Database Availability Group can
be at the same location, or other locations to create an offsite solution. There's also no
longer any need to install the Microsoft Cluster Service (MSCS) before setting up the
Database Availability Group, as all cluster operations are now managed by Exchange.
Chapter 5 of this book deals exclusively with all the new High Availability features of
Exchange Server 2010.

1.3.3 Exchange Core Store functionality

Compared to Exchange Server 2003, Exchange Server 2007 dramatically decreased the
1/O on the disk subsystem (sometimes by 70%). This was achieved by increasing the
Exchange database page size from 4 KB to 8 KB and by using the x64 operating system.
The memory scalability of the x64 platform makes it possible to use servers with huge
amounts of memory, giving them the opportunity to cache information in memory
instead of reading and writing everything to the disk.

18



Chapter 1: Introduction to Exchange Server 2010

One of the design goals of Exchange Server 2010 was to use a single SATA disk for the
Mailbox Database and its log files. Another goal was to allow multi-GB mailboxes without
any negative performance impact on the server. To make this possible, the database
schema in Exchange Server 2010 has now been flattened, making the database structure
used by the Exchange Server much less complex than it was in Exchange Server 2007 and
earlier. As a result, the 1/O requirements of an Exchange Server 2010 server can be up to
70% less than for the same configuration in Exchange Server 2007.

As a result of the flattened database schema, Microsoft has removed Single Instance
Storage (S1S) from Exchange Server 2010, but the improvements in performance are much
more significant, and more than adequate compensation for the (comparatively minor)
loss of SIS. I'll touch on some of these points in Chapters 2 and 3.

1.3.4 Microsoft Online Services

Microsoft is gradually moving into "the Cloud.” Besides an Exchange Server 2010 imple-
mentation on premise, it is now also possible to host mailboxes in a datacenter; you can
host your mailboxes with your own ISP, or with Microsoft Online Services.

Exchange Server 2010 can be 100% on premise, 100% hosted, or it can be a mixed
environment, with some percentage of your mailboxes hosted and the rest on premise.
This is, of course, fully transparent to end-users, but it has its effects on the adminis-
tration. Instead of managing a single on-site environment, you'll have to manage the
hosted organization as well. This is can all be handled through Exchange Server 2010's
Exchange Management Console, where you can connect to multiple forests containing an
Exchange organization.
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1.3.5 New administration functionality

As a consequence of the major changes made to the High Availability features
of Exchange Server 2010, the Exchange Management Console has also changed
rather significantly.

Due to the new replication functionality, the Mailbox object is no longer tied to the
Exchange Server object, but is now part of the Exchange Server 2010 organization. Also,
since the concept of Storage Groups is no longer relevant, their administration has been
removed from both the Exchange Management Console and the Exchange Management
Shell. PowerShell cmdlets like New-StorageGroup, Get-StorageGroup, and so on,
have also all been removed, although the options of these cmdlets have been moved into
other cmdlets, like database-related cmdlets.

Speaking of which, Exchange Server 2010 also runs on top of PowerShell Version 2. This
version not only has a command-line interface (CLI), but also an Integrated Scripting
Environment (ISE). This enables you to easily create scripts and use variables, and you
now have an output window where you can quickly view the results of your PowerShell
command or script.

In addition to PowerShell V2, Exchange Server 2010 also uses Windows Remote
Management (WinRM) Version 2. This gives you the option to remotely manage an
Exchange Server 2010 server without the need to install the Exchange Management Tools
on your workstation, and even via the Internet!

One last small but interesting new feature is "Send Mail," allowing you to send mail
directly from the Exchange Management Console - ideal for testing purposes. Chapter 4
is all about managing Exchange Server 2010, so that's where you'll find more information
in this vein.
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1.3.6 Exchange Control Panel

It is now possible to perform some basic Exchange management tasks using the options
page in Outlook Web Access; not only on the user's own properties, but also at an organi-
zational level. With this method, it is possible to create users, mailboxes, distribution
groups, mail-enabled contact, management email addresses, etc. The Exchange Control
Panel (ECP) is a big topic in Chapter 4.

/= Mailboxes - Microsoft Exchange - Windows Internet Explorer - [InPrivate] —(ol x|
G~ (REITR ) hws: v exchange e ecn ri-on =& ][ <) [Pens ol
. N Refresh F5)]
¢ Favorites | 4 @] CasaMuscaret Feren )
(& Mailboxes - Microsoft Exchange | | % - B - [ @+ Page~ Safety~ Toos~ @~
Mresche
Exchange Server sign out | Administrator
Mail > Options; Manage My Organization My Mail @ ~
—— S & @ S &8
Mail Controls Mailboxes Public Groups  Exernal Contacts  Administrator Reles  User Roles
Reporting
Phone & Voice Mailboxes
Select view: IAII mailboxes j
Details = &
Search mailboxes P
Display Name “ Mailbox Type E-Mail Address
g4 Administrator User Administrator@e2010.local
d Albert Alberts User (Archive) a.alberts@dm-consultants.nl
@ Bram Wesselius User bram@wesselius.info
{84 DM Consultants by User info@dm-consultants.nl
83 GALICT User info@galict.nl
@ Hans Vredevoort User hans@vredevoort.com
{83 Hyper-V.nu Informatie User info@hyper-v.nu
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© 2009 Microsoft
[pane [ [ [ [ | [ € mntemet |Protected Mode: on [7a - [Rwo% - 2

Figure1.2: The Exchange Control Panel for basic management functions.
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1.3.7 Active Directory Rights Management

Active Directory Rights Management Service (AD RMS) lets you control what users can
do with email and other documents that are sent to them. It is possible, for example, for
classified messages to disable the "Forward" option to prevent messages being leaked
outside the organization. With Exchange Server 2010, new features have been added to
the Rights Management Services, such as:

o integration with Transport Rules - a template for using Rights Management
Server (RMS) to protect messages over the Internet

« RMS protection for voicemail messages coming from the Unified Messaging
Server Role.

Active Directory is discussed throughout this chapter and this book, as the Exchange
Server 2010 is tight one-on-one with Active Directory.

1.3.8 Transport and routing

With Exchange Server 2010 it is possible to implement cross-premises message routing.
When using a mixed hosting environment, Exchange Server 2010 can route messages
from the datacenter to the on-premise environment with full transparency.

Exchange Server 2010 also offers (at last) enhanced disclaimers, making it possible to
add HTML content to disclaimers to add images, hyperlinks, etc. It is even possible
to use Active Directory attributes (from the user's private property set) to create a
personal disclaimer.

To create a highly available and reliable routing model, the Hub Transport Servers in

Exchange Server 2010 now contain Shadow Redundancy. A message is normally stored
in a database on the Hub Transport Server and, in Exchange Server 2007, the message
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is deleted as soon as it is sent to the next hop. In Exchange Server 2010, the message is
only deleted after the next hop reports a successful delivery of the message. If this is not
reported, the Hub Transport Server will try to resend the message.

For more High Availability messaging support, the messages stay in the Transport
Dumpster on a Hub Transport Server, and are only deleted if they are successfully repli-
cated to all database copies. The database on the Hub Transport Server has also been
improved on an ESE (Extensible Storage Engine) level, resulting in a higher message
throughput on the transport level.

1.3.9 Permissions

Previous versions of Exchange Server relied on delegation of control via multiple Admin-
istrative Groups (specifically, Exchange Server 2000 and Exchange Server 2003) or via
Group Membership. Exchange Server 2010 now contains a Role Based Access Control
(RBAC) model to implement a powerful and flexible management model. I'll cover

this in much more detail in Chapter 4. There's also the option (in a new deployment)

to implement a strict, split permissions model. This can be interesting in large Active
Directory and Exchange Server 2010 deployments with separate Active Directory and
Exchange Management departments.

1.3.10 Messaging policy and compliance

As part of a general compliance regulation, Microsoft introduced the concept of
Managed Folders in Exchange Server 2007, offering the possibility to create some sort
of compliancy feature. This has been enhanced with new interfaces in Exchange Server
2010, such as the option of tagging messages, cross-mailbox searches and new Transport
Rules and actions.
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1.3.11 Mailbox archive

Exchange Server 2010 now contains a personal archive; this is a secondary mailbox
connected to a user's primary mailbox. Since Microsoft made a considerable number of
changes regarding the Mailbox Archive in Service Pack 1, I'll cover this more in Section
1.4.2, although you can find more detailed information in Chapters 4 and 5.

1.3.12 Unified Messaging

The Exchange Server 2010 Unified Messaging Server Role integrates a telephone system,
like a PABX, with the Exchange Server messaging environment. This makes it possible to
offer Outlook Voice Access, enabling you to interact with the system using your voice,
listen to voicemail messages, or have messages read to you. Exchange Server 2010 offers
some new functionality including Voicemail preview, Messaging Waiting Indicator,
integration with text (SMS) messages, additional language support. Unified Messaging
is, unfortunately, a little outside the scope of this book, so you won't find me going into
too much detail later on regarding these topics.

1.4 What's new in Service Pack 1

Microsoft has integrated a number of hot-fixes in Exchange Server 2010 Service Pack 1
and, at the same time, added significant improvements. There are some small changes,
like the Prerequisite Software installation in the setup program, but there are also
major changes like the support for the personal archive in separate databases on
separate servers.

There are changes in the Core Store functionality, improvements in the various

management options in Exchange Server 2010 SP1, and some performance improve-
ments, especially in the user experience. For a complete overview of all topics that are
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are a couple of interesting topics 1'd like to discuss here.

1.4.1 Revised Outlook Web App (OWA) interface

One of the most important aspects of a new version of an application or a Service Pack is
how it impacts the user and, from a user perspective, there are a few changes in Service
Pack 1. Back from Exchange Server 2003 are the Themes; it is once again possible to
customize the look of your own OWA interface! OWA now also uses some Silverlight
technology under the hood; when you add an attachment to a message in OWA you see a
regular Windows interface, but this is basically a Silverlight application. This also works
more smoothly than the original interface and it is easier to work with when adding
(large) attachments. There are also some improvements in terms of the way the personal
Exchange Control Panel (using Options in OWA) is presented to the user.

1.4.2 Mailbox archive revisited

Exchange Server 2010 RTM supported a personal archive. The main issue with this
original feature was that it was a secondary mailbox and so it was required to be located
in the same Mailbox Database as the primary mailbox. Although this solution can be
viable when using a JBOD solution for the Exchange Server Mailbox Server Role, almost
all customers wanted a solution where the personal archive could be stored in a separate
database and, when possible, on a separate server. Microsoft has built this support into
Service Pack 1, so it's now possible to create a dedicated "archive server” where all personal
archives are stored.

Even more, it will also be possible to have the primary mailbox on-premises and the

personal archive in the Cloud, although it is unknown yet how this will be built into
the product.
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1.4.3 Import and Export Mailbox

The Import and Export Mailbox functionality in Exchange Server 2010 RTM had some
sharp edges, to say the least. To function correctly on an Exchange Management Server,
you had to install the Mailbox Server Role (luckily, mounting a Mailbox Database was

not needed) and Office 2010 x64 needed to be installed. This has improved in SP1, and
Outlook 2010 is no longer a prerequisite for the Import Mailbox functionality. The
Import and Export Mailbox features now use the same technology as the online Move
Mailbox feature. This is certainly a great improvement, with the option to directly import
into the personal archive, and it will be covered more in Chapter 5.

1.4.4 Management changes in Service Pack 1

Microsoft made quite a few changes in the management area in Service Pack 1. For
example, in Exchange Server 2010 RTM it was only possible to create Retention

Policies using the Exchange Management Shell. This is now available in the Exchange
Management Console. There's also now additional functionality available in the Exchange
Control Panel (ECP), such as configuring Transport Rules or configuring Journaling Rules.

1.4.4.1 Core Store changes

In Service Pack 1, Microsoft made some changes to the Core Store functionality compared
to Exchange Server 2010 RTM. For example, in hard disk technology in general, the size
of SATA disks grows faster than the number of IOPS (1/Os per second) of the particular
disk. The performance of the store, especially for larger databases, has been improved to
deal with even larger disks.
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Also, when moving mailboxes from one Mailbox Database to another, it is no longer
necessary to restart Outlook after the mailbox move, meaning that the dialog in
Figure 1.3 will no longer be shown after moving mailboxes.

Microsoft Outlook lihj

l \  The Microsaft Exchange administrator has made a change that requires you quit and restart Outook.

Figure1.3: Itis no longer necessary to restart Outlook after moving mailboxes.

This works only when moving mailboxes from one Exchange 2010 SP1 Mailbox Database
to another Exchange 2010 SP1 Mailbox Database. A restart of Outlook is still required
when moving mailboxes between different versions of Exchange Server (including
Exchange Server 2010 RTM).

1.4.4.2 Retention policies

In Exchange Server 2010 RTM it was possible to create Retention Policies to move
messages to the Archive, to delete messages, to move messages to the Deleted Items or
to tag messages as "past beyond retention,” although this could only be achieved using
the Exchange Management Shell. This has improved in Service Pack 1 and is now also
available in the Exchange Management Console. At the same time, the management
of Managed Folders has been moved from the Exchange Management Console to the
Exchange Management Shell, which is a pity for those working with Managed Folders.
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1.5 Exchange Server 2010 SP1 and Active
Directory

As far as Active Directory is concerned, its minimum level needs to be on a Windows
Server 2003 level, both for the domain functional level and for the forest functional level.
This might be confusing, since Exchange Server 2010 only runs on Windows Server 2008
or Windows Server 2008 R2, but that's just the actual server which Exchange Server 2010
SP1 is running on!

The Schema Master in the forest needs to be Windows Server 2003 SP2 server (Standard
or Enterprise Edition) or higher. Likewise, in each Active Directory site where Exchange
Server 2010 SP1 will be installed, there must be at least one Standard or Enterprise
Windows Server 2003 SP2 (or higher) server configured as a Global Catalog server.

From a performance standpoint, as with Exchange Server 2007, the ratio of 4:1 for
Exchange Server processors to Global Catalog server processors still applies to Exchange
Server 2010. Using an x64 version of Windows Server for Active Directory will naturally
also increase the system performance.

It is possible to install Exchange Server 2010 SP1 on an Active Directory Domain Controller. However,
for performance and security reasons it is reccommended not to do this, and instead to install Exchange

Server 2010 on a member server in a domain.

1.5.1 Active Directory partitions

A Windows Server Active Directory consists of one forest, one or more domains, and one
or more sites. Exchange Server 2010 SP1 is bound to a forest, and therefore one Exchange
Server 2010 SP1 organization is contained within one Active Directory forest. The actual
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information in an Active Directory forest is stored in the three locations, also called
partitions, shown below.

 Schema partition - this contains a "blueprint” of all objects and properties in Active
Directory; it's a database of classes and attributes. When an object, like a user, is
created, it is instantiated from the user blueprint in Active Directory.

« Configuration partition - this contains information that's used throughout the
forest. Regardless of the number of domains that are configured in Active Directory,
all Domain Controllers use the same configuration partition in that particular Active
Directory forest. As such, it is replicated throughout the Active Directory forest, and
all changes to the configuration partition have to be replicated to all Domain
Controllers. All Exchange Server 2010 SP1 configuration information is stored in the
configuration partition. Please note that recipient information is not stored in the
configuration partition.

e Domain partition - this contains information regarding the domains installed in
Active Directory. Every domain has its own domain partition, so if there are 60
domains installed there will be 60 different domain partitions. Recipient information,
including Mailbox information, is stored in the domain partition.

1.5.2 Delegation of control

In Exchange Server 2003, the concept of "Administrative Groups" was used to delegate
control between different groups of administrators. A default "First Administrative
Group" was created during installation, and subsequent Administrative Groups could be
created to install more Exchange 2003 servers and delegate control of these servers to
other groups. The Administrative Groups were stored in the Configuration Partition so
all domains and thus all Domain Controllers and Exchange Servers could see them.
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Figure1.4: The configuration partition in Active Directory holds all information

regarding Exchange Server 2010 in an Administrative Group.

Exchange Server 2007 used Active Directory Security Groups for delegation of control,
and only one Administrative Group is created during installation of Exchange Server
2007, called Exchange Administrative Group (FYDIBOHF23SPDLT"). All servers in the
organization are installed in this Administrative Group. Permissions are assigned to
Security Groups and Exchange administrators are members of these Security Groups.

Exchange Server 2010 SP1 uses the same Administrative Group, but delegation of
control is not done using Active Directory Security Groups, as Microsoft has introduced
the concept of Role Based Access Control or RBAC. RBAC is covered in more detail in
Chapter 4.

1 Just shift all letters in the word FYDIBOHF23SPDLT to the left and you get EXCHANGE12ROCKS.
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1.5.3 Active Directory sites

Exchange Server 2010 uses Active Directory sites for routing messages. But what is an
Active Directory site?

When a network is separated into multiple physical locations, connected with "slow"
links and separated into multiple IP subnets then, in terms of Active Directory, we're
talking about sites. Say, for example, there's a main office located in Amsterdam, with an
IP subnet of 10.10.0.0/16. There's a Branch Office located in London, and this location
has an IP subnet of 10.11.0.0/16. Both locations have their own Active Directory Domain
Controller, handling authentication for clients in their own subnet. Active Directory site
links are created to control replication traffic between sites. Clients in each site use DNS
to find services like Domain Controllers in their own site, thus preventing using services
over the WAN link.

[E¥ Active Directory Sites and Services : 101 =l
54 File Action Miew Window Help |_|ﬁ||ﬂ
o BE Y XERR| @ E

@ Active Directary Sites and Services [E 55070 000 S
B3 Sites

L:_| Default-First-Site-Marme
E-[_] EdgeSyncService
E1-[20 Servers

ERE B T/PICAL-AD
[]---D Inter-5ite Transports
=[] Subnets
~]E@ 10.0.0.0/24
e 10.0.86.0{24
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| | |

Figure1.5: Two subnets in Active Directory, one for the main office and one for the
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@SNTDS Settings  Domain Contkrall.

Amsterdam datacenter.
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Exchange Server 2010 SP1 uses Active Directory sites for routing messages between

sites. Using our current example, if there is an Exchange Server 2010 SP1 Hub Transport
Server in Amsterdam and an Exchange Server 2010 SP1 Hub Transport Server in London,
then the IP Site Links in Active Directory are used to route messages from Amsterdam
to London. This concept was first introduced in Exchange Server 2007, and nothing has
changed in Exchange Server 2010 SP1.

Exchange Server 2003 used the concept of Routing Groups, where Active Directory
already used Active Directory sites; Active Directory sites and Exchange Server Routing
Groups are not compatible with each other. To have Exchange Server 2003 and Exchange
Server 2010 SP1 work together in one Exchange organization, some special connectors
have to be created - the so-called Interop Routing Group Connector.

1.6 Exchange Server coexistence

It is very likely that large organizations will gradually move from an earlier version of
Exchange Server to Exchange Server 2010 SP1, and Exchange Server 2010 SP1 can coexist,
in the same forest, with (both) Exchange Server 2007 SP2 and Exchange Server 2003 SP2.
It is also possible to move from a mixed Exchange Server 2003 SP2 and Exchange Server
2007 SP2 environment to Exchange Server 2010 SP1, as I'll discuss in Chapter 3.

Please note that it is not possible to have a coexistence scenario where Exchange Server
2000 and Exchange Server 2010 SP1 are installed in the same Exchange organization. This
is enforced in the setup of Exchange Server 2010 SP1. If the setup detects an Exchange
Server 2000 installation, the setup application is halted and an error is raised.

Integrating Exchange Server 2010 SP1 into an existing Exchange Server 2003 SP2 or
Exchange Server 2007 SP2 environment is called a "transition" scenario. A "migration”
scenario is where a new Active Directory forest is created where Exchange Server 2010
SP1 is installed. This new Active Directory forest is running in parallel to the "old" Active
Directory with a previous version of Exchange Server. Special care has to be taken in this
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scenario, especially when both organizations coexist for any significant amount of time.
Directories have to be synchronized during the coexistence phase, and the free/busy
information will need to be constantly synchronized as well, since you'll still want to offer
this service to users during the coexistence period.

This is a typical scenario when third-party tools (like Quest's Migration Manager)
are involved.

1.7 Exchange Server 2010 SP1 Server Roles

Up until Exchange Server 2003, all roles were installed on one server and administrators
were merely unable to select which features were available. 1 have to admit, it was possible
to disable certain functionalities, or use some registry keys to cause changes in behavior
and performance, but everything was always installed, on every server. It was possible to
designate an Exchange 2000 or Exchange 2003 server as a so-called "Front-End Server,"'
but this server was just like an ordinary Exchange server acting as a protocol proxy. It still
had a Mailbox Database and a Public Folder database installed by default.

Exchange Server 2007 introduced the concept of "Server Roles" and this concept is
continued by Exchange Server 2010 SP1. The following Server Roles, each with a specific
function, are available in Exchange Server 2010 SP1:

e Mailbox Server (MB) Role.

e Client Access Server (CAS) Role.

e Hub Transport Server (HT) Role.

« Unified Messaging Server (UM) Role.

« Edge Transport Server (Edge) Role.
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These Server Roles can be installed on dedicated hardware, where each machine has its
own role, but they can also be combined. A typical server installation, for example in the
setup program, combines the Mailbox, Client Access and Hub Transport Server Roles.
The Management Tools are always installed during installation, irrespective of which
Server Role is installed.

By contrast, the Edge Transport Server Role cannot be combined with any other role. In
fact, the Edge Transport Server Role cannot even be part of the (internal) domain, since it
is designed to be installed in the network's Demilitarized Zone (DMZ).

There are multiple reasons for separating Exchange Server into multiple Server Roles:

 enhanced scalability - since one server can be dedicated for one Server Role, the
scalability benefits are huge; this specific server can be configured and optimized for
one particular role, resulting in a high-performance server

« improved security — one dedicated server can be hardened for security using the
Security Configuration Wizard (SCW); since only one Server Role is used on a
particular server, all other functions and ports are disabled, resulting in a more
secure system

« simplified deployment and administration - a dedicated server is easier to configure,
easier to secure and easier to administer.

1 will explain each Server Role in detail, in the following sections.

1.7.1  Mailbox Server Role

The Mailbox Server Role is the heart of your Exchange Server 2010 SP1 environment. This
is where the Mailbox Database and Public Folder Database are installed. The sole purpose
of the Mailbox Server Role is to host Mailboxes and Public Folders - nothing more. In
previous versions of Exchange Server, including Exchange Server 2007, Outlook clients
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using MAPI still connected directly to the Mailbox Server Role, but with Exchange Server
20710 this is no longer the case. MAPI clients now connect to a service called RPC Client
Access, running on the Client Access Server. Unfortunately, this is only true for accessing
mailboxes in Exchange Server 2010. When an Outlook client using MAPI needs to contact
Public Folders, the client still connects to the Mailbox Server directly, bypassing the RPC
Client Access Service.

The Mailbox Server Role does not route any messages, it only stores messages in
mailboxes. For routing messages, the Hub Transport Server Role is needed. This latter
role is responsible for routing all messages, even between mailboxes that are on the same
server, and even between mailboxes that are in the same Mailbox Database.

For accessing mailboxes, a Client Access Server is also always needed; it is not possible to
access any mailbox without a Client Access Server.
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Figure 1.6: The Mailbox Server Role is hosting Mailboxes and Public Folders.
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Note that Internet Information Server is needed on a Mailbox Server Role in order to
implement the Role Based Access Control (RBAC) model covered in Chapter 4, even if no
client is accessing the Mailbox Server directly.

As 1 mentioned, Storage Groups no longer exist in Exchange Server 2010 SP1, but
mailboxes are still stored in databases, just like in Exchange Server 2007. Although
rumors have been circulating for more than ten years that the database engine used in
Exchange Server will be replaced by a SQL Server engine, it has not happened yet. Just as
in earlier versions of Exchange Server, the Extensible Storage Engine (ESE) is still being
used, although major changes have been made to the database and the database schema.

By default, the first database on a server will be installed in the directory: C:\Program
Files\Microsoft\Exchange Server\V14\Mailbox\Mailbox Database
<<identifier>>.

ox Database 09678780 _ |0 X
‘9( ;,v | v Y14 = Malbox v Maibox Database 0967878025 + -~ & |53arch 2
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Figure1.7:  The default location for the Mailbox Databases and the log files.
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The <<identifier>> is a unique number to make sure that the Mailbox Database name
is unique within the Exchange organization.

It is a best practice, from both a performance and a recovery perspective, to place the
database and the accompanying log files on a dedicated disk. This disk can be on a Fiber
Channel SAN (Storage Area Network), an iSCSI SAN, or on a Direct Attached Storage
(DAS) solution. Whilst it was a design goal to limit the amount of disk 1/O to a level
where both the database and the log files could be installed on a 1 TB SATA disk, this is
only an option if Database Copies are configured and you have at least three copies of the
Mailbox Database, in order to avoid a single point of failure.

1.7.2 Client Access Server Role

The Client Access Server Role offers access to the mailboxes for all available protocols. In
Exchange Server 2003, Microsoft introduced the concept of "front-end" and "back-end"
servers, and the Client Access Server Role is comparable to an Exchange Server 2003
Front-End Server.

All clients connect to the Client Access Server and after authentication the requests are
proxied to the appropriate Mailbox Server. Communication between the client and the
Client Access Server is via the normal protocols (HTTP, IMAP4, POP3 and MAPI), and
communication between the Client Access Server and the Mailbox Server is via Remote
Procedure Calls (RPC).

The following functionality is provided by the Exchange Server 2010 SP1 Client
Access Server:

e HTTP for Outlook Web App

e Outlook Anywhere (formerly known as RPC/HTTP) for Outlook 2003, Outlook 2007
and Outlook 2010
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 ActiveSync for (Windows Mobile) PDAs
« Internet protocols POP3 and IMAP4
o RPC Client Access

« Availability Service, Autodiscovery and Exchange Web Services. These services
are offered to Outlook 2007 or higher clients and provide free/busy information,
automatic configuration of the Outlook 2007 or higher client and the Offline Address
Book downloads and Out-of-Office functionality. The Exchange Web Services
offer an XML-based interface that can be used by other applications to access the
messaging infrastructure. A good example of such an application is the latest version of
Entourage, which is completely built on Exchange Server 2010 Web Services.

SMTP Services are not offered by the Client Access Server. All SMTP Services are handled by the Hub

Transport Server.

At least one Client Access Server is needed for each Mailbox Server in an Active Directory
site, as well as a fast connection between the Client Access Server and the Mailbox Server.
The Client Access Server also needs a fast connection to a Global Catalog Server.

The Client Access Server should be deployed on the internal network and not in the
network's DMZ. In order to access a Client Access Server from the Internet, a Microsoft
Internet Security and Acceleration (ISA) Server or Threat Management Gateway (TMG)
should be installed in the DMZ. All necessary Exchange services should be "published"” to
the Internet, on this ISA Server or TMG.
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Computer with Mailbox
Internel access Server

Role

. A

Figure1.8: The Client Access Server is responsible for providing access to

(Internet) clients. The ISA/TMG Server is not in this picture.

1.7.3 Hub Transport Server Role

The Hub Transport Server Role is responsible for routing messages, not only between
the Internet and the Exchange organization, but also between Exchange Servers within
your organization.

All messages are routed via the Hub Transport Server Role, even if the source and the
destination mailbox are on the same server, and even if the source and the destination
mailbox are in the same Mailbox Database. For example, in Figure 1.9:

 Step 1: a message is sent to the Hub Transport Server

« Step 2: a recipient on the same server as the sender means the message is sent back

« Step 3: when the recipient is on another Mailbox Server, the message is routed to the
appropriate Hub Transport Server; this is then followed by...

 Step 4: the second Hub Transport Server delivers the message to the Mailbox Server of
the recipient.
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_/

Figure1.9: The Hub Transport Server is responsible for routing all messages.

The reason for routing all messages through the Hub Transport Server is simply
compliancy. Using the Hub Transport Server, it is possible to track all messaging flowing
through the Exchange organization and to take appropriate action if needed (legal
requirements, HIPAA (Health Insurance Portability and Accountability Act), Sarbanes-
Oxley, etc.). On the Hub Transport Server the following agents can be configured for
compliancy purposes:

« Transport Rule agents - using Transport Rules, all kinds of actions can be applied to
messages according to the rule's filter or conditions. Rules can be applied to internal
messages, external messages or both.

 Journaling agents - using the journaling agent, it is possible to save a copy of every
message sent or received by a particular recipient.
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Since a Mailbox Server does not deliver any messages, every Mailbox Server in an Active
Directory site requires a Hub Transport Server in that site. The Hub Transport Server also
needs a fast connection to a Global Catalog server for querying Active Directory.

This Global Catalog server should be in the same Active Directory site as the Hub
Transport Server.

When a message has an external destination, i.e. a recipient on the Internet, the message
is sent from the Hub Transport Server to the "outside world." This may be via an
Exchange Server 2010 SP1 Edge Transport Server in the DMZ, but the Hub Transport
Server can also deliver messages directly to the Internet.

Optionally, the Hub Transport Server can be configured to deal with anti-spam and
antivirus functions. The anti-spam services are not enabled on a Hub Transport Server by
default, since this service is intended to be run on an Edge Transport Service in the DMZ.
Microsoft has supplied a script on every Hub Transport Server that can be used to enable
anti-spam services if desired.

Antivirus services can be achieved by installing the Microsoft Forefront for Exchange
software. The antivirus software on the Hub Transport Server will scan inbound and
outbound SMTP traffic, whereas antivirus software on the Mailbox Server will scan the
contents of a Mailbox Database, providing a double layer of security.

1.7.4 Edge Server Role

The Edge Server Role was introduced with Exchange Server 2007, and provides an extra
layer of message hygiene. The Edge Transport Server Role is typically installed as an
SMTP gateway in the network's DMZ. Messages from the Internet are delivered to the
Edge Transport Server Role and, after anti-spam and antivirus services, the messages are
forwarded to a Hub Transport Server on the internal network.
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Figure 1.10: The Edge Transport Server is installed between the Internet and

the Hub Transport Server.

The Edge Transport Server can also provide the following services:

« Edge Transport Rules - like the Transport Rules on the Hub Transport Server, these
rules can also control the flow of messages that are sent to or received from the
Internet when they meet a certain condition.

o Address rewriting - with address rewriting, the SMTP address of messages sent to
or received from the Internet can be changed. This can be useful for hiding internal
domains, for example, after a merger of two companies but before a merged Active
Directory and Exchange organization is created.

The Edge Transport Server is installed in the DMZ and cannot be a member of the
company's internal Active Directory domain and Exchange Server 2010 organization. The
Edge Transport Server uses the Active Directory Lightweight Directory Services (AD LDS)
to store all information. In previous versions of Windows this service was called Active
Directory Application Mode (ADAM). Basic information regarding the Exchange infra-
structure is stored in the AD LDS, like the recipients and the Hub Transport Server which
the Edge Transport Server is sending its messages to.
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To keep the AD LDS database up to date, a synchronization feature called EdgeSync is
used, which pushes information from the Hub Transport Server to the Edge Transport
Server at regular intervals.

1.7.5 Unified Messaging Server Role

The Exchange Server 2010 SP1 Unified Messaging Server Role combines the Mailbox
Database and both voice messages and email messages into one store. Using the Unified
Messaging Server Role it is possible to access all messages in the mailbox using either a
telephone or a computer.

The phone system can be an IP-based system or a "classical” analog PBX system although,
in the latter case, a special Unified Messaging 1P Gateway is needed to connect the two.

The Unified Messaging Server Role provides users with the features below.

 Call Answering - this feature acts as an answering machine. When somebody cannot
answer the phone, a personal message can be played, after which a caller can leave
a message. The message will be recorded and sent to the recipient's mailbox as an
mp3 file.

 Subscriber Access - sometimes referred to as "Outlook Voice Access." Using Subscriber
Access, users can access their mailbox using a normal phone line and listen to their
voicemail messages. It is also possible to access regular mailbox items like messages
and calendar items, and even reschedule appointments in the calendar.

« Auto Attendant - using the Auto Attendant, it is possible to create a custom menu
in the Unified Messaging system using voice prompts. A caller can use either the
telephone keypad or his or her voice to navigate through the menu.
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Figure 1.i1: Overview of the Unified Messaging infrastructure.

The Unified Messaging service installed on the Unified Messaging Server Role works
closely with the Microsoft Exchange Speech Engine Service. This Speech Engine Service
provides the services below.

« Dual Tone Multi-Frequency (DTMF) also referred to as the touch tone (the beeps you
hear when dialing a phone number or accessing a menu).
« Automatic Speech Recognition.

 Text to Speech service, responsible for reading mailbox items and reading the
voice menus.
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The Unified Messaging Server Role should be installed in an Active Directory site
together with a Hub Transport Server, since this latter server is responsible for routing
messaging to the Mailbox Servers. It should also have a fast connection to a Global
Catalog server. If possible, the Mailbox Server Role should be installed as close as possible
to the Unified Messaging Server Role, preferably in the same site, and with a decent
network connection. I'll cover this Unified Messaging Role in more detail in Chapter 6.

1.8 Summary

Exchange Server 2010 SP1 is the new Messaging and Collaboration platform from
Microsoft, and it has a lot of new, compelling features. The new High Availability,
management, and compliancy features make Exchange Server 2010 a very interesting
product for the Exchange administrator. In fact, the new features in Exchange Server
2010 will generally result in less complexity, which is always a good thing! As far as Service
Pack 1 is concerned, this completes the implementation of quite a lot of functionality
that Microsoft was not able to finish in the RTM version of Exchange Server 2010.

Think about the performance of the Exchange Management Console, import and export
Mailbox, and the most important, the personal archive improvements!

In the next chapter, 1 will give you a more detailed walk-through of installing Exchange

Server 2010. Furthermore, the remainder of this book deals with Exchange Server 2010
Service Pack 1.
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In the previous chapter, 1 took you through a brief description of what's new in Exchange
Server 2010 and Exchange Server 2010 SP1, and what has been removed from the product.
Now it's time to install Exchange Server 2010 SP1 and get a handle on the real look and
feel. In this chapter, we will install it in a "greenfield" scenario, meaning we'll be working
with a fresh Active Directory environment, and the Exchange organization we'll install
will be the first Exchange installation in that environment. This chapter will be a fairly
straightforward, step-by-step guide to the installation process, and will cover both the
prerequisites of the installation environment and the post-installation configuration

of various features. In short, you should have everything you need here to get up and
running, and I'll refer to aspects of this process when I take you through coexistence with
Exchange Server 2003 and 2007 in the next chapter.

So, before installing Exchange Server 2010 SP1, several prerequisites have to be met.

« Exchange Server 2010 SP1 runs only on Windows Server 2008 SP2 and Windows
Server 2008 R2. Since Windows Server 2008 SP2 also needs some additional software
to be installed, and bearing in mind the improvements in Windows Server 2008 R2,
the latter is the better option.

e Any Active Directory domain containing Exchange objects has to be running (at the
very least) Windows 2003 domain functional level.

« The Active Directory forest also has to be running in at least Windows 2003 Forest
Functional Level. Actually, running the forest in Windows 2003 Forest Functional
Level automatically implies that all domains are running (at least) at Windows 2003
Domain Functional Level.

e The Schema Master and the Global Catalog server(s) have to have a minimum level of
Windows Server 2003 Ra.
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« Exchange Server 2010 SP1 cannot be installed in an organization where an Exchange
Server 2000 exists. This is hard-coded blocked in the setup application.

2.1 Exchange Pre-Deployment Analyzer

The Exchange Pre-Deployment Analyzer is a tool provided by Microsoft which you can
use to perform a scan of the overall readiness of your environment. If you are familiar
with the Exchange Best Practices Analyzer (ExBPA), then the Pre-Deployment Analyzer
is a bit like the Exchange 2007 readiness option in older versions of the ExBPA.

After starting the Pre-Deployment Analyzer, just follow the wizard and create a new scan.

B/ Microsoft Exchange Pre-Deployment Analyzer [_[O] <]
Microsoft Exchange Pre-Deployment Analyzer A Windows Server Systerm
[ weleome

Start a New Scan
[ Connect to Active
irectony
Enter an identifying label for this scan Exchange 2010 Readnesy
L[] Start apew scan
[ Select a scan to view Specily the scope for this scan:
L Wzauzzen 5 [ Echangelabs
See also =] @ Exchange &dministrative Group (FYDIB( The scope is setbo 1 server(s), 1 administration
o] 5 X2007SRY goupls]. and the arganization
L The Microsalt Exchangs g
re-Deployment
Analyzer Help
[ About the Microsaft
Exchange Pre-
Deplayment Analyzer [ select al

o B Unselectal

[ The Microssft Exchange
Pre-Deployment

Analyzer Web st
Select the type of scan ta perform

[ Send feedback and Exchange 2010 Readiness Check options:
end feedback an
suggestions about this @ Exchange 2010 Readiness Check. ’V Nane
tool to Microsoft

[ Updates and Customer -
Feedback Gelect the speed of the netnork to adiust the estimated time value,

Fast LAN (100 mbps of more) -

This scan vill take approsimately 0 minutes

[ Start scarming

@007 Micosoft Corporation. Al rights reserved.

Figure 2.1:  The Exchange Pre-Deployment Analyzer in an Exchange 2007 environment.
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The Pre-Deployment Analyzer will analyze the existing Exchange environment and, when
finished, will return a list of any issues that are found, together with the corresponding
fixes. This is a perfect tool to see if your existing organization is ready for Exchange
Server 2010 SP1.

The Pre-Deployment Analyzer can be downloaded from the Microsoft website at:

2.2 Installing Exchange Server 2010 SP1
prerequisites

When installing Exchange Server 2010 SP1 on Windows Server 2008 SP2, some additional

software needs to be installed first:

e Microsoft .NET Framework 3.5 SP1

e Microsoft NET Framework 3.5 Family update for Windows Vista x64, and Windows
Server 2008 x04

« Windows Remote Management (WinRM) and Windows PowerShell 2.0

o Internet Information Server 7.0

« Office 2007 Filter Pack (for the Hub Transport Server and Mailbox Server Role).
The installation program will give you the option to install .NET 3.5 and PowerShell V2
when you begin the installation, but you'll need to install the rest of the prerequisites
yourself. The Internet Information Server Role is now needed on all the Server Roles

of Exchange Server 2010 SP1, but there are some fine-grained differences between the
various Server Roles, as you can see in Table 2.1.
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Mgmt : Mail- : Hub Client

i PowerShell 2.0 i Yes i Yes i Yes i Yes iYes i Yes

! Windows Remote
i Yes i Yes i Yes i Yes iYes i Yes
i Management : : i i : :

Hot-fix KB 951725 Yes Yes Yes Yes

MS Filter Pack Yes

ST ST EUUUTUUU: R SOOI SUOUUUUUUUURUPRTRRRE SO UUUUE SOPRRRROOTOTRUUUUUN-

ServerManagerCmd -i
: Web-Server

Yes Yes Yes Yes

ServerManagerCmd -i
: Web-Metabase

Yes Yes Yes Yes Yes

ServerManagerCmd -i
i Yes i Yes i Yes i Yes i Yes
i Web-Lgcy-Mgmt-Console : : : :

OO 4 B U UUUUUUE SRR SOUUUUUUUUUUUR SOOI

ServerManagerCmd -i
: Web-Basic-Auth

Yes Yes Yes Yes

i ServerManagerCmd -i
: Web-Windows-Auth

Yes Yes Yes Yes

ServerManagerCmd -i
: Web-Net-Ext

OO 4 B U UUUUUUE SRR SOUUUUUUUUUUUR SOOI

Yes Yes Yes Yes

ServerManagerCmd -i
: Web-Digest-Auth

i ServerManagerCmd -i
: Web-Dyn-Compression
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Mgmt Mail- Hub Client :
. Tools : box | Transport ; Access

ServerManagerCmd -i
{ NET-HTTP-Activation
ServerManagerCmd -i
: Web-ISAPI-Ext

ServerManagerCmd -i
i RPC-over-HTTP-proxy
(only needed for Outlook

i ServerManagerCmd -i
: Desktop-Experience

U SOOI S SO RN OO UN

ServerManagerCmd -i
: ADLDS

ServerManagerCmd -i

: fail-over-clustering (only v
H i Yes
i needed for database

availability)

ServerManagerCmd -i
: RSAT-ADDS

Table 2.1:  Internet Information Server settings for all Exchange Server 2010 SP1 Server Roles.

When you use ServerManagerCmd.exe a warning messages is shown about the supportability of this
command. While Microsoft has plans to discontinue this feature, its future is still undecided. But I still

use it, and I think I'll keep using it as long as possible.
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If you want to install the Exchange Server 2010 SP1 Management Tools on a Windows
Vista SP2 workstation, you'll have to install the following software:

e Microsoft .NET Framework 3.5 SP1

e Microsoft NET Framework 3.5 Family update for Windows Vista x64, and Windows
Server 2008 x04 updates

« Windows Remote Management (WinRM) and Windows PowerShell 2.0

« some basic parts of the Internet Information Server: the 11S Web Metabase and the 11S
Legacy Management Console.

If you want to install the Exchange Server 2010 SP1 Management Tools on a Windows 7
workstation, you'll have to install the following software beforehand:

e Microsoft .NET Framework 3.5.1

« The Web Management Tools and the 11S 6 Management Compatibility as part of the
Internet Information Server.

When installing Exchange Server zo10 SP1 on a Windows Server 2008 Rz server, almost all the prerequi-
site software is already included in the product. You only have to install Windows Server 2008 Rz, install

Internet Information Server (as outlined below), and you're ready to go!

The .NET Framework 3.5 can be automatically downloaded the first time you use
Windows Update, but do not install PowerShell using the Windows Server 2008 Server
Manager. This installs PowerShell Version 1, and Exchange Server 2010 SP1 needs Power-
Shell Version 2, which you can download from the Microsoft website.
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The various configurations of Internet Information Server 7 can be easily installed using
the ServerManagerCmd.exe application, which is a command-line version of the
Windows Server 2008 Server Manager. To make it possible to change the Active Directory
schema on a non-domain controller before this process, enter the following command

on the server you want to install Exchange Server 2010 on: ServerManagerCmd -i
RSAT-ADDS.

When the —Restart option is added to ServerManagerCmd.exe the server will automatically

restart as necessary.

This command will add the Active Directory Management Tools on your Windows
2008 Server to make it possible to change the Active Directory schema from this
particular server.

Once that process is finished, enter the commands below to install the various
components of Internet Information Server 7.

i ServerManagerCmd
% ServerManagerCmd
. ServerManagerCmd
. ServerManagerCmd
: ServerManagerCmd
§ ServerManagerCmd
. ServerManagerCmd
. ServerManagerCmd
. ServerManagerCmd
% ServerManagerCmd

. ServerManagerCmd
. serverManagerCmd

Web-Server

Web-ISAPI-Ext

Web-Metabase
Web-Lgcy-Mgmt-Console
Web-Basic-Auth

Web-Digest-Auth

Web-Windows-Auth
Web-Dyn-Compression

Web-Net-Ext

RPC-over-HTTP-proxy (when Outlook
Anywhere is used)
Net-HTTP-Activation
Desktop-Experience (when the UM Role is
required)
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If you want to speed up the process, or your fingers get tired and you don't want to enter

that many commands, you can enter various options in one ServerManagerCmd cmdlet,
like this:

ServerManagerCmd -i Web-Server Web-ISAPI-Ext Web-Metabase Web-Lgcy-Mgmt-Console
. Web-Basic-Auth Web-Digest-Auth Web-Windows-Auth Web-Dyn-Compression Web-Net-Ext
{ RPC-over-HTTP-proxy Net-HTTP-Activation Desktop-Experience

Just make sure you change these commands according to the information in Table 2.1.
And here's some more good news: Microsoft makes an Exchange administrator's life
easier! With Exchange Server 2010 SP1, Microsoft supplies a number of XML files (one
for every Server Role) that automate all prerequisite software installation.

Navigate to the \setup\serverRoles\common directory on the installation media;
there, you'll find a number of XML files, like Exchange-Hub.XML, Exchange-CAS.XML
and Exchange-MBX.XML. Any of these can be used as an input file for the ServerMan-
agerCmd.exe application, as appropriate.

To install the prerequisite software for a typical Exchange 2010 Server installation, just
enter the following commands: ServerManagerCmd.exe —InputPath Exchange-
Typical.XML.

As you can see in Figure 2.2 (this is on Windows Server 2008 R2), there is a message saying
that ServerManagerCmd.exe is deprecated and is not guaranteed to be supported in
future releases of Windows. Don't let this message scare you; it does work right now,

and if it won't be supported in future releases of Windows, then the Exchange team will
certainly take care of this.
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[&+] Administrator: Command Prompt

G:“RCisscripts>ServerManagerCnd.exe —ip Exchange-Typical.xml

Servermanagercnd.exe is deprecated. and is not guaranteed to be supported in fut
ure releases of Windows. We recommend that you use the Windows PowerfShell cmdlet
= that are available for Server Manager.

Start Installation...

Skipping [.MET Pramework 3.5.1 PFeatures] .NET Framework 3.5.1 Features because i
t is already installed on this computer.

Skipping [Remote Server Administration Toolsl AD DS Tools hecause it is already
installed on thisz computer.

[Installation] Succeeded: [Windows Process Activation Servicel] Configuration API

Einstallation] Succeeded: [Windows Process fActivation Servicel .NET Environment.

[Installation] Succeeded: [Windows Process Activation ZBervicel Process Model.

[Installation] Succeeded: [Remote Server Administration Tools] Failover Clusteri]

ng Tools.

[Installation] Succeeded: [Remote Server Administration Tools] Web Server C(IIBD

Tools.

[Installation] Succeeded: [Weh Server
Succeeded: [k Server
Succeeded: [k Server
Succeeded: [Web Server Regquest Monitor.
Succeeded: [ Server Dynamic Content Compressi

I1I5>1 115 Management GConsole.
I18>1
I18>1
I18>1
118>1
[Installation] Succeeded: [U Server (IIS)] Static Content Compression
I118>1
I118>1
I1I18>1
I18>1
118>1

Static Content.
Tracing.

[Installation] Succeeded: [U Server IIE& 6 Metabase Compat1h111ty.

Digest Authentication.

Windows Authentication.

Basic Authentication.

Glient Certificate Mappi Authent il

[Installation] Succeeded: [ Server
[Installation] Succeeded: [k Server
[Installation] Succeeded: [k Server
[Installation] Succeeded: [Web Berver

Figure 2.2: The installation of the prerequisite software is fully automated.

You can also use PowerShell to install the prerequisite software. Open a PowerShell
command prompt and enter the following command: ServerManagerCmd.exe —IP
<path to xml file>\Exchange-Typical.xml.

If you don't want to install the NET Framework and Internet Information Server at this
point, the Exchange Server 2010 setup program now has the ability to install the prereq-
uisite software automatically during the setup of Exchange Server 2010. There is more
information on this in Section 2.3, Item 10, later in this chapter.

Another thing to be aware of is the NET.TCP port sharing service. This service has to
start automatically, but it is set to start manually by default; you can change this setting
by opening a command prompt and entering the following command: sc config
NetTcpPortSharing start= auto.
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The space after start= is required! In addition, if the service is not started at all, you have to start it

using the net start NetTcpPortSharing command from the command line.

Of course, it is also possible to change this setting using the Services MMC snap-in.

Met.Tcp Port Sharing Service Properties (Local Computer) E3

General | Log Dnl F!ecoveryl Dependenciesl

Semvice name; MHetTcpPortSharing

Dizplay name: Met. Tep Part Sharing Service

Description: Fravides ability ta share TCP ports aver the net.tep ;I

protocol,

Path to executable;

"Cvwindows\Microsoft ME T YFramework G443 03windaws Communication

[]

Startup tope: t anual

[

Autornatic [Delaped Start

Help me configure

M anual
Dizabled

Service status:  STEMED

Start | Stop | Pauze

'ou can specify the start parameters that apply when you start the service

from here.

Start parameters; I

ak. I Cancel

Apply

Figure 2.3:  Change the Startup type to Automatic.

But there's even more good news regarding the prerequisite roles and features instal-
lation in Service Pack 1: now you can have the setup application, both the graphical and
command-line versions, take care of this for you. I'll get back on this later in the setup

process (see Figure 2.5 for an example).
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Most of the Exchange Server 2010 SP1 Server Roles can be combined on a single server,
just as in Exchange Server 2007. Specifically, the Mailbox Server, Client Access Server,
Hub Transport Server and Unified Messaging Server can be installed together on one
machine. However, none of these Server Roles can be installed alongside the Exchange
Server 2010 SP1 Edge Transport Server Role, as this is a completely standalone role. I'll
cover the installation of the Exchange Server 2010 SP1 Edge Transport Server Role in
Section 2.7.

2.3 Performing a typical Exchange Server 2010
install

When performing a typical server install, the account that's used for the installation
process needs to be a member of the Schema Administrators group in Active Directory,
as well as a member of the Enterprise Administrators. Membership of these groups
automatically inherits membership of the local administrators group (on the server
itself) as well as Domain Administrators membership. This is true for an upgrade from
Exchange Server 2010 RTM to Exchange Server 2010 SP1 as well as for a completely
new installation.

To install Exchange Server 2010 SP1, just follow the steps below.

1. Logon to the server on which you want to install Exchange Server 2010 SPr1.

2. Navigate to the installation (DVD, local directory or a network share) and double-
click the setup.exe program. This will start the setup splash screen.

3. Ifyou haven't already installed the Exchange Server 2010 SP1 prerequisites, the setup
program offers the possibility to install them using the menu:

a. Install Microsoft .NET Framework 3.5 SP1
b. Install Windows PowerShell V2 .
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4. You have to select the Language Options for Exchange Server 2010 SP1. You can
download all language files from the Language Bundle (locally stored or on the
Internet) or continue with the language packs that are on your DVD. If you select this
option, only the default language will be used, not only for the setup application, but
also, for example, for the Outlook Web App.

5.  When all prerequisite software is installed you can select Step 4: Install
Microsoft Exchange.

Plan
Read about Micrasaft Exchange Server 2010 Service Pack 1
Read about deploving languages

Uze the Exchange Server 2010 Deployment Assistant

Install

Step 15 Install \NET Eramewark 3.5 5P1 - Installed
Step 2; Instal| Windaws FowerShell w2 - Installed

Install all languages from the language bundle

Install anly languages from the DVD

Install only languages included with Setup Step 4: Install Micrasoft Exchange

Step 5: Get critical updates For Microsoft Exchange

Enhance

Install Microsoft Forefront Pratection 2010 For Exchange Server

Microsoft’

Exchange Server 2010 Cose |

Figure 2.4: The setup application Welcome screen.

6. On the Introduction and Confirmation pages you can just click Next after you've
read the messages.

7. You'll need to accept the terms in the license agreement - select the appropriate radio
button, and click Next.
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8. Depending on your company policy, select whether or not you want to enable the
Error Reporting feature, and click Next to continue.

9. The next page asks for the Installation Type. You can select a typical Exchange Server
installation, where the Hub Transport Server Role, Client Access Server Role, Mailbox
Server Role and the Exchange Management Tools are all installed on the same server.
The second option is a custom Exchange Server installation, where you can select
which individual roles to install.

Exchange Server 2010 Setup

Installation Type

1 Introduction ; _
Select the Exchange Server installation type:

I License Agreement

{ T Ivpical Exch Server |
I3 Eror Reporting 3 ~ The fallowing will be installed on this computer:
[ Installation Tupe: ;ﬁ - Hub Transport
= P - Client Access
Customner Experience - Mailbox
~ Impravement Program - Exchange Management Tools

- Readiness Checks
Custom Exch Server |

| Progress = Use this option to select which of the fallawing roles yau want to install on
i this computer:
- Completion
- Hub Transpart
- Client Access
- Mailbox
- Unified Meszaging
- Edge Transport
- Exchange Management Tools
Specify the path for the Exchange Server program files:
IC:\Program Files\Microsoft\Exchange Serverty14 Browse... |
r Automatically instal \Windows Roles and Features required for Exchange Server
Help < Back | Mest » I Cancel |

Figure 2.5:  Select a Typical or a Custom Exchange Server installation.

10. New in Service Pack 1 is the Automatically install Windows Roles and Features
required for Exchange Server option. When you check this option, the prerequisite
software, like the Microsoft .NET Framework and Internet Information Server, will
be automatically installed.

11. Select the Typical Exchange Server Installation and click Next to continue.
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12. Since this is a fresh installation, an Exchange organization doesn't exist yet, so you'll
need to enter a name for the Exchange Server organization. The default name is
"First Organization" but any name can be used, as long as the following are the only
characters used:

a. AthroughZ

b. athroughz

c. othrough g

d. space (not leading or trailing)

e. hyphen or dash.

Exchange Server 2010 Setup

M Intioduction Exchange Organization

Specify the name for this Exchange organization:

1 License Agreement
JE2md

[ Error Reporting

I Installation Type I~ Apply strict zplit pemissions security model to the Exchange organization

Exchange (1) The strict split permissions security model is typically used by large arganizations that
a Organization - completely separate the responzibility for the management of Exchange and Active
Directory between different groups of people. Applying this security model removes the
! Clignt Settings ability for Exchange servers and administrators to create Active Directory objects such
az ugers, groups and contacts. The ability to manage non-Exchange attributes on thoze
Caonfigure Client objects iz also removed.
J Access server
external domain “r'ou shouldn't apply this security madel if the zame person or group manages both

. Exchange and Active Directory. For more information, click Help.
Customer Experience
~ Impravement Pragram

- Readiness Checks
! Progress

| Completion

Help | < Back | Mext » I Cancel |

Figure 2.6: Enter the organization name. Note the strict split permissions

security model check box.
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Just so you know, throughout this book I'll use the organization name "E2010." New in Service Pack 1 is
the option to implement split permissions for Active Directory and Exchange. This can be useful for large
organizations with separate Active Directory and Exchange Server administrators. If this is not the case,

leave this in its default state (unchecked), and click Next to continue;

13. The next window is the Client Settings window, and this is very important. Your
selection needs to be based on the email clients used in your organization. Outlook
2003 or earlier and Entourage clients depend on Public Folders for Free/Busy infor-
mation (i.e. calendaring) and Offline Address Book downloads. On the other hand,
Outlook 2007 and Outlook 2010 can both use the Availability Services and Web-based
Offline Address Book Download features in Exchange Server 2007 and later. If you
do not install Public Folders at this time, it's always possible to install them later to

support Outlook 2003 or Entourage clients in your Exchange environment. Click
Next to continue.

Exchange Server 2010 Setup
B Introduction Client Settings
n Language Files Computers running Qutlock 2003 and earier or Entourage require a public folder database
Location to connect to Exchange 2010. f you select that you have computers running Outlook
Language Pack 2003 and earier or Entourage in your organization, a public folder database will be created
n Corfimation during setup. i you select that you do not have computers running Outlook 2003 and earier
or Entourage in your organization, setup wil not create a public folder database. However,
[ License Agreemert you can enable Outlook 2003 and earlier or Entourage connectivity by creating a public
B e folder database at amytime after sstup completes.
1 Installztion Type Do you have any client computers running Outlook 2003 and earier or Entourage in your
organization?
Exchange oy,
Organization L
[ Client Settings it
Customer Experience |
~ Improvement Program |
J Readiness Checks
1 Progress
1 Completion
Help cgack | [ Hees Corcel |

Figure 2.7:  The client settings are dependent on the type of

clients used in your organization.
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14. A new aspect of the Exchange Server 2010 setup process is the option to enter the
external domain name. If you do enter an external domain name, the Exchange Server
2010 Client Access Server Role will be configured smoothly and automatically with

the appropriate settings. If you do not enter an external domain name during the
setup, you'll have to configure the settings manually after the setup has finished.

Exchange Server 2010 Setup

2 Infroduction

[ License Agreemnent

[ Eror Reporting

1 Installation Type
[ Cliert Settings

Configure Client
Access server
extenal domain

Customer E xperience
= Improvement Prograrn

| Readiness Checks
/| Progress

| Completion

Help |

1d

Confi Client A server

Enter a domain name to use to configure your Client Access servers for Intemet-facing
services [for example, Exchange ActiveSyne, Outlook *Web App, Outlook Anywhere). This
will allow clients to connect to your Exchange deployment from outside of your domain.

¥ The Client Access server role will be Internet-facing

Enter the domain name you will uze with pour external Client Access servers [far
example, mail. contoso. com]

Iwebmall.lnhaman. nl

< Back | Mext » I Cancel

Figure 2.8:

the Client Access Server.

Enter the external domain name for automatically configuring

15. Depending on your company policy, you can choose whether or not to join the
Exchange Customer Experience Improvement Program, and then click Next.

10.

The next step is the Readiness Check. The setup program will run a final check on

the server's readiness for the Exchange organization, the language packs, and the
Server Roles. If any prerequisite is missing, it's displayed here and you'll have the
option to correct the issues. If all the checks come back OK, you can finally click that
inviting Install button.

61



Chapter 2: Installing Exchange Server 2010 SP1

17. During the installation, the progress is shown for each part of the process. This whole
affair can take a considerable amount of time, depending on the hardware being
used for the Exchange Server, so you'll need to be patient. Once the setup program is
finished, you'll have the option to view the setup log, just in case of problems (which,
if you've followed these steps, there shouldn't be). When you click on Finish, the
setup program is done, and the Exchange Management Console is opened to finalize
the new Exchange Server.

Exchange Server 2010 Setup
1 Intraduction fiiogiess
Elapsed time: 00:16:21
[ License Agreement Summary: 12 item(z). 9 succeeded, 0 failed.
I Enar Reporting (& Drganization Preparation 0 & |
3 Installation Type Elapsed Time: 000359
Exchange - I s
a Organization NG o s
: 4 Elapsed Time: 00:00.00
I Client Settings )
Stopping Servi [V ] =
Configure Client ISR 9
[ Access server Elapsed Time: 00:00:00
external domain -
Copy Exch, Fil L/ ] A
n Customer Experience | AR LA 9 “
Improvement Program Elapsed Time: 00:01:06
[ Readiness Checks 1| Language Files @ S
[ Progress Elapsed Time: 00:04:35
- Campletion & Restoring services 0 &
Elapszed Time: 00:00:00
& Languages 0 ~
Elapsed Time: 00:00:02 |
Tao copy the contents of thiz page. press CTRL+C
Help | < Back | ezt > | Cancel

Figure 2.9:

the Exchange Management Console.
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2.4 Unattended setup

It is also possible to install Exchange Server 2010 SPr1 fully unattended. This may be useful
when installing multiple servers. Also, when something goes wrong, you know exactly

in which step it went wrong. This process assumes that all the prerequisite software

has been installed, including Internet Information Server and the LDIFDE program

2.4.1 PrepareSchema

The first step in an unattended setup is to prepare the schema. This basically means
upgrading the schema to an Exchange Server 2010 SP1 level. Several Exchange-related
objects and attributes are added to the Active Directory schema, which can take a consid-
erable amount of time. You'll need to be patient, again.

If you are running Windows Server 2008 (R1), then you'll have to install Powershell 2.0 on
the server. You can download this version of Powershell from the Microsoft website via

2008 R2, you're lucky; this version of Windows has Powershell 2.0 already installed.

For extending the schema, you'll also need the Active Directory Services remote admin-
istration tools, which make it possible to access the schema and make all the necessary
changes. You can install the Remote Administration Tools by opening a command
prompt and entering: ServerManagerCmd.exe —i RSAT-ADDS.
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When finished, reboot the servers as requested. To prepare the schema, log on to
the server as an administrator who is a member of both the schema Admins and
Enterprise Admins Security Groups. Open a command prompt, navigate to the
Exchange Server 2010 SP1 installation media and type the following command:
Setup.com /PrepareSchema.

The command-line setup program will start and upgrade the Active Directory schema to
an Exchange Server 2010 SP1 level. If you have multiple Domain Controllers, wait until
the schema changes have been replicated to all Domain Controllers in the forest before
continuing with the next step.

2.4.2 PrepareAD

After preparing the schema, Active Directory now has to be prepared for Exchange
Server 2010 SP1 because, as 1 explained in Chapter 1, the Exchange Server organization
is installed in the Configuration Partition of Active Directory. This is why the account
used for the installation needs to be a member of the Enterprise Admins Security Group
(Domain Administrators cannot write in the Configuration Partition).

Log on to the server, open a command prompt, navigate to the Exchange Server 2010
SP1 installation media, and enter in this command: Setup.com /PrepareAD /
OrganizationName:E2010.

The /OrganizationName parameter is only needed when implementing Exchange Server 2010 in a
greenfield scenario. When an Exchange organization is already present in your Active Directory environ-

ment there's no need to include the /OrganizationName option (in fact, it will fail when you do).
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The Active Directory Configuration Partition will now be prepared for Exchange Server
2010 SP1 using the previously-mentioned "E2010" organization name.

dministrator: Command Prompt

C=zpl>setup.com ~PreparefD sOrganizationMame:E26818
Welcome to Microsoft Exchange Server 2818 Unattended Setup
By continuing the installation process. you agree to the license terms of
Microsoft Exchange Server 2818. If you don't accept these license terms. please
cancel the installation. To review these license terms, please go to
http:/“go . .microsoft.com fuwlink/?Linkld=158127%&c lcid=0x489.~
Presz any key to cancel setup
Ho key presses were detected. Setup will continue.
Preparing Exchange Setup
Copying Setup Files COMPLETED
Mo server roles will be installed

Performing Microsoft Exchange Server Prerequisite Check

Organization Checks COMPLETED
Setup is going to prepare the organization for Exchange 2818 by using *Setup /P
reparefD’ . Mo Exchange 2887 server roles have been detected in this topology. Af
ter this operation. you will not bhe able to install any Exchange 2887 server rol

s .

Conf iguring Microsoft Exchange Server
Organization Preparation COMPLETED
The Microsoft Exchange Server setup operation completed successfully.

LR

Figure 2.10: Preparing the Active Directory Configuration Partition for Exchange Server 2010.

Please note the warning during setup! If you create an Exchange Server 2010 SP1
organization, you are not able to add any Exchange Server 2007 Server Roles to it.

If you want to check the creation of the Exchange Server 2010 SP1 organization
you can use ADSIEdit and navigate to the Configuration container. Open
CN=Configuration > CN=Services > CN=Microsoft Exchange. Right
here, a new entry, CN=E2010, holding the Exchange Server 2010 SP1 configuration,
should be created.
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B ADsI Edit [_ O]
Flle Action Yiew Help
e |#mIRE 6= [ =
2 ADSIEdit Hame: [ class [ cistinguished Hame ~ || Actions
= 5| Configuration [20084001.6201 || C=hddress Lists Container msExchConta... CM=Address Lists Conkainer,Ch: CN=E2010 N
[=Ris| CI_\I=ConfiDuratiDmDC=82D | Ch=nAddressing msExchConta... ChM=Addressing, CH=E2010,Chi=
_ CN=DisplaySpecifiers | Ch=Administrative Groups msExchadmin...  CN=Administrative Groups,Ch=I Mare Actions 4
_ Ch=Extended-Rights | Ch=Approval Applications msExchappro...  CN=Approval applications, CH=E
| h=Forestlpdates | CM=Client Access msExchConta,.. CM=Client Access,CN=E2010,C7
- Chi=LostandFaundCong | CN=Connections msExchConta,.. CM=Connections, CN=EZ010,CN
" CM=NTDS Quotas ) -
8 CeParttions 1 (CM=ELC Folders Container msExchConta,.. CM=ELC Folders Container, =
i N=Physical Locations 1 (CM=ELC Mailbox Policies msExchConta,.. CM=ELC Mailbox Policies, CN=EZ
B CN=Services 1 CM=Federation msExchFedor...  CN=Federation, CN=E2010,CN=
[=hns] 1 CM=Federation Trusts msExchConta... CM=Federation Trusts,CN=E201
| CH=Global Settings container CN=Global Settings, CN=E2010,
| CH=Mohile Mailhox Policies msExchConta...  CN=Mohile Mailbo: Palicies, Ch=
: CM=MsmqServices | CH=0wa Mailbox Polidies msExchConta...  CN=CWwia Mailbox Policies, Ch=E
| CN=MetServices 1 CM=Provisioning Palicy Contai... msExchConta... CM=Provisioning Policy Cantaine
_| Ch=Public Key Serv | || CH=RBAC msExchConta... CN=RBAC,CN=E2010,CN=Micrc
| CN=RRAS | CH=Redipient Policies msExchRecipi... CN=Recipient Palicies, CN=E2011
[ CN=tifindows NT | CM=Remats Accounts Palicies,,, msExchConta,., (M=Remate Accounts Polices G
| CH=5ites | CH=Retention Polides Container msExchConta... CM=Retention Polices Container
- Ch=Welknown Securit | [ cy=petention Policy Tag Con...  msExchConta..,  CN=Retention Folicy Tag Contai
| Ch=ServiceEndpaints msExchConta...  CM=ServiceEndpoints, CN=E201
| Ch=5ystem Policies msExchSyste...  (M=System Policies, CH=E2010,
| CM=Transpart Settings msExchTrans...  CN=Transport Settings, CH=E20
| ch=UM sutoattendant Conta... msExchConta,.. CM=UM AutoAttendant Contain
| CH=UM DialPlan Container msExchConta...  CN=UM DialPlan Container,Ch=I
1 ch=um IPGateway Container msExchConta... CN=UM IPGateway Container,c_
| CH=UM Mailbox Policies msExchConta...  CN=UM Mailbox Policies, CN=E2( +
! e -
| | \

Figure 2.11: Check the creation of the Exchange organization in Active Directory
using ADSIEdit.

If you have multiple Domain Controllers, wait until the schema changes have been
replicated to all Domain Controllers in the forest before continuing with the next step.

2.4.3 PrepareDomain

The last step in preparing the Active Directory environment is to prepare the domain that
is going to host Exchange Server 2010 SP1.

Log on to the server using an administrator account, open a command prompt and

navigate to the Exchange Server 2010 installation media. Type the following command:
Setup.com /PrepareDomain.
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The current domain will now be prepared for the introduction of Exchange Server 2010
SP1. If you want to prepare all domains in the forest for Exchange Server 2010 SP1, you
can also use the /PrepareAllDomains switch.

B Active Directory Users and Computers H=] I

File  Action Wiew Help

B EIEIEREEN Y SR

: Active Directory Users and Comput | MNarme | Type | Description
_'_ Saved Queries ‘.’E,Delegated Setup Security Group ... Members of this management role group have permi
Bl 5 22010 local 2 Discovery Management Security Group ... Members of this management role group can perforr
o Biiltin ‘_’E,Exchange Al Hosted Organizations  Security Group ... This group contains all the Exchange Hosked Qrganiz
~ Computers '_"r?_,Exchange Servers Security Group ... This group contains all the Exchange servers, This g
= Dom‘.ain Contr.oller.s ) ‘_"r_?_,Exchange Trusted Subsystem Security Group ... This group contains Exchange servers that run Exch
- F?rEIgnSECUrItyPrII‘ICIDa|S . ‘.’;_!,Exchange ‘Windows Permissions Security Group ... This group contains Exchange servers that run Exch
2 | Microsoft Exchange Securit d2 - ) : ) e |
= Lears I__,ExchangeLegacyInterop Security Group ... This group is for interoperability with Exchange 2002
- ‘_'r?_,HeIp Desk Security Group ... Members of this management role group can view ar
‘.’;E,Hygiene Managemenk Security Group ... Members of this management role group can manag
‘.’E,Organization Management Security Group ... Members of this management role group have permi
‘_'P_,Public Folder Management Security Group ... Members of this management role group can manag
:’E,Recipient Management Security Group ... Members of this management role group have rights
'_’;E,Records Managemenk Security Group ... Members of this management role group can configu
‘_"r_?_,Server Management Security Group ... Members of this management role group have permi
‘_"r?_,UM Management Security Group ... Members of this management role group can manag
‘.’;E,View—OnIy Organization Management  Security Group ... Members of this management rale group can view re

|_|'_| il | | | >

Figure 2.12: The Security Groups created after preparing the domain for Exchange Server 2010.

During the preparation of the domain, a container is created in the root of the domain
called Microsoft Exchange Security Groups. This container holds the following Security
Groups:

e Delegated Setup

» Discovery Management

« Exchange All Hosted Organizations
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« Exchange Servers

« Exchange Trusted Subsystem

« Exchange Windows Permissions
« Exchangelegacylnterop

« Help Desk

» Hygiene Management

e Organization Management

« Public Folder Management

» Recipient Management

« Records Management

» Server Management

e UM Management

e View-Only Organization Management.

When the preparation of the domain (or domains) is finished, just make sure you wait
until replication to all the Domain Controllers is completed.

2.4.4 Install Server Roles

The very last step is to install the actual Server Roles. This can be done using the setup.
com program with the /mode and /Roles switches. The /mode switch is used to select
the Install option, the /Roles switch is used to select which Server Roles are installed.
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For an unattended typical server setup, log on to the server and open a command prompt.
Navigate to the Exchange Server 2010 SPr1 installation media (one last time) and enter the
following command:

Setup.com /mode:install /Roles:ht,ca,mb /InstallWindowsComponents /
EnableLegacyOutlook /LanguagePack:C:\Download\LanguagePackBundle.exe

New in Service Pack 1is the /InstallWindowsComponents parameter, which can be
added to the setup program. This will install the prerequisite roles and features needed
for the specific Exchange Server Roles you're installing.

The /EnableLegacyOutlook option will create a Public Folder Database for Outlook
2003 and Entourage Clients, and the /LanguagePack option will use the Language
Pack Bundle file specified during installation.

The Exchange Server 2010 SP1 Hub Transport Server, Client Access Server and Mailbox
Server Role will now be installed in the default location, which is C:\Program Files\

Microsoft\Exchange\vl4.

When entered, the details in Figure 2.13 will be shown on the screen.
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mmand Prompkt

C:\spllsetup.com /mode:install sroles:ht.ca.mb #InstallWindowsComponents ~Enabhle
LegacyOutlook ~LanguagePack:c:“download~LanguagePackBundle.exe

Welcome to Microsoft Exchange Server 2018 Unattended Setup

By continuing the installation process, you agree to the license terms of
Microsoft Exchange Server 2018. If you don’t accept these license termsz,. please
cancel the installation. To review these license terms. please go to
http:/7go.microsoft.com fuwlink/?LinkId=1581278&c 1cid=Ax489%./

Pressz any key to cancel setup
Mo key presses were detected. Setup will continue.
Preparing Exchange Setup

Copying Setup Files COMPLETED

The following server roles will be installed
Languages

Management Tools

Hub Transport Role

Client Access Role

Mailbox Role

Performing Microsoft Exchange Server Prerequisite Check

Configuring Preregquisites COMPLETED
Language Pack Checks COMPLETED
Hub Transport Role Checks COMPLETED
Client Access Role Checks COMPLETED
Mailbox Role Checks COMPLETED

Configuring Microsoft Exchange Server

Preparing Setup COMPLETED
Stopping Services COMPLETED
GCopying Exchange Files GOMPLETED
Language Files COMPLETED
Restoring Services COMPLETED
Languages COMPLETED
Exchange Management Tools COMPLETED
Hub Transport Server Role COMPLETED
Client Access Server Role COMPLETED
Mailbox Server Role COMPLETED
Finalizing Setup COMPLETED

The Microsoft Exchange Server setup operation completed successfully.
Setup has made changes to operating system settings that require a reboot to
take effect. Please reboot this server prior to placing it into production.

Figure 2.13: Unattended setup of a typical Exchange Server 2010 SP1 server.

2.5 Check the Exchange installation

After installing Exchange Server 2010 SP1, it's time to check if that installation
was successful.

To start with, you should have noticed if anything went wrong during the installation

because an error message would have been raised, and the setup program would probably
have aborted. If not, the installation program finished successfully.
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Check if you can log on using Outlook Web App, by typing HTTPS://LOCALHOST/OWA into

your web browser. When Exchange Server 2010 SP1 is running fine, you should first see
a certificate error message. This is normal behavior the first time you log on; it's because,
if the Client Access Server is installed, a self-signed certificate comes along with it. This
security certificate is not issued by a trusted certificate authority, hence the error, but

in this case it is safe to continue. A logon page should be presented and, after entering
the Administrator's credentials you should have access to the Administrator's mailbox as
shown in Figure 2.14.

ff'Administratur - Dutlook Web App - Windows Internet Explorer

@a - Iﬂ hittps: filocalhostiawal ﬂ ‘&;é‘ Certificate Error | ¥4 A I Eing P

<. Favorites | o5 (@ Suggested Sites + @ | Web Slice Gallary ~

|| Administrator - Outlook Web App | | i - - [ fe v Page+ Safety v Took+ (@)=
aﬁi.look'WebApp afrnelden | Administrator -
Berichten > Postvak IN &l temond zoeken Opties (7]

4 Favoriten Mieuw - Verwijderen - Verplaatsen - Filter - Weergave - &

3 Pasteak TN
L@ Ongelezen berichter
3 Verzonden ftems Comermtons by Datum Hewest on Top

Geheel postval doorzosken R ¥

Er zijn geen items o weer te geven,
4 Administrator

[ Postwak IN
[ Concepten
[3 verzonden iterms
& Verwijderde items

[—] Berichten

ﬁ Agenda

[8] contactpersonen
;'ﬂ Taken

g Openbare mappen

| ]_|_|_|_|_1_|E; Local intranet | Probected Mode: OFF 3 - | HA00% - v

Figure 2.14: The Administrator's mailbox while testing the Exchange Server 2010 SP1 installation.

Please note that this OWA is in Dutch, and in this way we know that the language pack
was applied successfully.

You can also check the Services MMC snap-in on the newly installed Exchange Server. It
should contain all Exchange services as shown in Figure 2.15.
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£, Services [_[O]x] I

File Action Wew Help

ol 2| NENENEN N 7 Nose R TS

. Services (Local) MName  ~ | Description | Skatus | Startup Tvpe | Log On As | ﬂ
Lh-Microsaft \NET Framewark NGEN wZ,0,50727_xe4 Microsoft ... rarual Local System

). Micraosoft \NET Framework NGEN w2, 0.50727 _56 Microsoft Manual Local System

icrosoft Exchange Address Book, Manages ... Started Automatic Local System
icrosoft Exchange Anti-spam Update The Micros,.,  Started Aukomatic Local System
£ Microsoft Exchange EdgeSync The Micros...  Started Automatic Local System
icrasoft Exchange File Distribution Microsoft E...  Started Autamatic Lacal System
icrosoft Exchange Forms-Based Authentication s...  Provides fo.,.  Started Automatic Local System
icrosoft Exchanges IMAPY Provides In,.. Manual Metwark 5.,
icrosoft Exchange Information Store Manages k...  Started Automatic Local System
icrasoft Exchange Mail Submission Submits me...  Started Autamatic Lacal System
icrosoft Exchange Mailbox Assistants Petforms b..,  Started Automatic Local System
icrosoft Exchange Mailbox Replication Processes ... Started Automatic Local System
icrosoft Exchange Monitoring Allaws sppl... Manual Local System
:Microsoft Exchange POP3 Provides P... Marwal Network 5.
icrosoft Exchange Protected Service Host Provides a ... Started Automatic Local System
: Microsoft Exchange Replication The Micros.,,  Started Automatic Local System
icrosoft Exchange RPC Client Access Manages o... Started Aukomatic Metwark 5.
:Microsoft Exchange Search Indexer Drives inde...  Started Automatic Local System
icrosoft Exchange Server Extension For Windows.., Enables Wi... Marual Local System
: Microsoft Exchange Service Hosk Provides a ... Started Automatic Local System
icrosoft Exchange System Attendant Forwards d...  Started Aukomatic Local System
:Microsoft Exchange Throtting Limits the ... Started Automatic Metwork 5.
icrosoft Exchange Transport The Micros..,  Starked Automatic MNetwork 5...
= Microsoft Exchange Transport Log Search Provides re,.,  Started Automatic Local System

icrosoft Fibre Channel Platform Registration Serv.., Registerst.., Manual Local Service
=k Microsoft iSCSI Initiator Service Manages L... Marual Local System LI

Extended >\ Standard

Figure 2.15: Services installed on the Exchange Server during installation of a typical server.

Another step in troubleshooting is to check the event log of the Exchange Server, and this
should not give any indications that something went wrong during the installation.

The last resort of troubleshooting a failed Exchange Server 2010 installation is the log
files, located in the C:\ExchangeSetupLogs directory. | have to warn you, these are
hard to read for the typical SysAdmin. But they are more or less meant to be sent to
Microsoft when a call is logged about a failed installation.
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2.6 Installing dedicated Server Roles

For scalability and availability reasons it can be useful to separate the various Exchange
Server 2010 SP1 Server Roles onto different machines, giving you dedicated Mailbox
Servers, Hub Transport Servers, Client Access Servers and Unified Messaging Servers. 1']
cover the benefits of this kind of setup later in the book.

The prerequisites for a dedicated Exchange Server 2010 SP1 installation are exactly the
same as for a typical installation with multiple roles installed on one server. Just make
sure you follow the guidelines from Section 2.2 to install the proper parts of Internet
Information Server for the Server Role you want.

When installing a dedicated Exchange Server 2010 SP1 Mailbox Server Role, start the
setup.exe application from the installation media. When reaching the Installation
Type window you should now select the Custom Exchange Server Installation. At this
stage, you'll be able to select the Server Role you want (such as, for example the Mailbox
Role as can be seen in Figure 2.16).

It is also possible to install a dedicated Server Role using the command-line setup. When
entering the setup command, just use the appropriate switch to enter the roles you want
to install. For example, if you want to install the Mailbox Server Role using the command-
line setup, enter the following command: Setup.com /mode:install /Roles:mb /
EnableLegacyOutlook.
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Exchange Server 2010 Setup

Server Role Selection
Select the Exchange server rales pou want to install on this computer:

1 Introduction

[ License Agreement i__q ¥ Mailbox Role -D

Smms 5T s o e e

Sl " it s s AR SR
a] g:{:;’ij,?le S Urified Messaging Role Sgﬁ:&?ﬁjgﬁmg‘ andglheyfmedl

Customer Experience 2#T Edge Transport Role
= Improvement Program

1 Readiness Checks B Management Taols Disk Space
J Progress Disk. space required: 1878.3 MB
J Completion Digk space available: 108087.3 MB

Specify the path for the Exchange Server program files:

IE'\Plngram Files'Microzofth\E kchange Serverth 14 Browse.

v Autamatically instal Windows Roles and Features required for Exchange Server.

Help | < Back | et > I Cancel |

Figure 2.16: Installing a dedicated Exchange Server 2010 SP1 Mailbox Server Role.

2.7 Installing the Edge Transport Server

In order to offer Exchange services, the Edge Transport Server has a local copy of the
most significant information of the company's Active Directory. This is stored in a
Lightweight Directory Services database, which was formerly known as Active Directory
Application Mode or ADAM. This database only stores a subset of the Active Directory
information, and only informational items like recipients that exist in the internal
Exchange organization. No information is stored that can compromise the company's
Active Directory security.
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Hub Transport

Edge T r
ggerramnpc Server ‘:2
DMZ Company Internal Metwork Mailbox
| Server
Role

Figure 2.17: The Edge Transport Server located in the DMZ.

Being in the DMZ, the Exchange Server 2010 SP1 Edge Transport Server Role does not
have full access to the corporate network, and therefore it does not have access to the
corporate Domain Controllers; and since the Edge Transport Server is in the DMZ, it
cannot use the company's internal DNS servers, and so needs to use external DNS servers
instead. The Edge Transport Server must always be able to resolve external SMTP hosts
for delivering messages; hence the external DNS server entries.

As part of its role, the Edge Transport Server also needs to deliver SMTP messages to the

internal Hub Transport Server. To resolve these servers, they have to be added to the Edge
Transport Server's HOSTS file.
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Internet Protocol Version 4 (TCP/IPv4) Proper d 3

General

You can get IP settings assigned automatically if your network supports
this capahility. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

7~ Obtain an IP address automatically
—{% Use the following IP address:

IP address: [10.0 .0 .210
Subnet mask: | 255 . 255 .255. 0
Default gateway: [10.0 . 0 .13

" Gbtain DHS setver address sukamatically

—{% Use the following DNS server addresses:

Preferred DMS server: I 194 . 109 . &6 . 66

Alternate DMS server: | 194,108, 9 . 99

Advanced... |
Ok I Cancel |

Figure 2.18: External DNS settings on the network interface

of the Edge Transport Server.

Being in the DMZ (and therefore not a part of the internal domain) the Edge Transport
Server's DNS suffix has to be configured manually. To do this, follow the steps below.

« Open the properties of My Computer on the Edge Transport Server.

o Select Computer Name and click on the Change button.

e On the Computer Name tab, click the More button.

o In the Primary DNS Suffix for this computer field, enter your external DNS Suffix.

 Click OK and reboot your computer.
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Computer Name,/Domain Changes

“'ou can change the name and the membership af thiz
computer. Changes might affect access to nebwork rezsounces.
tore information

Computer name;

EDGE20105P1
Full computer name:
EDGE20105F1
More... |
tember of
' Diomain: DMS Suffix and NetBIDS Computer Mame E2
I Prirmary DMS zuffi of this computer:
& Warkgroup: Iinframan.nl
IWDHKGHDUP

¥ Change primary DMS suffis when domain membership changes
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Figure 2.19: Setting the DNS suffix on an Edge Transport Server.

As can be derived from Table 2.1, the Exchange Server 2010 SP1 Edge Transport Server

Role has the following prerequisites:

Windows Server 2008 SP2 x64 or Windows Server 2008 R2
.NET Framework 3.5 SP1
PowerShell 2.0

Active Directory Lightweight Directory Services.
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2.7.1 Installing Active Directory Lightweight
Directory Services

The Active Directory Lightweight Directory Services (AD LDS), previously known as
Active Directory Application Mode or ADAM, can be installed using the Windows Server
2008 Server Manager. To install the AD LDS follow the steps below.

« Logon to the server, click the Start button and select the Server Manager.

« In the Server Manager, click Roles and in the Action pane click Add Roles.

 Click Next on the Before you begin page.

e On the Select Server Role page, select the Active Directory Lightweight Directory
Services and click Next.

 On the Introduction page, click Next.
« On the Confirmation page, click Install.

« On the Installation Results page, click Finish.

The Active Directory Lightweight Directory Services Role is now installed and the server
is ready for the Edge Transport Server Role.

2.7.2 Installing the Edge Transport Server Role

When all the prerequisite software for the Exchange Server 2010 Edge Transport Server
Role is installed, you can move on to the Exchange Server itself.

« Log on to the server with local administrator credentials, go to the installation media
and start the setup.exe installation program.
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« Once all prerequisite software is installed correctly, the first two options are
grayed out.

 Select the language you want to use. It is possible to download the Language Pack
Bundle or use an earlier download of this file.

« After the language selection, select Install Microsoft Exchange.

« On the Introduction page click Next.

« Accept the License Agreement and click Next.

« Select whether you want to participate in the Error Reporting Feature and click Next.

e On the Installation Type page select Custom Installation. If you haven't installed the
prerequisite software, you can check the Automatically install Windows Roles and
Features required for Exchange Server option and, if needed, you can select another
directory where the Exchange software is installed. Click Next to continue.

e On the Server Role Selection page, select the Edge Transport Server Role. Notice that
when you select this role the other roles (Mailbox, Client Access, etc.) are grayed out
immediately. Click Next to continue.

o The setup program will now perform a readiness check to see if your server is capable
of running the Edge Transport Server Role. When successfully completed, click Install
to continue.

« The Exchange binaries will now be copied to the local disk, the Management Tools will
be installed and the Edge Transport Server will be installed. This can take quite some
time to finish.

e When finished you can continue configuring the Edge Transport Server using the
Exchange Management Console.
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The Edge Transport Server is now installed, but not yet configured. It is possible to
configure everything, like the Accepted Domains and the Send Connectors, manually
using the Exchange Management Console. An easier way is to use a synchronization
process which synchronizes information from the Hub Transport Server within the
company's Active Directory and Exchange organization with the Edge Transport Server in
the DMZ. This process is called Edge Transport Synchronization, or EdgeSync.

2.7.3 Configuring Edge Transport Synchronization

As 1 mentioned, the Exchange Server 2010 SP1 Edge Transport Server is not part of the
internal Active Directory and Exchange organization, and is typically installed in the
network's DMZ. A mechanism obviously needs to be in place for keeping the server up to
date with information.

For example, for the recipient filtering in the Edge Transport Server to take place, the
server needs to know which recipients exist in the internal Exchange environment. The
Edge Transport Server also needs to have knowledge about the existing Hub Transport
Server in the internal Exchange organization, where the Edge Transport Server has to
deliver its SMTP messages.

This information is pushed from an internal Hub Transport Server to the Edge Transport
Server by the EdgeSync process mentioned earlier. Please note that, for a successful
synchronization from the Hub Transport Server to the Edge Transport Server, you have
to open Port 50636 on the internal firewall. This port has to be opened from the internal
network to the Edge Transport Servers in the DMZ and not vice versa.
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Hub Transport
Server

Edge Tranport
Server

Figure 2.20: The Edge Transport Server in the DMZ is kept up to date
via the EdgeSync process.

To set up an Edge Synchronization, a special XML file has to be created on the Edge
Transport Server. This XML file has to be imported to a Hub Transport Server on the
internal network creating a relationship between the Edge Transport Server and the
respective Hub Transport Server. Once that relationship is created, the EdgeSync service
can be started. To set up the EdgeSync service, follow the steps below.

1. Logon to the Edge Transport Server using an administrator account and open an
Exchange Management Shell.

2. Enter the following command New-EdgeSubscription —Filename
<<filename.xml>>.

3. You'll get a confirmation message. Note that the XML file that will be created is only
valid for 1,440 minutes (i.e. 24 hours). If you don't process the XML file within this
time, you will have to create a new XML file. Click Y to continue.

4. Copy the <<filename.xml>> to a directory on the Hub Transport Server.

5. Logon to the Hub Transport Server using an administrator account and open an
Exchange Management Shell command prompt.

6. Enter the following command: New-EdgeSubscription -FileData
([byte[]]1$(Get-Content -Path "filename.xml" -Encoding Byte
-ReadCount 0)) -Site "Default-First-Site-Name".
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7. When successfully finished on the Exchange Management Shell command prompt,
enter the following command Start-EdgeSynchronization.

8. The Edge Synchronization process should now successfully start. If you get a Could-
NotConnect error message, make sure that the Hub Transport Server is able to
resolve the Edge Transport Server.

9. On the Edge Transport Server, open the Exchange Management Shell and check if

the settings are identical to the settings on the Hub Transport Server.

When making changes to the internal Exchange organization, these changes will
automatically replicate to the Edge Transport Server in the DMZ.

2.8 Post-setup configuration

When the installations of both the internal Exchange organization and the Edge
Transport Server are finished, the post-setup configuration can be started. As in Exchange
Server 2007, there are a few additions and changes in the configuration that have to be
made to the Exchange Server 2010 SP1 instance before mail can be sent or received from
the Internet.

« Enter an Exchange Server 2010 SP1 license key.

« Enter Accepted Domains and set up email address policies.

« Configure a Send Connector to send email to the Internet.

« Configure the Hub Transport Server to accept anonymous SMTP if an Edge Transport
Server is not used.

o Add a Certificate to the Client Access Server Role.

« Configure the Client Access Server Role.
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2.8.1 Exchange Server 2010 SP1 license key

After successfully installing Exchange Server 2010 SP1, you can enter the license key.

Log on to the Exchange Server and open the Exchange Management Console.
In the Navigation pane, expand Microsoft Exchange On-Premises.

In the Navigation pane, select Server Configuration and, in the Results pane, select
your just-installed Exchange server.

In the Actions pane, click on Enter Product Key and, in the resulting window, enter
your Product Key. Depending on the Server Roles you installed, you may have to
restart several Exchange services, but I normally find it easier to just reboot the
Exchange Server.

2.8.2 Accepted Domains

The first thing for Exchange Server 2010 SP1 to configure is the Accepted Domains. In
order to receive SMTP messages from the Internet, an Exchange Server has to know what

domains it will be receiving email for, as well as which domains it is responsible for. These
are called "Accepted Domains," and there are three types:

Authoritative Domain - for this type of domain, the Exchange organization is fully
responsible and there will be no other messaging environment responsible. This
Exchange organization will also generate NDR (Non Delivery Report) messages when
mailboxes are not available.

Internal Relay Domain - the Exchange organization will receive mail for this type
of domain, but it will relay all messages to an Exchange organization within the
company.
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3. External Relay Domain - and for this type of domain, the Exchange organization
will receive mail, but it will relay all messages to a messaging platform outside
the company.

For all three scenarios the MX records for the domain will be pointing to your Exchange
organization, and mail will be initially delivered to your Exchange Servers.

Accepted domains are configured on the organization level and, as such, are known by all
Hub Transport Servers. If you are using an Edge Transport Server as well, the Accepted
Domain information will also be synchronized to the Edge Transport Servers.

To configure Accepted Domains follow the steps below.

« Log on to an Exchange Server 2010 SP1 server with domain administrator credentials
and open the Exchange Management Console.

« Expand the Microsoft Exchange On-Premises.

« Expand the Organization Configuration.

 Click on Hub Transport in the left-hand pane.

 In the middle pane there are eight tabs; click on the Accepted Domains tab.

e One entry will appear, and the name will be the local domain (FQDN) that's used when
installing the Active Directory. In the Actions pane click on New Accepted Domain.

 In the New Accepted Domain Wizard, enter a (friendly) name and the Accepted
Domain itself, for example yourdomain.com. When entered, select the type of Accepted
Domain in your Exchange organization. In this example, select the Authoritative
Domain, and then click New to continue.

o The Accepted Domain will now be created, and you can now click Finish in the
Completion window.
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You have just created an Accepted Domain in your Exchange organization; the Exchange
Server will accept messages for this domain and, if no recipients are found, an NDR (Non
Delivery Report) will be generated.

2.8.3 Email Address Policies

Exchange recipients clearly need an email address for receiving email. For receiving email
from the Internet, recipients need an email address that corresponds to an Accepted
Domain. Recipients are either assigned an email address using an Email Address Policy, or
it is also possible to manually assign email addresses to recipients.

To configure email address policies follow the steps below.

« Log on to an Exchange Server 2010 SP1 server with domain administrator credentials
and open the Exchange Management Console.

« Expand the Microsoft Exchange On-Premises.

« Expand the Organization Configuration.

 Click on Hub Transport in the left-hand pane.

 In the middle pane there are eight tabs; click on the one labeled Email
Address Policies.

o There will be one default policy that will be applied to all recipients in your organi-
zation. For now, the default policy will be changed so that recipients will have the
email address corresponding to your Accepted Domain. Click on New Email Address
policy to create a new policy.

e On the Introduction page, enter a new Friendly Name. Click the Browse button to
select a container or Organizational Unit in Active Directory where you want to apply
the filter. Select the Users container. Click Next to continue.

85



Chapter 2: Installing Exchange Server 2010 SP1

« On the Conditions page you can select conditions on how the recipients in the
container will be queried; for example, on State, Province, Department, Company,
etc. Do not select anything for this demonstration, but just click Next to continue.

e On the Email Addresses tab, click the Add button, and the SMTP Email Address
pop-up will be shown. Leave the local part as default (Use Alias), select the Select the
Accepted Domain for the email address option, and click Browse.

 Select the Accepted Domain you entered earlier (in Section 2.8.2), click OK twice, and
then click Next to continue.

e On the Schedule page, you have the option to apply the policy immediately or
schedule it to apply during, for example, non-office hours. This is useful when you
have to change thousands of recipients. For now, leave it on Immediately and click
Next to continue.

« Review the settings and, if everything is OK, click New to create the policy and apply
it immediately.

« When finished successfully, click the Finish button.

You can check the email address on a recipient through the EMC to confirm your policy
has been correctly applied.

« Expand the Recipient Configuration in the left pane of the Exchange Management
Console and click on Mailbox.

 In the middle pane, a list of recipients should show up, although right after installation
only an administrator mailbox should be visible.

o Double-click on the administrator mailbox and select the Email Addresses tab. Admin-
istrator@yourdomain.com should be the primary SMTP address.
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2.8.4 Configure a Send Connector to the Internet

Exchange Server 2010 SP1 cannot send out SMTP messages to the Internet by default. To
achieve this you'll need to create an SMTP connector, which is a connector between one
or more Hub Transport Server and the Internet. Since this information is stored in Active
Directory, all Hub Transport Servers in the organization know of its existence and know
how to route messages via the SMTP connector to the Internet.

To create an SMTP connector to the Internet, follow the steps below.

« Log on to the Exchange Server 2010 SP1 server using a domain administrator account,
and open the Exchange Management Console.

« Expand Microsoft Exchange On-Premises and then expand the Organization
Configuration.

 Click on Hub Transport, and then click on the Send Connectors tab in the
middle pane.

o In the Actions Pane, click on New Send Connector.

e On the Introduction page, enter a Friendly Name, "Internet Connector” for example,
and in the Select the intended use for this Send Connector drop-down box, select the
Internet option. Click Next to continue.

e On the Address Space page, click on the Add button to add an address space for the
Internet Connector. In the address field, enter an asterisk, leave the cost on default,
and click OK. Click Next to continue.

» On the Network Settings page you can select if the Send Connector will use its own
network DNS settings to route email to other organizations, or to use a smart host.
Change this according to your own environment, and click Next to continue.

e On the Source Server page you can choose multiple source servers for the Send
Connector. You can compare this to Bridgehead Servers in Exchange Server 2003.
When you enter multiple Hub Transport Servers, the Exchange organization will
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automatically load balance the SMTP traffic between the Hub Transport Servers. Since
we have only one Hub Transport Server installed, we can leave this as default. Click
Next to continue.

e Check the Configuration Summary and, if everything is OK, click on New to create
the Send Connector.

e On the Completion page, just click Finish.

You have now created a Send Connector that routes messages from the internal Exchange
Server 2010 SP1 organization to the Internet.

2.8.5 Add a Certificate to the Client Access
Server Role

When the Exchange Server 2010 SP1 Client Access Server Role is installed, a self-signed
certificate is installed automatically, primarily for testing purposes. However, as soon as
the installation is finished, a real certificate should be acquired and installed. Exchange
Server 2010 SP1 uses a Unified Messaging certificate which, besides its Subject Name
holds other names as well, called the Subject Alternative Names (SAN). For example,
the Subject Name could be webmail.yourdomain.com and Subject Alternative Names
could be autodiscover.yourdomain.comand mail.yourdomain.com.

To request a certificate you can either use the Exchange Management Console or the
Exchange Management Shell. When using the Exchange Management Console (after all,
we are Windows administrators, right?) use the following steps.

« Log on to the Exchange Server 2010 SP1 Client Access Server and open the Exchange
Management Console.

« In the Navigation pane, expand Microsoft Exchange On-Premises, and then click on
Server Configuration.

88



Chapter 2: Installing Exchange Server 2010 SP1

o In the top half of the middle pane, you'll see your Exchange Servers, including
your Edge Transport Server, and in the bottom half you'll see the corresponding
certificate. This is the self-signed certificate that's created during the installation of
your Exchange Server.

« In the Actions pane click on New Exchange Certificate, and the New Exchange
Certificate wizard is shown. Enter a Friendly Name, for example "Exchange Server,"
and click Next to continue.

« With Exchange Server 2010 you have the option to enable a wildcard certificate, and
this is fully supported by Microsoft. For this chapter, a wildcard certificate is not used,
so this option is left blank.

o The next page is the Exchange Configuration, where you can determine the usage of
the certificate. Select the following services:

 Client Access Server (Outlook Web App)
o Client Access Server (Exchange ActiveSync)
 Client Access Server (Web Services, Outlook Anywhere and Autodiscover).

o In all three options, enter the external hostname for your organization. In the last
option, also select Autodiscover used on the Internet and select the proper URL.
The default is the long URL, like autodiscover.yourdomain.com. Click Next
to continue.

« In the Organization and Location page you have to enter your company-specific
details, like Organization, Organizational Unit, Country, and so on. In the Certificate
Request File Path click Browse to enter a location for the Certificate Request File.
Enter a filename like C:\Exch-Cert.req and click Save. If you request a certificate
with a third-party vendor, make sure that the information entered here is the same as
the information registered in the WHOIS records. The vendor will check this infor-
mation and, if there's a mismatch, they will contact you for additional information.
Click Next to continue.
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« On the Certificate Configuration page check your certificate request details and, if all
is OK, click New to generate the request file.

e On the Completion page you'll see the PowerShell command that was used for gener-
ating this certificate request. 1If needed you can use CTRL+C to copy the contents of
this page to the server's clipboard. Click Finish to continue.

You can find the file C:\Exch-Cert.req on your server, and it should look
something like this:

. MIIEPzCCAycCAQAwf jECMBOGA1UEAWWTd2VibWFpbC5pbmZyYWlhbi5ubDEMMAOG
% AlUECwwDUk5EMSIwIAYDVQQOKDB1XZXNzZWxpdXMgOmVoZWVyIEdyb2VwIGI2MRIw
: EAYDVQQHDA1FTU1FTE9PUkQxCzAJBgNVBAgMAkKZMMOSwCQYDVQQOGEwJOTDCCASIw
. DQYJK0ZIhvcNAQEBBQADggEPADCCAQOCGYEBAJ3nH2tgA3U8vpX+]ioMmexcIHye
© 6EYt4trSWgtnenKHM1QsJJzg30plAMeiBsRWtb+mD59esi+NorY711c3rgvpIoQ0
© cobG8UUQzkOpm1FMpx3kCrQ1lJ/ZGke/9RAW2XyRSaalGgLDolQtBJ73Mrm2hOvtU
- KvD2hbgEb0Jaz1SyTjwtQy8bkfddkbLm932DwHEw89tLwpS5 jhmTKE L T4CwzmWow
© GtBAae+j71pHcfnb70Ywp0tAXRUQNZCV3AXUKePjj+z/Aph6MH1rWNuDpNJ16woi
© 2Xx9zTXvEDJ1zk89n%1JHOamMYBHPjeTyaOcuPCCIgk0OWg3v29/8v5XR55SCAWEA
: AaCCAXowGgYKKwYBBAGCNwOCAZEMFgo2L jAuNjAwMi4yMF8GCSsGAQQOBgjcVFDFS
: MFACAQUMFTIwWMDhYU1JWUi51MjAXMC5sb2NhbAWQRTIWMTBcMjAWOFhTULlZSJAwWL
: TW1jcm9zb2Z20LkV4Y2hhbmdlL1N1cnZpY2VIb3NOLmV4ZTByBgorBgEEAYI3DQIC
% MWOwWYgIBAR5aAEOAaQBjAHIAbwBZAG8AZgBOACAAUGBTAEEATABTAEMAaABhAG4AA
: bgBlAGWAIABDAHIAeQBWAHQAbWBNAHIAYOBWAGgAaQBjACAAUABYAG8AdgBpAGOA
. ZQByAwEAMIGGBgkghkiG9w0BCQ4xeTB3MA4GA1UADWEB/WQEAWIFODA4BgNVHREE
: MTAvghN3ZWJtYWlsLmluZnJhbWFuLm5sghhhdXRvZG1zY292ZXTIuaWsmemFtYW4u
\ bmwwDAYDVROTAQH/BAIWADAdBgNVHQ4EFgQUZF1UxjwlMO60oecHerppFMwrX9T4w
% DQYJK0Z IhvcNAQEFBQADggEBATIyguUWHMtPK519krPaC/gDwLdAq]j6/KheN1EyqT
 1S2pn8QOhpuePtTKCUgpbuGXVtJowQrrGoK3Spbk6BWzhcdhYiqlieyJFLI60cCE
: rtI5I8n808X99XunsROQkHBegEVhP0Ih5DjUYdhk5BUJIBpXYW5 1ArxYwvp8sW918g
© Xj9JRROalISbBTQufal03sg2FGozdkgFodLjZzKsgilMaxLkeBCAONSS5Y2BQPJ5 1
{ p6SEQMhxI5%/VYPkvUTOXEwg9INzgP6x/UabAMKFIfKNHzZNN5907s0jk8vIQOBNAeM
. L1jEr6KjACOYE83Ey+30fowze0ST1d7SZDoUw8 fqnZsxKMO=

; ————— END NEW CERTIFICATE REQUEST-----

To request a new certificate, you have to submit this file to your certificate authority. This
can be any vendor that supports Unified Communications certificates.
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On the Exchange Certificates tab in the Exchange Management Console, you'll see a
new entry, and the parameters you entered in the previous step can be identified here.

When you receive the certificate from your authority follow the steps below.

« Save the certificate on the hard disk of your server.

« In the Exchange Management Console, on the Exchange Certificates tab, right-click
the new certificate and select Complete Pending Request.

« Browse to the file you stored on the hard disk in the first step.
 Follow the wizard to complete the certificate request and finish the installation.

« In the Exchange Management Console, on the Exchange Certificates tab, select the
original self-signed certificate, right-click on it, and select Remove to remove this
certificate from the Exchange Server 2010 SP1 server.

check the new certificate. Never mind the error message you will receive; this is just
because the name localhost is not in the certificate.

You can also use the Exchange Management Shell to request a new certificate:

« logon to the Exchange Server 2010 SP1 server with domain administrator credentials
and open the Exchange Management Shell

« Since the —Path option is no longer supported in Exchange Server 2010 SP1, you first
have to use a variable and you even have to write the actual file below:

| $CertData = New-ExchangeCertificate -FriendlyName 'Exchange Server'

| -GenerateRequest -PrivateKeyExportable:$TRUE -DomainName:webmail.inframan.

§ nl,autodiscover.inframan.nl -SubjectName "C=NL,S=FL,L=Emmeloord,O=Wesselius Beheer
: Groep,OU=RND, CN=webmail.inframan.nl"

§ Set-Content -Path c:\cert-req.txt -Value $CertData
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This command will generate a Certificate Request File identical to the request you
created in the GUI, which can be submitted at your own certificate authority.

A certificate will be sent by your certificate authority that can be imported on the
Client Access Server by using the Import-ExchangeCertificate commandlet in
the Exchange Management Shell. The output of this commandlet can be piped into the
Enable-ExchangeCertificate to enable the certificate after importing it.

« Logon to the Exchange Server 2010 SP1 server with domain administrator credentials
and open the Exchange Management Shell

 Enter the following command:

Import-ExchangeCertificate -FileData ($(Get-Content -Path c:\cert-new.cer -Encoding :
: byte)) | Enable-ExchangeCertificate -Services POP,IMAP,IIS,SMTP

2.8.6 Configure the Client Access Server Role

The Client Access Server Role is responsible for handling all client requests with respect
to mailbox access. This means that Outlook Web App, POP3 and IMAP4, Outlook
Anywhere and ActiveSync all have to be configured on the Client Access Server Role.
New in Exchange Server 2010 SP1 is the fact that the Client Access Server now also
handles all MAPI requests. So Outlook clients no longer connect to the Mailbox Server
Role directory, but rather to the Client Access Server. This functionality is called RPC
Client Access.

In this section 1 will briefly focus on Outlook Web App, Outlook Anywhere and
ActiveSync. A prerequisite for proper functioning of these services is that a valid Unified
Communications certificate from a trusted vendor, with proper Subject Alternative
Names is installed, as described in Section 2.8.5.
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The configuration steps mentioned below are already defined when you've entered the Client Access

Server external domain, as outlined in Section 2.3 (Figure 2.7).

« Logon to the Exchange Server 2010 SP1 server with domain administrator credentials
and open the Exchange Management Console.

« In the Navigation pane expand Microsoft Exchange On-Premises, and then expand
Server Configuration.

o Click on Client Access.

« In the lower part of the Results pane, you can select the tabs for Outlook Web App,
Exchange ActiveSync, Offline Address Book Distribution and POP3 and IMAP4.
From here, you can now configure the various aspects of the Client Access Server.

2.8.6.1 Outlook Web App

 To configure Outlook Web App select the Outlook Web App tab, right-click on OWA
(Default Website) and select its properties.

« In the External URL field, enter the URL that users will use when connecting to the
OWA site from the Internet. Make sure that this name corresponds to the name used
in the certificate you installed in the previous section.

 Click OK to close the Properties page.

2.8.6.2 Exchange ActiveSync

e On the Exchange ActiveSync tab, right-click Microsoft Server ActiveSync and select
its properties.
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« In the External URL field, enter the URL that users will use when connecting to the
OWA site from the Internet. Make sure that this name corresponds to the name used
in the certificate you installed in the previous section.

o Click OK to close the Properties page.

Testing your Exchange Server 2010 SP1 ActiveSync setup is always difficult. To avoid needing a real
mobile device you can use an emulator for testing purposes. Microsoft has several emulators available on
the Microsoft download site, and you can download the Windows Mobile 6.5 emulator from

network adapter and start configuring the device. When you have the proper connectivity you can

even test it from home; this works great!
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Figure 2.21: Windows Mobile 6.5 working with an Exchange Server 2010 SP1.
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2.8.6.3 Outlook Anywhere

Outlook Anywhere uses the HTTP protocol to encapsulate RPC information for sending
between the Outlook client (version 2003 and 2007) and the Exchange Server 2010

SP1 server. For this service to run properly, the RPC over HTTP Proxy service has to be
installed on the Client Access Server. This can be achieved either by adding this as a
feature via the Server Manager, or by entering the following command on a PowerShell
command prompt: ServerManagerCmd.exe -i RPC-over-HTTP-proxy.

When the RPC over HTTP Proxy is installed, use the steps below to configure
Outlook Anywhere.

« Open the Exchange Management Console.

« In the Navigation pane, expand Microsoft Exchange On-Premises, and then expand
Server Configuration.

 Click on Client Access and select your Client Access Server.
« In the Actions pane, click on Enable Outlook Anywhere.

e On the Enable Outlook Anywhere page enter the External host name. Make sure
that this name is also available in the certificate you created previously. You'll need to
select the authentication methods used by clients (i.e. Basic Authentication or NTLM
Authentication), but for now just leave these settings on default and click Enable
to continue.

 This will activate the Outlook Anywhere service on this service, and it may take up
to 15 minutes before the service is actually useable on the Client Access Server. Click
Finish to close the wizard.
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2.9 Upgrading Exchange Server 2010

Starting with Exchange Server 2007, a Service Pack is no longer an add-on to the original
product, but is now a complete reinstall of the "original” product; this is still true for
Exchange Server 2010 Service Pack 1. When upgrading an existing Exchange Server 2010
server to Exchange Server 2010 Service Pack 1, the original Exchange Server is uninstalled,
and this is immediately followed by an installation of Exchange Server 2010 Service

Pack 1. Needless to say, all settings of this Exchange Server 2010 server are maintained
throughout the upgrade.

It is only possible to do an in-place upgrade of an existing Exchange Server 2010 server. This is not

possible with an Exchange Server 2003 or an Exchange Server 2007 server.

When upgrading an existing Exchange Server 2010 installation, you should work from
the outside in. So, upgrade the Client Access Server and Hub Transport Server first,
followed by the Mailbox Server and the Unified Messaging Server. An Exchange Server
2010 Service Pack 1 Client Access Server and Hub Transport Server will work with an
original Exchange Server 2010 Mailbox Server Role, so there's no need to perform a side-
by-side installation.

The Edge Transport Server can be upgraded at any time; the Edge Synchronization works
fine between Exchange 2010 RTM and Exchange 2010 SP1 and there's no particular best
order for it to be upgraded, with regard to the other roles.

« To upgrade your existing Exchange Server 2010 installation, navigate to the installation
media and start setup.exe.

o The splash screen will appear. Since this is an upgrade, fewer options are available; for
example, the prerequisite software is already installed on the Exchange Server.
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e When you upgrade the Language Pack Bundle, a new file will be downloaded from the
Microsoft website and stored in the directory C:\ExchangeSetupLogs\Exchan-
geLanguagePack\. This Language Pack Bundle file can be copied to a file share on
your network for subsequent installations of Exchange Server 2010 Service Pack 1.

Plan

Read about Microsoft Exchange Server 2010 Service Pack 1

Install

Upgrade all languages From the language bundle
Upgrade only languages from the DYD

Install Microsoft Exchange Server Upgrade

Enhance
élfﬁgg‘;?:?j:mermnt Pt a0l Install Microsoft Forefront Pratection 2010 Far Exchange Server
Microsoft’
Exchange Server 2010 Cose |

Figure 2.22: Fewer options during an upgrade. The setup program will automatically detect

whether to do a fresh install or an upgrade.

e When the Language Pack Bundle is downloaded, continue with the next step, "Install
Microsoft Exchange Server Upgrade.”

« During the actual upgrade you'll see the original binaries being uninstalled and the
new binaries being installed.
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Exchange Server 2010 SP1 Upgrade

Progress
Elapzed time: 00:08:55

Summary: 12 tem(g). 9 succeeded, 0 failed.

1 Introduction
[ Licenze Agreement

[ Readiness Checks

| »

& Preparing Setup {_l'
[ Progress Elapsed Time: 00:00:03

. Completion

»

& Stopping Services "@'

b

Elapzed Time: 00:00:33

»

& Languages {_"
Elapsed Time: 00:01.07

-‘---__ o
< & Remove Exchange Files (V]

-.._q_f_lﬂ:ie_dlime: a0:.00:16 R

& Prepating Files {_" b
Elapsed Time: 00:00:00

& “opy Exchange Files "@'

b

Elapzed Time: 00:00:23
4 Language Files {_"

Elapsed Time: 00:04:10 d
To copy the contents of thiz page. press CTRL+C.

< Back | et > | [Lanze] |

»

Figure 2.23: The Exchange Server 2010 SP1 Upgrade process removes the original binaries before the new

ones are installed.

e When the upgrade has finished, click the Finish button to end the setup program and
start the Exchange Management Console.
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2.9 Summary

Installing Exchange Server 2010 SP1 is really quite easy. There are a number of prerequi-
sites, like the .NET Framework 3.5 and PowerShell Version 2, which should all be running
on Windows Server 2008 or Windows Server 2008 R2. Looking at the prerequisites

that need to be installed on Windows Server 2008, which are available out of the box in
Windows Server 2008 Rz, in my humble opinion it's a no-brainer to use Windows Server
2008 R2. Although Exchange Server 2010 SP1 is not supported on Windows Server 2003,
the Active Directory can be running on Windows Server 2003, as long as the servers are
on a Service Pack 1 level or higher.

Compared to Exchange Server 2007, Microsoft made quite a number of improvements
to the Exchange Management Console, especially when it comes to certificates. This has
always been a serious pain for most Exchange administrators in the past. They've done a
good job of streamlining that process, and taking a lot of the headache out of it.

This chapter described a fresh installation of Exchange Server 2010 SP1, which 1 guess will
not happen too often in the real world. The next chapter deals with some coexistence
scenarios, i.e. installation of Exchange Server 2010 SP1 into an existing Exchange Server
2003 or Exchange Server 2007 environment. This will probably be by far the more
common situation SysAdmins will find themselves in, although 1 will be referring back to
this chapter when discussing the basic installation steps.
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As we've seen, installing Exchange Server 2010 SP1 in a greenfield situation and
configuring it correctly isn't that difficult. However, there is a distinct possibility that you
already have an Exchange organization deployed, be it Exchange Server 2007 or Exchange
Server 2003.

In fact, a large portion of Exchange Server customers in the last few years have decided
that they are not going to upgrade from their existing Exchange Server 2003 infra-
structure to a new Exchange Server 2007 one. A commonly heard reason for this is that
2003 "is good enough.” To be fair, if the scalability, Unified Messaging or High Availability
options in Exchange Server 2007 don't offer you a solid business case for upgrading, this
decision is perfectly understandable.

But with Exchange Server 2010 things changed. Besides all of the new functionality, if
you are still running Exchange Server 2003, you'll find that Microsoft will deprecate the
support on it. It will not stop immediately, but Microsoft's focus will be on Exchange
Server 2010 and Exchange Server 2007. So, if you want to make sure you're fully
supported, upgrading to Exchange Server 2010 SP1 can be done in two ways.

 Integrate Exchange Server 2010 SP1 into your existing Exchange infrastructure and
transition your mailboxes to the new Exchange Servers.
This method can be done when you are running on Exchange Server 2007 or Exchange
Server 2003.

 Build a new Active Directory and a new Exchange Server 2010 SP1 organization and
migrate your mailboxes to the new environment.
This is the preferred method if your current environment is not compatible with
Exchange Server 2010 SP1.
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I've chosen my terminology carefully here, so as to be consistent with other documen-
tation you may encounter. Moving mailboxes from Exchange Server 2003 to Exchange
Server 2010 SP1 in one organization is called transitioning. If Exchange Server 2010 SP1
is installed in a new Active Directory forest and mailboxes are moved from one Active
Directory forest to another, it's called a migration.

This chapter will focus on integrating Exchange Server 2010 SP1 into an existing
Exchange Server 2003 or Exchange Server 2007 environment (the first method), but bear
in mind that Exchange Server 2010 SP1 cannot be installed into an existing Exchange
Server 2000 environment. This is enforced in the Exchange setup programs, which will
check on the current version of all Exchange Servers. If Exchange Server 2000 is detected
on any server, the setup program will display an error and abort.

Exchange Server 2010 SP1 does support the following scenarios:

« single forest, single Active Directory site
« single forest, multiple Active Directory sites
« multiple forest, multiple Active Directory sites

« coexistence with Exchange Server 2003 SP2; older versions of Exchange Server are not
supported in an Exchange Server 2010 coexistence scenario

 coexistence with Exchange Server 2007 SP2; older versions of Exchange Server 2007
are not supported in an Exchange Server 2010 coexistence scenario.

When transitioning to Exchange Server 2010 SP1, you must start with the Internet-facing Active
Directory site. Other Active Directory sites will be moved later on in the transition process. Starting

with internal Active Directory sites is not supported.
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The rest of this chapter is split into two sections, each of which will aim to get you
running Exchange Server 2010 SP1 in coexistence with the respective older environments.
In each section, I'll cover:

e the order in which the different servers should be installed

 Active Directory upgrades and prerequisite considerations

o the actual installation process for Exchange Server 2010 SP1

o the SMTP infrastructure

« moving mailboxes.

You'll notice a certain amount of replication between the two sections (if you read them
both), but I've tried to minimize that where possible, by referring to instructions rather

than duplicating them. In any case, you should be able to pick the section most relevant
to you and find everything you need to get you started.

3.1 Coexistence with Exchange Server 2003

You won't be too surprised to hear that there are a lot of differences between Exchange
Server 2003 and Exchange Server 2010 SP1. The most important are listed below.

Exchange Server 2010 is available only in a 64-bit version.

« Exchange Server 2010 does not use Administrative Groups for delegation of control.

« Exchange Server 2010 does not use Routing Groups for routing messages.

« Exchange Server 2010 does not use Link State Routing for updating the Routing Table.

« Exchange Server 2010 does not use the Recipient Update Service for setting Exchange
properties on recipient objects.
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This is a much more extensive list than the differences with Exchange Server 2007, and
the differences themselves are also more significant. Just to make sure everyone is on the
same proverbial page as I go through this, 1'll lay down a little background information on
each of these legacy systems (e.g. Administrative Groups) before 1 explain what's changed.

3.1.1  64-bit support

Exchange Server 2010 SP1 is only available in a 64-bit version, as the Exchange

Product Group at Microsoft is taking full advantage of the hardware advances since
Exchange Server 2007 was released. The old 32-bit (X86) platform was developed in the
mid-eighties, and has a 4 GB memory limit. In those days, 4 GB of memory was beyond
everyone's imagination; today, 4 GB of memory is commonly installed in a laptop.

As the successor of the 32-bit platform, one of the clear advantages of 64-bit is a
theoretical memory limit of 264 bytes, or 16 PB (Petabytes). Windows obviously cannot
address this amount of memory at this time, but the current memory limit of Windows
Server 2008 R2 Enterprise is 2 TB (Terabytes). Naturally, current processors just cannot
address anything like that much physical memory, but Moore's law and the inexorable
march of technological progress mean that this limit will keep being pushed back in

the future.

Whilst 4 GB of memory might be enough for a laptop or workstation, for large server
applications like Exchange Server, a mere 4 GB of memory is a huge limitation. This

fact can be clearly illustrated in Exchange Server 2003, when having more than 2,000
mailboxes on one Exchange Server will result in a severe disk 1/O penalty, which typically
results in an expensive storage solution.

There are special techniques for addressing more than 4 GB of memory on the 32-bit
platform, like Physical Address Extensions (PAE), which you can read more about at
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implies that an in-place upgrade of Exchange Server 2003 server to Exchange Server 2010

SP1 is impossible. A new Exchange Server 2010 SPr server in a 2003 environment always needs
to be installed on separate hardware. You should also bear in mind that the same is true for

Exchange Server 2007; although it is also a 64-bit application, Microsoft does not support
an in-place upgrade due to technical complexity in both products.

3.1.2 Administrative Groups are no longer used for
delegation of control

Exchange Server 2003 uses Administrative Groups for delegation of control, allowing
you to create multiple Administrative Groups and delegate control of them to different
administrators. For example, a large multinational company could create multiple
Administrative Groups, one for each country, and each country could have its own
Exchange administration department, responsible for maintaining their local Exchange
Servers. This could be achieved by delegating control of the appropriate Administrative
Group to specific Universal Security Groups, which these Exchange administrators are,
in turn, assigned to. This sounds pretty complicated and, after seeing such a scenario in
real life, I can assure you that it is complicated. And besides being complicated, it is prone
to error and I've seen it bring a world-wide deployment to its knees. It's a good thing
Microsoft is not continuing this path!

Exchange Server 2010 SP1 no longer uses Administrative Groups. During installation of
the first Exchange Server 2010 SP1 server, a new Administrative Group will be created

in Active Directory, called Exchange Administrative Group (FYDIBOHF23SPDLT). All
subsequent servers will be installed in this Administrative Group. Delegation of control
in Exchange Server 2010 SP1 is achieved by implementing a Role Based Access Control
(RBAC) model. This won't really affect the installation process, so 1 will explain the RBAC
model in more detail in Chapter 4.
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3.1.3 Routing Groups are no longer used for
routing messages

For routing messages between different locations, Exchange Server 2003 uses a concept
called Routing Groups. A Routing Group can be identified as a location with a high
bandwidth and low latency network, such as an office with a 100 Mbps internal network
where all Exchange Server 2003 servers have full access to each other all the time. When
multiple locations are present, each has their own Routing Group, and each Routing
Group is connected with each other using "slow links." These Routing Groups in an
Exchange organization are connected using Routing Group Connectors, and so Routing
Groups are very similar to sites in Active Directory. Active Directory sites already exist
since Windows 2000 Active Directory, but Exchange Server 2003 just didn't use them and
relied on their own mechanism. And to be honest, this really didn't make sense.

Instead of Routing Groups, Exchange Server 2010 SP1 now uses Active Directory sites

to route messages to Exchange Servers in other locations. To connect Exchange Server
2010 SP1 with an Exchange Server 2003 environment in the same Active Directory forest
(and thus the same Exchange organization), a special Routing Group, called Exchange
Routing Group (DWBGZMFDo1QNBJR), will be created during the installation of the
first Exchange Server 2010 SP1 server. A special Interop Routing Group Connector will
also be created during the setup of that initial server, in order to route messages between
Exchange Server 2003 and Exchange Server 2010 SP1.

It's also worth bearing in mind that, amongst other reasons, since Exchange Server 2010
SP1 uses Active Directory sites for routing SMTP messages, every site that contains an
Exchange Server 2010 SP1 Mailbox Server Role will also need an Exchange Server 2010
Hub Transport Server Role to be installed, when a Mailbox Server is installed in that
particular site, of course.
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3.1.4 Link State is no longer used for updating the
routing table

To keep routing information up to date in Exchange Server 2003, a process called Link
State is used. When a connector in Exchange Server 2003 changes its state, the Routing
Table used by the Routing Group Connectors is updated, and this Routing Table is
immediately sent to other Exchange Servers in the same Routing Group. When an
Exchange Server 2003 server initiates an SMTP connection to a similar server in another
Routing Group, the Routing Tables on both servers are compared and, if needed, the
newer version of the Routing Table is sent to the other server.

This works fine as long as the Routing Table is not very large, but there are known cases,
with over 75 Routing Groups and hundreds of Routing Group Connectors, where the
Routing Table was between 750 KB and 1 MB in size. It might not sound like much, but
when a Routing Table is being exchanged frequently, this will have a noticeable negative
impact on the network traffic across the WAN.

Exchange Server 2010 SP1 has replaced this whole system with Active Directory site
links (as explained above) and thus leverages Active Directory information to determine
an alternate route when a specific link is no longer available. Before installing the first
Exchange Server 2010 SP1 server into an existing Exchange Server 2003 environment,
Link State Updates need to be suppressed to avoid routing conflicts between the
Exchange versions.
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3.1.5 Recipient Update Service versus Email
Address Policies

The Recipient Update Service (RUS) in Exchange Server 2003 is the service that is respon-
sible for updating the Exchange-specific properties of Exchange recipients in Active
Directory. When a user is created with Active Directory Users and Computers, the RUS
will pick up the user account and "stamp" it with Exchange specific attributes, such as the
homeserver, homeMTA, homeMDB and email addresses. It can take some time for a user
to be fully provisioned and available, especially on busy servers. The RUS is part of the
System Attendant, and only one instance is running in each Active Directory domain.

Exchange Server 2010 SP1 no longer uses the Recipient Update Service, but uses Email
Address Policies instead. When a mailbox-enabled user is created, an Email Address
Policy is applied immediately, and the mailbox is therefore available instantly though,

of course, the user object needs to be replicated between all Domain Controllers in your
environment to be fully available at all locations. In a coexistence scenario, the Recipient
Update Service and the accompanying Recipient Policies can only be managed from the
Exchange Server 2003 System Manager, and the Exchange Server 2010 SP1 Address List
Policies can only be managed from the Exchange Management Console or the Exchange
Management Shell. The only time a Recipient Policy is accessed using the Exchange
Management Shell is when upgrading the Recipient Policy to an Email Address Policy.
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3.2 Installing into an existing Exchange Server
2003 environment

Before installing the first Exchange Server 2010 SP1 server into an existing Exchange
Server 2003 environment, a number of prerequisites have to be met.

« All domains in the existing Active Directory forest containing Exchange Recipients
have to be running in native mode.

« The Active Directory forest has to be running on a Windows Server 2003 or higher
forest functionality level.

« Each site in Active Directory should have at least one Domain Controller, and the
Global Catalog server needs to be at least on a Windows Server 2003 SP2 level.
Although not required, it is recommended to have 64-bit type Domain Controllers and
Global Catalog Servers for best performance.

e The Schema Master of the Active Directory needs to be a Windows Server 2003 SP2 or
higher server. This can be either a 64-bit or a 32-bit server.

« All Exchange 2003 servers must have Service Pack 2 installed.

In addition to that, the server where Exchange Server will be installed also needs to meet
the prerequisites below.

« The server needs to be a 64-bit computer.

o Windows Server 2008 SP2 or Windows Server 2008 R2 64-bit needs to be installed.

o Internet Information Server 7 needs to be installed.

« Windows Remote Management (WinRM) 2.0 needs to be installed.

« PowerShell 2.0 needs to be installed.

e .NET Framework 3.5 SP1 needs to be installed.
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Depending on the version of Windows 2008 you're using (i.e. Service Pack 2 or R2), a
number of hot-fixes will also need to be installed. I would strongly recommend that you
bring your server up to date with the latest hot-fixes from Microsoft Update, preferably
before you perform this installation.

To make the process of installing prerequisites as painless as possible, the Exchange
Server product group has created a series of XML files that can be used to automatically
install Internet Information Server on your computer, together with the other prerequi-
sites for Exchange Server 2010 SP1. These files are located on your installation media in
the \setup\serverRoles\common directory.

To install the Internet Information Server (and other prerequisites) in a configuration
needed to support, for example, an Exchange Server 2010 SP1 Client Access Server,
you can use the Exchange-CAS.xml file with the following command:
ServerManagerCmd.exe —inputpath Exchange-CAS.xml.

If you are using Windows Server 2008 R2, you will get a warning about
ServermanagerCmd.exe being deprecated under Windows Server 2008 Rz,
but it still works fine, so go ahead and run it.

[z Administrator: Command Prompt - ServerManagerCmd.exe -inputpath Exchange-CAS.xml

C:“hetarscripts>ServerManagerCnd.exe —inputpath Exchange—CAS . xml
Servermanagercnd.exe is deprecated. and is not guaranteed to be supported in fut

ure releases of Windows. We recommend that you use the Windows PowerShell cmdlet
= that are available for Server Manager.

Start Installation...

Sk@pping [.NMET Framework 3.5.1 Featuresz]l _.NET Framework 3.5.1 Features hecause i

t is already installed on this computer.

£A18-168>

Figure3.1: Use ServerManagerCmd.exe to install Internet Information Server.
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However, starting with Service Pack 1, there's the option to have the setup application
install the prerequisite Server Roles and features. This is the recommended way to
install the prerequisite software, as it will install the minimum amount of software
on your server.

3.2.1 Exchange Server 2010 SP1 Order of
Installation

Although Exchange Server 2010 SP1 can be installed into an existing Exchange Server
2003 environment - in the same forest and the same domain - there are some issues
with compatibility, and the various clients behave in a different manner in a coexistence
scenario. For example, when you have a combined Exchange Server 2003 and Exchange
Server 2010 environment, the situations below will occur.

« An Exchange Server 2010 Client Access Server will not always work directly with an
Exchange Server 2003 Mailbox Server when a particular mailbox is located on this
Exchange Server 2003 Mailbox Server.

« An Exchange Server 2003 Front-End Server will never communicate with an Exchange
Server 2010 Mailbox Server.

« An Outlook Web App client will initially connect to the Exchange Server 2010 Client
Access Server. This Client Access Server will not communicate directly with the
Exchange Server 2003 Mailbox Server, therefore the OWA client will be redirected to
the Exchange Server 2003 Front-End Server. The Exchange Server 2003 Front-End
Server will handle the request and communicate with the Exchange Server 2003
Mailbox Server using the HTTP protocol.

« A Windows Mobile Device will connect to the ActiveSync service on the Exchange
Server 2010 Client Access Server. The Client Access Server will service the request
and forward it to the appropriate Exchange Server 2003 Mailbox Server using the
HTTP protocol.
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e An Outlook client using Outlook Anywhere will connect to the Exchange Server 2010
Client Access Server. This is an RPC over HTTPS connection, so the RPC Proxy Service
on the Client Access Server will handle the request and will retrieve the RPC infor-
mation from the HTTPS packets. The Client Access Server will communicate directly
with the Exchange Server 2003 Mailbox Server using RPC.

« An Exchange Server 2010 Hub Transport Server will not communicate directly with
an Exchange Server 2003 Front-End Server. A Legacy or Interop Routing Group
Connector needs to be in place to route SMTP messages between Exchange Server
2003 and Exchange Server 2010 and vice versa.

This behavior has its consequences on the order of installation of the various Server
Roles, but it also has an impact on the way clients are redirected or proxied. I will explain
this now.

The order of installation of Exchange Server 2010 Server Roles and prerequisites in an
existing Exchange Server 2003 environment is as shown below.

« First - You have to upgrade the Internet-facing site.
« Second - Exchange Server 2010 SP1 Client Access Server.

o Third - Exchange Server 2010 SP1 Hub Transport Server.

» Fourth - Exchange Server 2010 SP1 Mailbox Server Role. After you've installed the
Mailbox Server Role and established a proper Public Folder replication between
Exchange Server 2003 and Exchange Server 2010, you can start moving mailboxes to
the new Mailbox Server.

e The Exchange Server 2010 SP1 Edge Transport Server Role can be installed at any time
during the upgrade, but the Edge Transport Server features are only fully available
when the Exchange Server 2010 SP1 Hub Transport Server is installed.
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3.2.2 Installing Exchange Server 2010 SP1

Although you will need to install each of the Exchange Server 2010 SP1 Server Roles in a
specific order, these roles can of course be combined on one machine.

Installing Exchange Server 2010 SP1 into an existing Exchange Server 2003 environment
is pretty straightforward. The process can be broken down into the following easy steps.
« Exchange Server Readiness Check (as part of the Best Practices Analyzer).

« Upgrading the Active Directory schema.

« Upgrading the Exchange organization.

« Upgrading the Active Directory domain.

o Install the first Exchange Server 2010 SP1 server.

When you start the GUI setup application of Exchange Server 2010 SP1 (setup.exe), all
these steps will be performed automatically in the correct order. 1l go through them in

more detail here, because you can use the command-line version of setup if you want to
fully control the options and execution of the setup program. Another important reason

for using the command-line version is when using separation of permissions in Exchange
Management departments.

It is also possible to run the Exchange Server Pre-Deployment Analyzer as part of the Readiness Check.

You can download the Exchange Server Pre-Deployment Analyzer from the Microsoft download site at
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3.2.2.1 Upgrading the Active Directory

The first step in changing your configuration for Exchange Server 2010 SP1 is upgrading
the Active Directory schema to the Exchange Server 2010 SP1 level. You can achieve

this by opening a command prompt on the Active Directory schema master from the
Exchange Server 2010 SP1 installation media, and running the following commands:

Setup.com /PrepareLegacyExchangePermissions <<domainname>>
Setup.com /PrepareSchema

The first command, with /PrepareLegacyExchangePermissions, grants new
permissions to ensure that the Recipient Update Service in Exchange Server 2003
continues to run correctly after the schema change to Exchange Server 2010 (which is
performed in the second step). The /PrepareLegacyExchangePermissions must
be performed before the actual upgrade of the schema, which is what the second
command does.

If you want to change the schema on a computer that's not the Schema Master, you
have to make sure that the LDIFDE application is available on that computer. You can
install this by opening a command prompt and entering: ServerManagerCmd.exe —I
RSAT-ADDS.

You can check what version your schema is, or check if the upgrade was successful,
using a tool like ADSIEDIT or LDP.EXE and checking the CN=ms-Exch-Schema-
Version-Pt object in the Active Directory schema. After the schema change, its
rangeUpper property should have the value 14726. Just so you know, the property
can have the values in the table below.
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! Value Corresponding Exchange version

6870 Exchange Server 2003 RTM

If you have multiple Domain Controllers in your Exchange Server environment, you'll have wait for the

Domain Controller replication to finish before you continue to the next step.

CN=ms-Exch-Schema-¥ersion-Pt Propetties [ 7] I
Attribute Editor | Sggum[yl
Abtributes:
Aftribute | Value ;l
objectCategaory Ch=attibute-5 chema, CN=Schema, CN=Conf
ohjeciClass tap: attributeSchema
objectGUID 73390467-De21-480-adac-Bha2db128134
ok Syntax 2=(INTEGER )
rangeLower 1

rangelpper

replPropertybetalata AMD Yer LocUSN Org.D5SA
schemalDGLID 58980567 c9-4560-0166-08dc 7ol e
seachFlags Ox0=[)

showlnddvancedyie..  TRUE

uSNChanged 34517

uSNCreated 20845

whenChanged 26-3-201010:46:48 . Europe Daylight Tirme
whenCreated 26-3-201010:43:52 . Europe Daylight Time
| | »

Edit Filker
aK I Cancel | Apply | Help I

Figure 3.2: Check the schema version. This schema

is on the Exchange Server 2010 level.
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After upgrading the schema, the current Exchange Server 2003 organization can be
upgraded to support Exchange Server 2010 SP1. To do this, run the following command
from the Exchange Server 2010 installation media: Setup.com /PrepareAD.

This simple command automatically configures the global Exchange objects in Active
Directory (residing in the Active Directory Configuration Container), creates the
Exchange Universal Security Groups in the root of the domain, and prepares the current
domain for Exchange Server 2010 SP1.

It also creates the Exchange 2010 SP1 Administrative Group called Exchange
Administrative Group (FYDIBOHF23SPDLT) and Exchange 2010 SP1 Routing

Group called Exchange Routing Group (DWBGZMFDo1QNBJR), if they didn't already
exist (see Sections 3.1.2. and 3.1.3 if you missed the significance of this).

B Active Directory Users and Computers =] &3 I
File Acktion Wiew Help
4 [= | = Al =1 == g e =l
& | H L= HE| S 2 5FE%
: Active Direckory Users and Computers [infradcol | Mame | Type | Description |
| Saved Queries E’pdDelegated Setup Security Group ... Members of this manager. ..
B inl.;raman‘local ISEDischery Management Security Group ... Members of this manager. ..
28 F\c.co.unts E{Exchange Al Hosted Organizations  Security Group ... This group contains all the. ..
- Buiin E%Exchange Servers Security Group ... This group contains all the. ..
- Computers ISQJExchange Trusted Subsystem Security Group ... This group contains Excha...
2| Domain Controllers ] . . ; . .
N o 4, Exchange Windows Permissions Secutity Group ... This group contains Excha. ..
_| ForeignSecurityPrincipals @
= 4 ExchangelegacyInterop Security Group ... This group is for interopet. .,
2 | Microsoft Exchange Security Groups A N X
© Users 52, Help Desk. Security Group ... Members of this managem. ..
- SiHyg\ene Managerent Security Group ... Members of this manager. ..
E{Organizatinn Managermnent Security Group ... Members of this managenm. ..
E%Public Folder Management: Security Group ... Members of this managem. ..
EiRecipient Managernent Security Group ... Members of this manager. ..
EQJRecords Management Security Group ... Members of this manager. ..
EQServer Management Security Group ... Members of this manager. ..
S{UM Management Security Group ... Members of this manager. ..
:Qd\p'iew-Only Organization Management  Security Group ... Members of this managem. ..
< | i

Figure3.3: Exchange Universal Security Groups created during the /PrepareAD option.
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To verify that this step completed successfully, make sure that there is a new Organiza-
tional Unit (OU) in the root domain called Microsoft Exchange Security Groups and that
this container contains the groups shown in Figure 3.3.

After running the setup.com application with the /PrepareAD switch, the newly
created Administrative Group will show up in the Exchange Server 2003 System Manager,
as you can see in Figure 3.4.

@ Fle Acton Vew Wndow H | _alx
il A e
'

1 Global Settings
Mame I

i Recipients |
Bl Administrative Graups @ Exchange Administrative Group (FYDIBEOHFZ3SPOLT)
5 Exchangs Administrative Group (FYDIBOHFZ3SPOLT) | & First Admiristrative Group

EI,__j Routing Groups

: -5 Exchange Routing Group (DWEGZMFDO1GNEIR,
E@ First: Administrative Group

- 1 Servers

- zo038E

- 2003FE

4 Rouking Groups

c_"‘j First Routing Group

[+-{_J Folders

-4 Tools

4] |
| | |

Figure 3.4: The Exchange Server 2010 Administrative Groups show up after running

setup.com /PrepareAD.

The last step in preparing your environment for the implementation of Exchange Server
2010 SPr1 is to prepare the Active Directory domain (or domains) for Exchange Server
2010 SP1. The domain is prepared by running the following command from the Exchange
Server 2010 SP1 installation media: Setup.com /PrepareDomain.
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When you have multiple domains holding Exchange objects in your Active
Directory forest, and you want to prepare all domains in one step, you can replace the
/PrepareDomain with /PrepareAllDomains.

This sets the necessary permissions on the Exchange Server container in Active Directory,
as well as for the Exchange Servers, the Exchange Administrators and Authenticated
Users. It also creates a new Global Group called Exchange Install Domain Servers in

the domain where the command is run. This Global Group is only used for installing
Exchange Server 2010 servers in a child domain, in a domain other than the root domain.
The setup program uses this to avoid installation issues when the Domain Controllers
haven't yet fully replicated all the updated information.

After performing these easy steps, the Active Directory and Exchange Server environment
is fully prepared for the installation of the first Exchange Server 2010 server.

3.2.2.2 Installing the first Exchange Server 2010 SP1
server.

In our example Exchange Server 2003 environment, we will implement a combined
Exchange Server 2010 SP1 Hub Transport and Client Access Server, and a dedicated
Exchange Server 2010 SP1 Mailbox Server. Both the Client Access and Hub Transport
Servers will need to have Internet Information Server installed.

To install a combined Exchange Server 2010 SP1 Hub Transport and Client Access Server
into the nicely prepared Exchange Server 2003 environment, follow the steps below.

« Log on to the new server where you want to install Exchange Server 2010 SP1. Make

sure that the server is a member of the domain where Exchange Server 2003 is
installed, and that all the prerequisite software is installed.
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« Go to the installation media and start the setup.exe installation program. The setup
splash screen appears and, if all prerequisite software is installed correctly, the first
three steps are grayed out.

 If needed, download the language files, or else just use the languages provided on the
DVD. You have to select one of these options to proceed.

Plan

Reead about Microsoft Exchange Server 2010 Service Pack 1
Read about deploying languages

Use the Exchange Server 2010 Deployment Assistant

Install
Sten U Install JMET Framework 2.5 5P1 - Installed
Sten 24 Install Windaws Powershell vz - Installed

Step 3 Choose Exchange language option
Install all lanquages From the language bundle

Install only languages from the DD
Install all Exchange 2010 SP1 languages from Step 4 Install Microsoft Exchange

the language pack bundle
Rl Step 5! Get critical updates For Microsoft Exchange

Enhance

Install Microsaft Forefront Protection 2010 For Exchange Server

Microsoft’

Exchange Server 2010 cese |

Figure3.5: Choose Step 4 if you want to install non-English language packs.

« If you select Install all languages from the language bundle, you have the option to
download the latest Language Pack Bundle from the Internet or specify a location
where an earlier download of this file can be found. This can be a local hard drive or a
network share.

e When finished downloading the language files, select Step 4: Install Microsoft
Exchange and click Next to move past the Introduction page.

e Accept the license agreement and click Next.

« If wanted, you can select the Error Reporting option. Click Next.
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« In the Installation Type screen, you can choose between a Typical Installation or
a Custom Installation, which is identical to the installation process in Chapter 2.
For now, select Custom Exchange Server Installation. If you want to let the instal-
lation take care of the prerequisite software, you can check the Automatically install
Windows Roles and Features required for Exchange Server and then click Next.

« Aswe're only installing the Hub Transport Server and Client Access Server Roles, you
need to ensure that those are the only two options selected from the component list.
The Exchange Management Tools will be automatically installed with any Exchange
Server Role. Click Next to continue.

Exchange Server 2010 Setup

Server Role Selection
Select the Exchange server roles you want to install on this computer.

3 Introduction

[ License Agreement 5% ™ Mailbox Fole —D 2

B Enor Reporting . ¥ Client Access Role L'Eﬁ.ﬁ' :bsgéi?:iocltuigﬁeglnarf Isolt\:aldﬁrrg::;ﬂg

-t es e N - T
o RO

Custorner Experiznce S®" Edge Transport Riole
= Improvement Program

- Readiness Checks EF Management Tools —Disk Space
| Piogress Dizk space required: 20178 MB
J Completion Dizk space available: 118917.8 MB

Specify the path for the Exchange Server program files:

IC SProgram FileshMicrosofthsExchange Serveriy14 Browse... |

I~ Automatically install Windows Poles and Features required for Exchange Server.

Help | < Back | Mext » I Cancel |

Figure3.6: Select the Client Access Role and the Hub Transport Role.

« With the Exchange Server 2010 SP1 setup program, there's the option to configure the
Client Access Server Role as an Internet-facing server. If that's what you want, you
can just tick the relevant check box and enter the domain name you want to use when
accessing the Client Access Server from the Internet.
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Exchange Server 2010 Setup

B oion Configure Client Access server external domain
Enter a domain name to use to configure wour Client Access servers for Intemet-facing
I License Agreement services (for example, Exchange ActiveSync, Outlook ‘wWeb App, Dutlook Anpwhere). This

will allows clients to connect to your Exchange deplogment from outside of your domain,
I Eror Reporting i
¥ The Client &ccess server role will be Intemet-facing.

1 Installation Type ;
Enter the domain name you will use with your esternal Client Acoess servers (for

1y Server Role example, mail contoso.com)
Selection

[webmailinframan.rf
Configure Client
[ Access server
external domain
J Mail Flow Gettings

Customer Experisnce |
< Improvement Fiogram |

| Readiness Checks

. Progress
1 Complstion
He <Back [ Net> | concel |

Figure 3.7: Enter the external domain for your Client Access Server.

« Itisalso possible to leave this field blank and enter the parameters during the later
configuration of the servers. For now, we'll use this option, so enter your own domain
name and click Next to continue.

e The Mail Flow Settings screen will only appear when performing a transition from
Exchange Server 2003 to Exchange Server 2010. Using the Browse button, you can
select which 2003 Exchange Server will be assigned as a hub server for an Interop
Routing Group Connector, which both Exchange Server 2003 and Exchange Server
2010 use for sending messages to each other (see Section 3.1.3).
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Exchange Server 2010 Setup
o
~ e Mail Flow Settings
E ) To enable mail flow to Exchange 2003, a routing group connector is required Select an
1cenEe S aree o) Exchange 2003 server in the muting aroup to which Exchange 2010 wil connect:
I Error Repatting
1 Installation Type
Server ol &
R, &5 Select Exchange Server [_ O] x]
File  View
Configure Client
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~ Improvement Frogram
| Readiness Checks
J Progiess
I Completion
Help
oK. Cancel
1 object(s) selected, 2 object(s) found. .;

Figure 3.8: Select the proper Exchange Server 2003 server for the

Interop Routing Group Connector.

 As explained earlier in this chapter, Exchange Server 2003 uses Routing Groups for
routing email messages, whereas Exchange Server 2010 uses Active Directory sites.
Routing Groups and Active Directory sites are not compatible with each other for the
purposes of routing messages. As a result, Exchange Server 2010 has only one Routing
Group, where all Exchange Server 2010 Hub Transport Servers are located.

» To establish message flow from the Exchange Server 2010 Routing Group to the
Exchange Server 2003 Routing Group, a Routing Group Connector is created, and
that's what happens in Figure 3.8.

 This Routing Group Connector is visible in the Exchange Server Manager in Exchange
Server 2003 but, since this is an Exchange Server 2010 object, it is not manageable
from the Exchange System Manager. The Routing Group Connector is actually not
visible in the Exchange Server 2010 Management Console, so you have to use the
Get-RoutingGroupConnector and Set-RoutingGroupConnector commands in
the Exchange Management Shell for managing the Connector.
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« Using these commands, it is possible to assign multiple Hub Transport Servers or
multiple Front-End Servers to the Routing Group Connector for scalability or redun-
dancy purposes. In this example, we'll select the 2003FE server, which is an Exchange
Server 2003 Front-End Server. Click OK and then Next.

 In the Customer Experience Improvement Program screen, you can select whether
or not you want to participate in this program. There's no trick to this, so you can just
make your selection and click Next.

 The setup application will now check the readiness of the Exchange configuration. If
issues are found, they are presented at this stage and you'll have the opportunity to
resolve them. If no issues are found, just click Install.

« The Exchange Server 2010 server will now be installed. For every step, a progress bar
is shown.

Exchange Server 2010 Setup

Progress
Elapsed time; 00:05:32

3 Introduction

I3 License Agreement Summary: 10 items). 7 succeedsd, O failed.
[ Enor Reporting 4 Copy Exchange Files W
I Instalation Tupe Elapsed Time: 00:00:56
n Customer Experishce 141 Language Files [/]
e Frogiem Elepsed Time: 000351
e & Restoring services 0
O Progress Elapsed Time: 00:00:01
. Completion S 0
Elapsed Time: 00:00:.02
4 Management Tools O
Elapsed Time: 00:00:16
4 Hub Transport Role —

Elapged Time: 00:00:22

=2 Client Access Rale

& Finalizing Setup
Figure 3.9: A progress bar is shown during installation of Exchange Server 2010 SP1.
« When all steps are completed, click Finish, and then click Close on the Welcome
screen to end the setup program. You can continue to check the installation using the

Exchange Management Console which is automatically opened after the setup.

122



Chapter 3: Exchange Server 2010 SP1 Coexistence

3.2.2.3 Installing the Exchange Server 2010 SP1 Mailbox
Server Role

As we've only installed a Client Access Server and Hub Transport Server, we still need
to go through the installation process for an Exchange Server 2010 Mailbox Server. The
steps are very similar, but there are some small differences.

« Log on to the server that will hold the Mailbox Server Role. Make sure that it is a
member of the domain and that all prerequisite software is installed.

« Ifyou haven't done so already, install Internet Information Server for the Mailbox
Server Role by going to the \Setup\ServerRoles\Common directory on the instal-
lation media, and entering the following command: ServerManagerCmd.exe —
inputpath Exchange-MBX.xml.

« This will install Internet Information Server and the fail-over clustering software
components according to the Mailbox Server Role prerequisites.

e Open the graphical setup program (setup.exe) and follow the steps as outlined
earlier, making sure that you select the Custom Exchange Server Installation and
select only the Mailbox Server Role.

Exchange Server 2010 Setup

Server Role Selection
Select the Exchange server roles you want to instal on this compuler
I License Agieement B Maibos Fiole D

I Introduction

I E The Mailbos server 1ok provides e-mal storage|
porting 2 [T Client Access Role and advanced scheduling services. The
= Mailbox server role alsa includes public folders,
I Installation Type T Hub Transport Role which provide a foundation for workflow,
Z document sharing, and ather forms of
I T Unified Messaging Fole collaboration,

Customer Experience ®I" Edge Transport Role
* Improvement Program

| Readiness Checks G Management Todls r Disk Space
J Progress Disk space required 1874.8 MB
| Completion Disk space available: 1188398 MB

Specify the path for the Exchange Server program files.

[C:AProgiam FilestMicrosoft\Exchange Gerverii4 Erowse...

¥ Automatically install Windows Roles and Features required for Exchange Server.

Help cBack |[ mNews> | cencel |

Figure 3.10: Select only the Mailbox Server Role.

123



Chapter 3: Exchange Server 2010 SP1 Coexistence

« During the Readiness Check, a warning message will be displayed about Public Folder
Replication as the setup application automatically detects the Exchange Server 2003
environment and the Public Folder existence. Don't worry about this, as Public Folder
replication between Exchange Server 2003 and Exchange Server 2010 SP1 will have to
be configured manually when setup is finished.

Exchange Server 2010 Setup

Readiness Checks
The system and server will be checked ta verify that Exchange is ready to be installed.

M Intaduction

[ License Agieement Elapsed time: 00:00: 31
I Error Reparting Summay: 3 item(z). 3 succeeded, O failed
1 Installation Type & Configuring Prerequisites a 2

Gt B Elapzed Time: 00:00:01

n -
iz FIEEED & Languages Prerequisites & S
[ Readiness Checks Elapsed Time: 00:00:27

- Progiess

iy Mailbox Role Prerequisites m S
| Completion Warning:

If Microsoft Outlook 2003 is in use, you should replicate the free/busy folder on this
server to every other free/busy server in the oiganization. This step should be
performed once Setup completes.
Elapsed Time: 00:00:02

To copy the contents of this page. press CTRL+C.

Help Bk |[ nstal | concel |

Figure 3.11:  When finished you have to configure Public Folder replication.

o Click Install to complete the installation process, then click Close on the
Welcome screen to end the setup program. As before, you can continue to check
the installation using the Exchange Management Console, which is automatically
opened after the setup.
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3.2.3 Finishing the installation

Now that we have successfully installed two Exchange Server 2010 SP1 servers, it's time
to configure the environment and finish the setup. We're now going to have to make sure
the items below are taken care of.

 Public Folder Replication.
o Certificate installation on the Client Access Server.

« Configure Exchange Server 2010 Web Services.

3.2.3.1 Public Folder Replication

During the Mailbox Server Role Readiness Check, you saw a warning message regarding
the Public Folder replication (see Figure 3.11). You don't need to worry about this, but
you are going to have to take steps to ensure that Public Folder information from the
Exchange Server 2003 Public Folders is replicated to the Exchange Server 2010 SP1 Public
Folders, and vice versa.

So, to make sure this happens smoothly, log on to the Exchange Server 2003 server

and open the Exchange System Manager. Browse to the Public Folders in the First
Administrative Group and, if needed, right-click on Public Folders and select View
System Folders. Select the Offline Address Book /o=<<yourorg>>/cn=addrlists/cn=o0abs/
cn=Default Offline Address Book and open its properties. Click Add on the Replication
tab, and add the Public Folder Database on the Exchange Server 2010 SP1 Mailbox Server.
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Figure 3.12: Add the 2010 Public Folder Database to set up replication.

Repeat these steps for:

e OAB Version 2

o OAB Version 3a

* OAB Version 4

» EX:/o=<<yourorg>>/ou=First Administrative Group

o Schedule+ Free Busy: EX:/o=<<yourorg>>/ou=First Administrative Group.

And that's all of your Exchange Server 2003 to Exchange Server 2010 SP1 Public Folder
Replication set up!

In Exchange Server 2003 you can also use the Manage Settings options and perform the
above steps at once in a single step.
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To set up Public Folder replication from Exchange Server 2010 SP1 back to Exchange
Server 2003, log on to the Exchange Server 2010 server and open the Exchange
Management Console. In the left-hand pane, select Toolbox, open the Public Folder
Management Console in the Results pane, then connect to the Exchange Server 2010
Mailbox Server.

In the Public Folder Management Console, expand the System Public Folders, and then
expand the Offline Address Book. For all Offline Address Books located in the Results
pane, select their properties and configure the replication to include the Exchange Server
2003 Public Folder Database, as shown in Figure 3.13.

E OFFLINE ADDRESS BOOK - 2010srvr.inframan.local 3 objects

I Create Filker

Mame | Parent Path

[E] fo=Inframan/cri=addrlists{cn=oabs/cn=Default Offline Address List \NOM_IPM_SUETREELC
7| EX:fo=Inframanjou=Exchange Administrative Group (FYDIBOHF235SPOLT)  \NON_IPM_SUETREE\(

] TREEY(

8ll /o=Inframan/cn=addrlists/cn=oabs/cn=Default Offline Address List Pr... [E3
| Generall Statistics  Feplication |Limits I

Replicate content ta these public stores:

SRAdd.. X
Mame | Server
4 Public: Folder Data... 2010SRVR
| Public: Folder Star...  2003MEx

V' Use public: folder database replication schedule:

INever Run j Customize... |
Local replica age limit [days]: I

'Q ok I Cancel | Apply | Help |
4 | i

Figure 3.13: Configure Public Folder Replication to the Exchange Server 2003 server.
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All you need to do to finalize your Replication configuration is repeat these steps for:

« OAB Version 2

e OAB Version 3a

e OAB Version 4

e EX:/o=<<yourorg>>/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)
e EX:/o=<<yourorg>>/ou=First Administrative Group

o Schedule+ Free Busy: EX:/o=<<yourorg>>/ou= Exchange Administrative Group
(FYDIBOHF23SPDLT)

o Schedule+ Free Busy: EX:/o=<<yourorg>>/ou=First Administrative Group.

These are only the System Public Folders. It is likely that organizations also use User
Public Folders, and these can number in the thousands. These have to be replicated
as well.

Bear in mind that, depending on the size of your Public Folder database, you may have to
wait a considerable amount of time for Public Folder replication to finish.

3.2.3.1 Certificate installation

After installation of the Client Access Server, a new certificate also needs to be installed.
By default, a self-signed certificate is created during setup but, for production purposes,
a third-party certificate is needed. For Exchange Server 2010, a Unified Communi-
cation (UC) certificate is used, and these have their own Subject Name (like webmail.
inframan.nl) as well as Subject Alternative Names like autodiscover.inframan.nl

a list of supported Certification Authorities that can issue them.
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Suppose we have a domain called inframan.nl - our Outlook Web App name can

be webmail.inframan.nl. A second namespace used in Exchange Server 2010 is
Autodiscover, which resolves, in our example, to autodiscover.inframan.nl.

So far this is the same as it was in Exchange Server 2007. New in Exchange Server 2010
is a third name called legacy, which results in legacy.inframan.nl. This legacy
namespace is used for interoperability between Outlook Web Access in Exchange Server
2003 and Exchange Server 2010 Outlook Web App. As explained in the beginning of
this chapter, some clients are handled directly by the Exchange Server 2010 Client
Access Server, while other clients are forwarded to the Exchange Server 2003 Front-End
Server. OWA, for example, is a service that is redirected to the old Exchange Server 2003
Front-End Server.

When all Exchange Server 2010 servers are up and running, it's time to have the clients
connect to the new Client Access Server instead of the old Front-End Server so that,
the Exchange Server 2010 Client Access Server. The user's credentials are entered and
the Client Access Server accesses the Active Directory to determine the location of the
actual Mailbox. When the Client Access Server determines that the Mailbox Server

is an Exchange Server 2003 Mailbox Server, the OWA client is redirected to the old
Exchange Server 2003 Front-End Server. Since two web servers cannot have the same
Fully Qualified Domain Name (FQDN) the old Exchange Server 2003 Front-End Server
will get a new FQDN. This will be the legacy.inframan.nl domain name; of course, it
can have any FQDN, but the legacy name is generally used in Microsoft Knowledgebase
articles and white papers.

The FQDN of the old Exchange Server 2003 Front-End Server is a property of the OWA

Virtual Directory on the Exchange Server 2010 Client Access Server. To set this property,
open an Exchange Management Shell on the Exchange Server 2010 Client Access Server
and enter the following command:

Set-OWAVirtualDirectory <2010CASHUBO1>\OWA*
: -ExternalURL https://webmail.inframan.nl/OWA
-Exchange2003URL https://legacy.inframan.nl/exchange
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Now, when an OWA client enters a request to an Exchange Server 2010 Client Access
Server, and the actual Mailbox is still on the Exchange Server 2003 Mailbox Server, the
client is automatically redirected to the old Exchange Server 2003 Front-End Server.

Therefore three domain names will be used on the Exchange Server 2010 Client Access
Server certificate:

e Webmail.inframan.nl (primary OWA access point).

» Autodiscover.inframan.nl.

« Legacy.inframan.nl (OWA access for Exchange Server 2003 mailboxes).

To ensure the Exchange Server 2010 Client Access Server Role functions correctly, the
various settings need to be configured, which is what I'll explain in the next section.

3.2.3.3 Configure Exchange Web Services

Like its predecessors, Exchange Server 2010 SP1 uses the Client Access Server to offer
Offline Address Book downloads and Free/Busy information using the HTTP protocol,
and these can be used by Outlook 2007 and Outlook 2010. However, Outlook 2003 uses
the Public Folder architecture to get the Offline Address Book and Free/Busy information.

As explained in Section 3.2.2.2 (see Figure 3.7), you can enter the external domain that the
Client Access Server is using, for example webmail.inframan.nl.

If you haven't configured the external domain during setup, you have to configure the
following settings using the Exchange Management Shell command below.
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. Offline Address Book:
: Set-OABVirtualDirectory <2010CASHUB01>\OAB*
-ExternalURL https://webmail.inframan.nl/OAB

f Web Services:
Set-WebServicesVirtualDirectory <2010CASHUBO1>\EWS*
-ExternalURL https://webmail.inframan.nl/ews/exchange.asmx

 ActiveSync:
Set-ActiveSyncVirtualDirectory <2010CASHUBO1>\Microsoft-Server-ActiveSync"™
—ExternalURL https://webmail.inframan.nl/Microsoft-Server-ActiveSync

. Set-ECPVirtualDirectory <2010CASHUB01>\ECP*
-ExternalURL https://webmail.inframan.nl/ECP

Before the Offline Address Book can be distributed by the Client Access Server, the
Generation Server needs be changed from Exchange Server 2003 to Exchange Server 2010
SP1. This can be achieved by using the Exchange Management Console as below.

« Log on to the Exchange Server 2010 SP1 server and open the Exchange
Management Console.

« Expand Microsoft Exchange on-Premises and expand the Organization container.

o Click the Mailbox option and, in the Results pane, select the Offline Address Book
tab. The Default Offline Address List will appear, and the Generation Server will be
the current Exchange Server 2003 server.

« Right-click the Default Offline Address Book and select Move. The Move Offline
Address Book wizard will appear. Use the Browse button to select the new Exchange
Server 2010 SP1 Mailbox Server and, when finished, click Move again. When the move
to the new Mailbox Server is complete, click Finish.

You can also use the Exchange Management Shell to move the Generation Server to Exchange Server
2010 by using the following command: Move-OfflineAddressBook ‘Default Offline
Address Book’ —Server 2010MBX.
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Even once you've gone through these steps, the distribution itself is still using
the Public Folder Mechanism. To change this to Web-based distribution, use the
procedure below.

« Log on to the Exchange Server 2010 SP1 server and open the Exchange Management
Console.

« Expand Microsoft Exchange on-Premises, and expand the Organization container.

« Click the Mailbox option and select the Offline Address Book tab in the Results pane.
The Default Offline Address List will appear. Right-click this and select Properties.

o Select the Distribution tab and tick the Enable Web-based Distribution check box.
Click Add to select the Client Access Server Virtual Directory used for distribution
and, when finished, click OK.

The Exchange Server 2010 SP1 Client Access Server will now start distributing the Offline
Address Book using a virtual directory, using the HTTP protocol that can be used by
Microsoft Outlook 2007 or Outlook 2010 clients.

Users with mailboxes still on Exchange Server 2003, and who access their mailbox using
a Windows Mobile device, will get an error when they use the Exchange Server 2010

SP1 Client Access Server. These users will be able to synchronize their device when the
Microsoft-Server-ActiveSync virtual directory on the Exchange Server 2003 back-end
server has Integrated Windows Authentication enabled. This will allow the Client Access
Server and the Exchange Server 2003 back-end server to use Kerberos for authentication.
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Figure 3.14: After configuring the Offline Address Book generation server you can

check the configuration using the Exchange Management Console.

Now that you've got your Public Folder replication, Certificates and Web Services all
configured, it's time to change your Internet access infrastructure. You need to make sure
so far) are redirected to the new Exchange Server 2010 Client Access Server. So 11l quickly
outline the SMTP Infrastructure for this coexistence scenario.

3.2.4 SMTP Infrastructure

As discussed earlier, when an Exchange Server 2010 SP1 Hub Transport Server is installed
into an existing Exchange Server 2003 environment, it installs a special Legacy, or
Interop, Routing Group Connector. This Interop Routing Group Connector is responsible
for sending messages between Exchange Server 2003 and Exchange Server 2010 SP1 and
vice versa.
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When you move mailboxes to Exchange Server 2010 SP1 and a new message arrives on
the Exchange Server 2003 Front-End Server, this server will check Active Directory and
find the intended user's mailbox is on Exchange Server 2010 SP1. The message will be
routed through the Interop Routing Group Connector to the new Hub Transport Server,
and the message will be delivered in the Exchange Server 2010 SP1 Mailbox Server - nice
and simple.

Similarly, when a user with a mailbox on Exchange Server 2010 SP1 composes a message
for a mailbox on Exchange Server 2003, the message is routed from the Hub Transport
Server, through the Interop Routing Group Connector, to the Exchange Server 2003
Front-End Server. From there it will be delivered to the user's mailbox on the Exchange
Server 2003 Mailbox Server - also nice and simple.

As this is a completely stable system, it is up to the system administrator to decide
when the mail flow is switched from delivery at the Exchange Server 2003 server to the
Exchange Server 2010 SP1 Hub Transport Server. There are no hard requirements when
to switch the message flow.

3.2.4.1 Edge Transport Server

An Exchange Server 2010 SP1 Edge Transport Server is used for message hygiene
purposes; it will be used as an anti-spam and antivirus solution. The anti-spam solution
is built in to the product, and Microsoft Forefront Protection for Exchange Server can be
used for antivirus.

An Exchange Server 2010 SP1 Edge Transport Server can also be used, together with a
pure Exchange Server 2003 environment. The Edge Transport Server is used as a smart
host for the Exchange Server 2003 server, and can still act as an anti-spam and antivirus
solution. The full feature set of an Edge Transport Server is, of course, not available in an
Exchange Server 2003 environment.
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The full feature set of the Exchange Server 2010 SP1 Edge Transport Server becomes
available when you transition to the Exchange Server 2010 SP1 Hub Transport Server,
subscribe the Edge Transport Server to the Hub Transport Server, and switch the
mail flow from the Exchange Server 2003 environment to the Exchange Server 2010
SP1 environment.

If you want to install the Exchange Server 2010 SP1 Edge Transport Server and subscribe
it to the Exchange Server 2010 SP1 Hub Transport Server, follow the installation guide-
lines as outlined in Chapter 2. The question is, do you want to install the Edge Transport
Server? There's no definitive answer to this, and a consultant's answer would be "it
depends." An Edge Transport Server does a great job in offering antivirus and anti-spam
functionality and, as such, 1 can really recommend it. But a lot of customers already have
other anti-spam and antivirus solutions that perform very well. If this is the case, you
have to make a decision based on experience, pricing, manageability, and so on.

3.2.5 Final Exchange 2003 coexistence notes

So, at the end of that, you should have everything you need to configure your own
Exchange Server 2003 coexistence scenario. Just to finish off, there are a few things I want
to recap for when you are running this kind of scenario.

« An Exchange Server 2003 and Exchange Server 2010 SP1 coexistence scenario has two
management interfaces:

» the Exchange Server 2003 System Manager can only be used to manage Exchange
Server 2003 objects

 the Exchange Server 2010 SP1 Management Console and Management Shell can
only be used to manage Exchange Server 2010 SP1 objects.

« If mailboxes running on Exchange Server 2003 need to be moved to Exchange Server
2010 SP1, this can only be achieved using the Exchange Server 2010 SP1 tools.
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e When shared mailboxes are moved from Exchange Server 2003 to Exchange Server
2010 SP1, they will continue to run as shared mailboxes. They can be converted to
Resource Mailboxes at a later stage.

« Mailboxes can be moved from Exchange Server 2010 SP1 to Exchange Server 2003
using the Exchange Management Console or the Exchange Management Shell on
Exchange Server 2010 SP1. When a mailbox on Exchange Server 2010 SP1 has an
archive associated with it, the archive naturally has to be removed before the move to
Exchange Server 2003.

3.3 Coexistence with Exchange Server 2007

The differences between Exchange Server 2007 and Exchange Server 2010 SP1 aren't that
large. All the Server Roles have new or altered functionality, but it isn't as drastic as the
differences with Exchange Server 2003. One of the important changes between Exchange
Server 2007 and Exchange Server 2010 SP1 is in the replication technology.

The "old" replication technology, like Cluster Continuous Replication (CCR), Local
Continuous Replication (LCR) and Stand-by Continuous Replication (SCR) is no longer
available in Exchange Server 2010 SP1. Additionally, in the Client Access Server, the RPC
Client Access functionality is new when compared to Exchange Server 2007.

When building a coexistence scenario with Exchange Server 2007 the most important
issues are Management interfaces and Server Role features.

« Management interfaces - Exchange Server 2010 SP1 objects can be managed by
the Exchange Management Console (EMC) or the Exchange Management Shell
(EMS). Some attributes of an Exchange Server 2007 can be viewed as well, but
Exchange Server 2007 objects should be managed using the Exchange Server 2007
Management Tools.
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« Server Role features - Exchange Server 2010 SP1 has the same Server Roles as
Exchange Server 2007, but the functionality that's available to end-users depends on
the location of their mailbox. Not all features are available when the user's mailbox is
still hosted on Exchange Server 2007.

If you've already read the section about a coexistence scenario with Exchange Server

2003, then some of the more fine-grained details of this process will seem fairly familiar.
Nevertheless, this section of the chapter should give you everything you need to configure
a coexistence scenario between Exchange Servers 2007 and 2010. Before 1 dive into the
installation details, I'd just like to make a brief comment regarding 64-bit systems.

3.3.1 64-Bitin Exchange Server 2007

Exchange Server 2007 was the first Exchange version available in a 64-bit version,

and indeed the 64-bit version is the only version that is supported in a production
environment. The Information Store of Exchange Server 2007 will use as much memory
as is available to cache mailbox information which, in turn, can result in a dramatic
reduction of disk 1/O. As long as there is sufficient memory available in the Exchange
Server, of course.

As a result (and to be fair, this is somewhat true for any server) an Exchange Server
2007 server that is not properly designed will still result in a poorly performing server.
A best practice for designing a well performing Exchange Server is to use the Exchange
2010 Mailbox Server Role Requirements Calculator, which is available on the Microsoft

There is a 32-bit version available of Exchange Server 2007, but this version is not
supported in a production environment and should only be used in test and development
environments. To enforce this, it is time-bombed, and will officially only run for 120 days.
But now, on to the installation! And once again, remember that, as mentioned before,
there is not a 32-bit version available of Exchange Server 2010.
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3.4 Installing into an existing Exchange Server
2007 environment

Before installing the first Exchange Server 2010 SP1 server into an existing Exchange
Server 2007 environment, a number of prerequisites have to be met.

 All domains in an existing Active Directory forest have to be running in native mode.

« The Active Directory forest has to be running on a Windows Server 2003 forest
functionality level.

« Each site in Active Directory should have at least one Domain Controller and the
Global Catalog server on a Windows Server 2003 SP2 level. Although not enforced, it is
recommended to have 64-bit type Domain Controllers and Global Catalog Servers for
optimal performance.

e The Schema Master of the Active Directory needs to be a Windows Server 2003 SP2 or
a Windows Server 2008 SP1 server. This can either be a 64-bit or a 32-bit server.

« All Exchange Server 2007 servers must have Service Pack 2 installed.

« The Internet-facing Active Directory sites must be the first sites that will be upgraded
to Exchange Server 2010.

Likewise, the physical server where Exchange Server will be installed needs to meet the
prerequisites below.

« The server needs to be a 64-bit (64-bit Itanium is not supported!) based computer.

e Windows Server 2008 SP 2 or Windows Server 2008 R2 64-bit needs to be installed.
« Internet Information Server needs to be installed.

« Windows Remote Management (WinRM) 2.0 needs to be installed.

« PowerShell 2.0 needs to be installed.

o NET Framework 3.51 needs to be installed.
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Depending on the version of Windows 2008 you're using (i.e. Service Pack 2 or R2) a
number of hot-fixes need to be installed. I strongly recommend you bring your server up
to date with the latest hot-fixes from Windows Update.

3.4.1 Exchange Server 2010 SP1 order of
installation

Exchange Server 2010 can be installed into an existing Exchange Server 2007
environment in the same forest and the same domain, but there are some issues with
compatibility. You have to take the installation order of the Exchange Server 2010 servers
into account to minimize the impact of this.

« First - you have to upgrade the Internet-facing sites in Exchange Server 2007.

« Second - Exchange Server 2010 SP1 Client Access Server. The Client Access Server can
work with an Exchange Server 2007 Mailbox Server as well as an Exchange Server 2010
Mailbox Server.

o Third - Exchange Server 2010 SP1 Hub Transport Server.
« Fourth - Exchange Server 2010 SP1 Mailbox Server.

« The Edge Transport Server can be installed at any time, since an Exchange Server 2010
SP1 Edge Transport Server can be subscribed to an Exchange Server 2007 SP2 Hub
Transport Server.

After you've installed the Mailbox Server Role and established a proper Public Folder
replication between Exchange Server 2007 and Exchange Server 2010 SP1, you can start
moving mailboxes to the new Mailbox Server. Of course, the Public Folder replication
needs only to be configured when Public Folders are used in Exchange Server 2007.

Please bear in mind that an in-place upgrade to Exchange Server 2010 SP1 is not
supported in any scenario!

139



Chapter 3: Exchange Server 2010 SP1 Coexistence

3.4.2 Installing Exchange Server 2010 SP1

Although there's a specific order to the installation of Server Roles, these roles can, of
course, be combined on one server.

When upgrading to Exchange Server 2010 SP1 the following steps need to be performed:

 upgrade the Active Directory schema
« upgrade the Active Directory configuration
« upgrade the Active Directory domain

« install the Exchange Server 2010 SP1 Server Roles.

So, let's get started with the upgrade.

3.4.2.1 Upgrading Active Directory

Before you even think about installing Server Roles, the first step in upgrading the
Exchange Server 2007 environment to Exchange Server 2010 SP1 is upgrading the Active
Directory schema. Bear in mind that it is also possible to use the graphical setup program,
as this can be found on the installation media as setup.exe. When you use this program,
all steps below are automatically performed. The command prompt system is mainly for
people who want to retain more fine-grained control over their transition.

This is not different from the procedure described in Section 3.2.2, and can also

be achieved by entering the following into a command prompt: Setup.com /
PrepareSchema.

Once the schema has been upgraded, the Configuration (which is stored in the Active

Directory Configuration Container) can follow.
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Figure 3.15: The Exchange Organization in the Configuration Partition of a pure

Exchange Server 2007 environment.

The Exchange Server 2007 organization called "RUBS" can be seen in Figure 3.15.

All Exchange Server 2007 servers are stored in the default Administrative Group
Exchange Administrative Group (FYDIBOHF23SPDLT). If your Exchange 2007 has
previously been upgraded from Exchange Server 2003, then it's very likely that you will
see a First Administrative Group as well. If the upgrade was finished correctly, this First
Administrative Group should be empty, or almost empty.

Exchange Server 2010 SP1 also uses the Exchange Administrative Group (FYDIBOHF-
23SPDLT), but there are differences in how Exchange Server 2010 works, for example,
with databases. In Exchange Server 2007, a database is bound to a Mailbox Server while,
in Exchange Server 2010 SP1, databases exist on the organization level, independent of
any Mailbox Server. So, when upgrading the Exchange configuration, the Administrative
Group is changed to facilitate both the Exchange Server 2007 environment as well as the
Exchange Server 2010 SP1 environment.
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When you want to change the Exchange configuration, open a command prompt,
navigate to the Exchange Server 2010 SP1 installation media, and enter the following
command: Setup.com /PrepareAD.

After upgrading the Exchange configuration, some Exchange Server 2010 SPr1 specific
entries appear in the Exchange Administrative Group, like the Database Availability
Group and the Databases container. Figure 3.16 shows more or less what you should see.
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Figure 3.16: The Configuration Container after upgrading the Active Directory. The Exchange Server 2010

SP1 specific entries are clearly visible.

The next step is to prepare the domain (or domains if you have multiple domains that
host user accounts with Exchange Server mailboxes) for use with Exchange Server 2010
SP1. To do this, open a command prompt, navigate to the installation media and enter the
following command: Setup.com /PrepareDomain.
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And if you want to prepare all domains in your environment, enter: Setup.com /
PrepareAllDomains.

mmand Prompt

Microsoft Windows [Uersion 6.1.71881
Copyright (c> 2887 Microsoft Corporation. All rights reserved.

C:\Usersadministrator.EXCHANGELABS >cd “RC1

C:“RC1>setup.com spreparefAllDomains

llelcome to Microsoft Exchange Server 28168 Unattended Setup

By continuing the installation process, you agree to the license terms of
Microsoft Exchange Sewrver 2018. If you don’t accept these license terms.

please cancel the installation. To review these license terms,. please go to
http://go.microsoft.com fulink/-?LinkId=15812%7&c 1cid=8x40%~

s were detected. Setup will continue.
Freparing hange Setup
Copying Setup Files GCOMPLETED
Mo server roles will be installed
Performing Microsoft Exchange Server Prerequisite Check
Organization Checks COMPLETED
Conf iguring Microsoft Exchange Serwver

Prepare Domain Progress R COMPLETED

The Microsoft Exchange Server setup operation completed successfully.

C:\RC1>_

Figure 3.17: Preparing the current domain for Exchange Server 2010 SP1.

When the setup /PrepareDomain is finished the Active Directory is now ready to install
the first Exchange Server 2010 SP1 server.
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3.4.2.2 Installing the Exchange Server 2010 SP1 servers

As mentioned earlier, the only supported order of installation of Exchange Server 2010
SP1 Server Roles into an existing Exchange Server 2007 environment is as follows:

o Client Access Servers
e Hub Transport Servers

e Mailbox Servers.

Also, the Internet-facing Active Directory site, the site associated with your external
Autodiscover record, should be the first to be transitioned. Then you should transition
other Internet-facing Active Directory sites, sometimes referred to as "regional sites."
The last sites you should transition are the internal Active Directory sites. Transitioning
internal Active Directory sites before the Internet-facing Active Directory sites have been
transitioned is not supported.

In our test environment, we are installing a combined Exchange Server 2010 SP1 Client
Access Server Role and Hub Transport Server Role, and one dedicated Exchange Server
2010 SP1 Mailbox Server Role.

The procedure to install Exchange Server 2010 SP1 in an existing Exchange Server 2007
environment is not very different from when installing into an existing Exchange Server
2003 environment, as described in Section 3.2.2.2.

First, ensure that Windows Server 2008 Server and all the prerequisite software is
installed on the target server. To install Internet Information Server 7 (or 7.5 in the case
of Windows Server 2008 R2) and other prerequisites, open a command prompt, navigate
to the \setup\serverRoles\common directory in the installation media and enter the
following command: ServerManagerCmd.exe —ip Exchange-CAS.XML.
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This will install Internet Information Server, as well as other prerequisites, with the right
configuration for the Client Access Server and the Hub Transport Server. However, it is
recommended to have the setup application install all prerequisite Roles and features as
outlined both earlier and later in this chapter.

To install the actual Exchange Server Roles you can use either the command-line setup or
the graphical setup. Right now, we will use the graphical setup program, and to open this
setup application you just need to start the setup.exe program in the installation media.

 During the setup, choose the Exchange language option. You can choose to download
additional language packs from the Microsoft website, or use the language as available
on the DVD. Select Install all languages from the language bundle to download
additional language information.

« Follow the setup wizard, and at the Installation Type windows select Custom
Exchange Server Installation in order to select the Server Roles that need to be
installed. Select the Client Access Server Role and the Hub Transport Server Role.
When you check the Automatically install Windows Roles and Features required
for Exchange Server check box, all prerequisite software, like the various Internet
Information Server parts, will be installed automatically.

« In contrast with what 1 wrote in Section 3.2.2.2, you are not asked to select a Hub
Transport Server in the Exchange Server 2007 environment. This is because both
versions use Active Directory sites for routing messages, and so this should work
right away.

e Once everything is OK and the Readiness Checks are successful, you can start the
actual installation of the Exchange Server 2010 SP1 Client Access Server and Hub
Transport Server Roles. When the setup is finished, close the setup application and
reboot the server (if the setup asks you to do so).
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Figure 3.18: Select the Client Access Role and the Hub Transport Role.

« To install the Exchange Server 2010 SP1 Mailbox Server Role into the existing Exchange
Server 2007 environment you can follow the procedure as outlined in Section 3.2.2.3.
This is exactly the same, so there's no point in me giving it its own subheading!

3.4.2.3 Certificate installation

After the installation of the Exchange Server 2010 SP1 Client Access Server, the
coexistence still has to be configured. Eventually, users will connect to the new Client
Access Server and, if a user's mailbox exists on the new Exchange Server 2010 SP1 Mailbox
Server, the request will be processed as usual. When the user's mailbox still exists on the
Exchange Server 2007 Mailbox Server, however, the request is either forwarded to the
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Exchange Server 2007 Client Access Server, or processed by the Exchange Server 2010

SP1 Client Access Server, and the information retrieved from the Exchange Server 2007
Mailbox Server. This all depends on the protocol that's being used, but is important for
determining the certificates being used on the Client Access Server, as explained below.

Outlook Web Access clients naturally connect to the Exchange Server 2010 SP1 Client
Access Server. After validating the user's credentials, the Client Access Server checks
the Mailbox Server and, if this is still running on Exchange Server 2007, the request is
redirected to the Exchange Server 2007 Client Access Server.

After installing the Exchange Server 2010 SP1 Client Access Server, a new third-party
certificate needs to be requested. A self-signed certificate is created by default during
the setup of the Client Access Server, but this is not at all useable for a production
environment. The certificate that ideally needs to be used on a Client Access Server is a
certificate with multiple domain names, and these certificates are also known as Unified
Communications (UC) certificates. The additional domain names are stored in the
Subject Alternative Names property of the certificate. For more information regarding
these certificates and a list of supported UC certificate vendors, you can visit the

As explained in Section 3.2.3.1, Outlook Web Access clients are redirected from the
Exchange Server 2010 Client Access Server to the Exchange Server 2003 Front-End Server
when the actual Mailbox is located on the Exchange Server 2003 Mailbox Server. This is
also true when the actual Mailbox is still located on an Exchange Server 2007 Mailbox
Server though, of course, the OWA client is now redirected to the Exchange Server 2007
Client Access Server, which will contact the Exchange Server 2007 Mailbox Server to
process the request.
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This UC certificate should contain at least the following domain names:

e Webmail.inframan.nl - this is the primary entry point for all Outlook Web Access,
Exchange Active Sync (EAS) and Exchange Web Services (EWS) requests.

o Autodiscover.inframan.nl.

« Legacy.inframan.nl - this is the namespace for the Exchange Server 2007 Client
Access Server.

If you chose not to enter the external domain during setup (in the case of an Internet-
facing Client Access Server) a number of external URLs will also need to be configured as
explained in the next section.

3.4.2.4 Configure Exchange Web Services

Exchange Server 2010 SP1 uses the Client Access Server to offer the Offline Address Book
and Free/Busy information using the HTTP protocol, and these can therefore be used by
Outlook 2007 and Outlook 2010. To configure the Exchange services, open an Exchange

Management Shell and enter the commands below.

% Set-OWAVirtualDirectory —Identity 2010CASHUB\OWA*
: -ExternalURL https://webmail.inframan.nl/OWA

§ Set-OABVirtualDirectory —Identity 2010CASHUB\OAB* °
-ExternalURL https://webmail.inframan.nl/OAB

% Set-WebServicesVirtualDirectory —Identity 2010CASHUB\EWS* °

-ExternalURL https://webmail.inframan.nl/ews/exchange.asmx

% Set-ActiveSyncVirtualDirectory °
—Identity 2010CASHUB\Microsoft-Server-ActiveSync °
—ExternalURL https://webmail.inframan.nl/Microsoft-Server-ActiveSync

2 Set-ECPVirtualDirectory —Identity 2010CASHUB\ECP* °
-ExternalURL https://webmail.inframan.nl/ECP


https://webmail.inframan.nl/OWA
https://webmail.inframan.nl/OWA
https://webmail.inframan.nl/OWA
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In the coexistence scenario, the Offline Address Book Generation Server is still the
Exchange Server 2007 Mailbox Server. We want to move this to the Exchange Server 2010
SP1 Mailbox Server, so we follow these steps:

 logon to an Exchange Server 2010 SP1 server and open the Exchange
Management Console

 expand the Microsoft Exchange On-Premises (SERVERNAME) option

« expand the Organization Configuration container and select the Mailbox option;
click the Offline Address Book tab

o right-click the Default Offline Address Book and select Move

« use the Browse button to select the new Exchange Server 2010 SP1 Mailbox Server, and
click Move.

It is also possible to move the Generation Server to Exchange Server 2010 SP1 using the
Exchange Server 2010 Management Shell. On an Exchange Server 2010 SP1 server, open
the Exchange Management Shell and enter the command: Move-OfflineAddressBook
‘Default Offline Address Book’ —Server 2010MBX.

If your Exchange Server 2007 environment has Public Folders, it is likely that you will
want these on your Exchange Server 2010 SP1 Mailbox Server as well. The Public Folder
database is, in this case, automatically created, but you have to manually configure
replication, which is a bit of a hassle, and time consuming if you have a lot of User
Public Folders.

« Log on to an Exchange Server 2007 Mailbox Server and open the Exchange
Management Console.

 In the Exchange Management Console, double-click the Toolbox. Double-click the
Public Folder Management Console in the Results pane.

o Select the Offline Address Book and, in the Results pane, right-click the
Jo=<<organization>>/cn=addrlists/cn=oabs/cn=Default Offline Address Book and
then select the Replication tab. Use the Add button to add the Exchange Server 2010
SP1 Public Folder Database, and then click OK to close the Properties window.
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Figure 3.19: Add the Exchange Server 2010 Public Folder database to the replication list.

Repeat these steps for:

o EX:/o=<<organization>>/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)
o OAB Version 2

o OAB Version 3a
o OAB Version 4

o EX:/o=<<yourorg>>/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)

o Schedule+ Free Busy: EX:/o=<<yourorg>>/ou= Exchange Administrative Group
(FYDIBOHF23SPDLT).
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3.4.3 SMTP Infrastructure

The Exchange Server 2007 Edge Transport Server needs to be transitioned to Exchange
Server 2010 SP1 as well. Before doing so, you need to make sure the Active Directory has
been transitioned first.

« Install Exchange Server 2007 SP2 on all Client Access Servers in the entire
Exchange organization.

« Install the Exchange Server 2010 SP1 Hub Transport Server (after you've installed the
Exchange Server 2010 SP1 Client Access Server!) and subscribe the existing Exchange
Server 2007 Edge Transport Server to this new Hub Transport Server. This can coexist
for some time if needed.

« Install the Exchange Server 2010 SP1 Edge Transport Server in the DMZ. You can
follow the procedure for doing this as outlined in Chapter 2.

« Remove the subscription from the Exchange Server 2007 Edge Transport Server, and
subscribe the new Exchange Server 2010 SP1 Edge Transport Server to the Exchange
Server 2010 Hub Transport Server.

It's actually rather simple, although you should bear in mind that this is one of the rare
cases when the relationship between Exchange Servers 2007 and 2010 SP1 is asymmetric!
Specifically, an Exchange Server 2010 SP1 Edge Transport Server cannot be subscribed to
an Exchange Server 2007 Hub Transport Server.
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3.4.4 Moving Mailboxes to Exchange Server
2010 SP1

Mailboxes should be moved from Exchange Server 2007 to Exchange Server 2010

SP1 using the 2010 version of the Exchange Management Console, or the Exchange
Management Shell. Even more interesting, the new online move-mailbox functionality
(with the New-MoveRequest command) can be used, which results in a minimal
downtime for the users, even when they have a multi-Gigabyte mailbox!

During an online move-mailbox, a new mailbox is created on the Exchange Server 2010
SP1 Mailbox Server and the contents between the old (on Exchange Server 2007) and the
new mailbox are synchronized. The user is still working with the old mailbox and new
messages still arrive at the old mailbox. When both mailboxes are in sync the old mailbox
is closed, Active Directory is updated with information regarding the new mailbox
location and the new mailbox on Exchange Server 2010 SP1 is fully up and running.

Lastly, note that the online move-mailbox functionality only works between Exchange
Server 2010 SP1 servers, and when moving from Exchange Server 2007 to Exchange
Server 2010 SP1. When moving from Exchange Server 2010 SP1 to Exchange Server 2007,
the move is offline. It also doesn't work with Exchange Server 2003, which is a shame.

Either way, congratulations! You should now have Exchange Server 2010 SP1 running in
coexistence with either your Exchange Server 2003 or 2007 environment!
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3.5 Summary

As you've seen in this chapter, Exchange Server 2010 SP1 can coexist perfectly into an
existing Exchange Server 2003 or Exchange Server 2007 organization. There's no in-place
upgrade possibility, so you have to use other (new) hardware to do the actual Exchange
Server 2010 SP1 installation. When you transition from either version of Exchange
Server, be aware that you have to think about the external namespaces, i.e. webmail,
Autodiscover and legacy, in advance to get a smooth transition path. In the next
chapter 1 will focus more on the administration part of Exchange Server 2010 SP1.
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Exchange Server 2010 and Active Directory have a closely intertwined relationship.
Managing an Exchange Server 2010 SP1 environment automatically implies managing, to
some degree, aspects of an Active Directory environment.

For those not familiar with it, Active Directory can be managed using the default tools,
such as:

e the Active Directory Users and Computers MMC snap-in

« the Active Directory Sites and Services MMC snap-in

o the Active Directory domains and trusts MMC snap-in.
Exchange Server 2010 can be managed using:

« Exchange Management Console (EMC)
« Exchange Management Shell (EMS)
« Exchange Control Panel (ECP).

In this chapter, I'm going to focus primarily on getting to grips with the three Exchange
Server 2010 SP1 Management Tools, and touch upon the Active Directory methods
where relevant.

The Exchange Management Console is the GUI for managing an Exchange environment.
In a Windows environment, especially smaller environments, lots of Exchange admin-
istrators are used to GUIs and, as such, the EMC will almost certainly be the primary
(though not exclusive) means of Exchange Management.
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Alternatively, the Exchange Management Shell is a complete management interface, and
can manage all aspects of an Exchange organization. The EMS is actually also the primary
management interface, as the EMC is built on top of it. Every action taken in the EMC is
translated on the fly into an EMS command and executed. Under the hood, the EMS uses
Windows PowerShell 2.0 which, combined with the remote management capabilities in
Windows Server 2008 SP2 and Windows Server 2008 R2, gives Exchange administrators
the ability to remotely manage their Exchange environment. As an aside, a combination
of the EMC and EMS is a great environment for learning more about using PowerShell
2.0 in Exchange Server 2010 SP1, and 1'll explain this later when 1 go into detail about the
Management Console.

Exchange Server 2010 also has a new management feature, called the Exchange Control
Panel (ECP). The ECP is a part of the Outlook Web App which gives both users and
administrators some administrative control. Regular users can, of course, do as much as
they were able to in the Outlook Web Access options page in Exchange Server 2007, but
Exchange administrators and users with appropriate delegated permissions now have the
additional ability to manage some basic information in their Exchange environment.

In this chapter, 1l go through each of these management tools in enough detail for you
to pick them up and use them in your own environment as soon as you put this book
down. Once I've done that, 1l also take you through some of the finer points of the new
Role Based Access Control system, and give you a deeper understanding of the (changed)
Archiving and Compliancy features in Exchange Server 2010 SP1. So, without further ado,
let's get started.

4.1 The Exchange Management Shell

Windows Server 2008 was the first operating system that came with PowerShell 1.0 by
default, although it was available as a download as far back as Windows Server 2003. In
case you don't know about it, PowerShell is a very potent command-line interface which
can be used to manage your Windows Server, and the first Microsoft application to
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fully utilize it was Exchange Server 2007; the Exchange Management Shell is actually a
superset of commands built on top of PowerShell. Product Teams within Microsoft create
their own Management Shell solutions, and the Exchange Server team was one of the first
product teams building theirs. Naturally, there are other tools with Management Shells,

such as the System Center products, for example, and many of them are also built on top
of PowerShell.

Exchange Server 2010 SP1 uses PowerShell Version 2 (as can Exchange Server 2007

SP2, although it actually uses Version 1 by default), and in addition to the command-
line interface this version also has an Integrated Scripting Environment, which is an
integrated GUI that can be used to easily create PowerShell scripts. As I mentioned
earlier, PowerShell 2.0 is also integrated with Windows Remote Management (WinRM),
making it possible to use PowerShell to remotely manage your Exchange 2010 SP1
environment using the standard HTTP protocol. All that's needed is a workstation or a
server that has PowerShell Version 2 installed on the workstation.

M Internet Information Services (I15) Manager [_T00] I
@ &S [ 9 » HopsOL b Sies b Defauk webSte b Powershel » | & e -
Fie view Help
e &3 fPowerShell Home
d | - |s=’ L) £ Explore
5 start Page ; Edit Permissions...
=95 HCASO1 (HOSTIMG!administrato Filter: Go - lghShow Al | Groupby: -
-2} Application Pocls ASP.NET 4 [E) Basic settings. ..
FI-6] Sites View Virtual Directories
-4} DeFault web Site 2 3 7 WA
| aspnet_client: N 404 Manage Application A
¥ Aotodiscover JMET JMET JMET Error MET e
ep puthorizati... Complation  Pages  Globaization __ Drowselfppkcatiog
E'WS & Browse *:80 (http)
. ; P
Exchangs = L) g‘f ‘\E?; Browse :443 (https)
Exchweb ; - = - Browse 127,0.0.1:80 {htt
Microsoft-Server-Ac NETFrofls  METRolss  METTrust  NET Users = el i)
Levels [@] Browss 127.0.0.1:443 (hitps)
048 il
owa e = Advanced Settings...
re= =
Application  Conmection Machine Key  Pages and e
Settings Strings Contrals nne el
(¥ RpcWithCert
[+]
2 &
Providers  Session State  SMTP E-mail
s
2 9 [
] = .ﬂ LI
4 | w| [EIFestures view | - Content view
Ready -

Figure 4.1:

The PowerShell Virtual Directory in the Internet Information snap-in.

156



Chapter 4: Managing Exchange Server 2010 SP1

Even the Exchange Management Console uses the Management Shell (i.e. is written on
top of it), and so there are some functions which are not available in the Console but are
available in the Shell, such as Attachment Filtering in the anti-spam options. Since the
Exchange Management Shell is the primary management tool in Exchange Server 2010
SP1 (as it was in Exchange Server 2007), this development direction may hurt a little bit if
you're a die-hard GUI administrator.

When the Exchange Management Shell is started, you'll basically see an empty box with
just a command prompt - exactly like the Windows command prompt. You can get a list
of all available commands at this stage by entering Get-Command.

For the benefit of the afore-mentioned die-hard GUI administrators, a PowerShell
command consists of two parts: a Noun and a Verb. Verbs can be instructions like get, set,
new, remove, enable, disable, and the Noun component can be any objects in Exchange
Server. Just combine the Noun and the Verb, as shown below.

» Get-ExchangeServer - retrieves a list of all Exchange 2010 Servers in the organization.
» Set-MailboxDatabase - sets a property on a Mailbox Database.

« New-Mailbox - creates a new mailbox-enabled user.

« Remove-Mailbox - deletes a user object and its mailbox.

If you want to learn more about PowerShell commands, a quick web search will turn up
scores and scores of learning resources.

Besides the Exchange Management Shell, there's also the Windows 2008 PowerShell on your server

or workstation. If you start the PowerShell instead of the Exchange Management Shell, you'll see a
command prompt with a blue background, and the Exchange Server 2010 SP1 cmdlets won't be available.
If you are new to PowerShell and the Exchange Management Shell, there will come a day when you will

start the wrong Shell.
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4.1.1 Exchange Management Shell help

If there's anything you're not sure about when you're using the EMS, you have a friend
in the form of the Quick Reference Guide, located in C:\Program Files\Microsoft\
ExchangeServer\vl4\bin\en\ExQuick.htm. This contains the most important and
most-used cmdlets, and their variables.

If you need help on the fly, it's also possible to use the Shell's built-in help function. To get
a list of all available help items, just type help *.1f you need help about a specific cmdlet,
just type help and the name of the cmdlet. To get help about mail-enabling an existing
user, for example, just type help enable-mailbox.

4.1.2 Pipelining

Another great feature in PowerShell and the Exchange Management Shell is the
pipelining function, which uses the output of one cmdlet as the input for a second
command. This can drastically reduce the amount of work you need to put in to accom-
plish relatively complex tasks, and is more or less limited only by your own ingenuity.

For example, if you want to move all mailboxes in a Mailbox Database called Mailbox
Database 1988197524 to another Mailbox Database called Mailbox Database
0823751426, you can use the following command:

Get-Mailbox —Database "Mailbox Database 1988197524" | New-MoveRequest —
. TargetDatabase "Mailbox Database 0823751426"

This is what happens: Get-Mailbox —Database "Mailbox Database

1988197524" retrieves a list of all mailboxes in this particular database. The output of this
cmdlet is used as the input of the second cmdlet, the request to online-move mailboxes to
the other database.
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It's also possible to use more specific queries; for example, to get a list of all mailboxes
whose name starts with "Chris" you would use the command: Get-Mailbox | where-
object {$ .name —like "Chris*"}.

You can then use this as the input for a request to move all these mailboxes to
another database:

Get-Mailbox | where-object {$_ .name —like "Chris*"} | New-MoveRequest *
—TargetDatabase "Mailbox Database 0823751426"

It's possible to return only certain properties when using PowerShell commands by using
the Select option in combination with the technology's pipelining functionality. For
example, to return a list of mailboxes and only display the ldentity, the Mailbox Database
and the Archive Mailbox, just enter the following command:

Get-Mailbox —Identity J.Wesselius | Select Name,Alias,DisplayName,GrantSendOnBehalf
To,ArchiveDatabase

You'll get an output like that shown in Figure 4.2.

E- Machine: 2010CASHUB02.E2010.Jocal
[PS] C:sWindowsssystem32> get—mailbox —Identity J.Wesselius | select Hame,ﬂliﬁs,Dl’

izplayName.GrantSendOnBehalfTo, HailboxDatabhase firchiveDatabasze

: Jaap UWe lius
= {E2818.localsAccounts/DM-Consultants—nl-sKatie Pricel?

ArchiveDatabase : Mailbox Database 1387729632

[PS]1 C:sWindowsssystem3d2>_

Figure 4.2:  Query only a specific set of properties.
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4.1.3 Bulk user creation in the Exchange
Management Shell

This can be very useful, particularly when you need to create a lot of mailboxes in a
hurry. Suppose you have an Organizational Unit named Sales in Active Directory,
where 100 user objects reside. This command will create a mailbox for each user in this
Organizational Unit:

% Get-User —OrganizationalUnit "Sales" | Enable-Mailbox —Database "Mailbox Database
© 0823751426"

When there are multiple Organizational Units called Sales you have to specify the
complete path of the Organizational Unit:

% Get-User —OrganizationalUnit "El4.local/Account/Sales" | Enable-Mailbox —Database
: "Mailbox Database 0823751426"

It's also possible to filter the output of the Get-User command with the —Filter
parameter. For example, to Mailbox-Enable all users whose company attribute is set to
Inframan, enter the following command:

% Get-User —Filter {Company —eq "Inframan" } | Enable-Mailbox —Database "Mailbox
. Database 0823751426"

If you want to be even more specific, for example to Mailbox-Enable all users whose
company attribute is set to Inframan and whose department attribute is set to Intern,
enter the following command:

% Get-User —Filter {(Company —eq "Inframan") -AND (Department —eq "Intern")} |
 Enable-Mailbox —Database "Mailbox Database 0823751426"
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The following operations are available for the —Filter option:

e —-and
e -Or
e -—-not

« -eq(equals)

e -ne (does not equal)

o -1t (less than)

e -—gt (greater than)

e -like (compare strings by using wildcard rules)

e -notlike (compare strings by using wildcard rules).

In some cases, you'll find it useful to import a list of users from a .CSV file. This list can
be exported from another Active Directory or even from an HR (Human Resources)
application. It is actually relatively easy to import a .CSV file using PowerShell; the only
thing that you need to be mindful of is that the —Password option doesn't accept clear
text input. The input to this field has to be converted to a secure string:

. SDatabase="Mailbox Database 1563944384"

. $UPN="e2010.local"

© $users = import-csv $args[0]

 function SecurePassword([string]$password)

i
: $secure = new-object System.Security.SecureString
$password.ToCharArray() | % { $secure.AppendChar($ ) }
: return $secure
P
. foreach ($i in $users)
{

$sp = SecurePassword $i.password
Supn = $i.FirstName + "@"+ Supn
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$DisplayName = $i.FirstName + " "+ $i.LastName
New-Mailbox -Password $sp -Database $Database
-UserPrincipalName S$UPN

-Name $i.DisplayName

-FirstName $i.FirstName °

-LastName $i.LastName

-OrganizationalUnit $i.OU

On the first three lines, three parameters are set that are used during the actual creation
of the user and the mailbox. The file is read in a ForEach loop, and the actual users and
the mailboxes are created as this loop progresses.

The SecurePassword function reads the password from the output .CSV file and
converts it into a secure string which is used, in turn, as the password input during the
creation of the users. The .CSV file itself is formatted like this:

% FirstName,LastName,Password, OU

§ Jaap,Wesselius,Passlword,Accounts
f Michael,Francis,Passlword,Accounts
: Michael,Smith,Passlword,Accounts

f John,Doe,Passlword,Accounts

To make this script usable, save the script file as create.psl in a directory like C:\
scripts. You'll also need to save the .CSV output file as users.csv in the same
directory. To actually use the script, open a PowerShell command prompt, navigate to the
C:\scripts directory and enter the following command: .\create.psl users.csv.

4.1.4 Remote PowerShell

As 1 keep saying (I'll stop soon), the Remote PowerShell is new in Exchange Server 2010,
making it possible to connect to an Exchange Server 2010 server at a remote location,
and this hasn't changed in Exchange Server 2010 SP1. The workstation doesn't have to be
in the same domain or even have the Exchange Management Tools installed - as long as
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the proper credentials are used, it will work. With this kind of functionality, it's now as
easy to manage your Exchange Servers in another part of the building as your Exchange
Server in a datacenter in another part of the country. Needless to say, if you are using a
non-domain client for Remote PowerShell you cannot use Kerberos. You have to change
the authentication to Basic for this to happen.

When the Exchange Management Shell is opened via Start Menu > All Programs >
Exchange Server 2010, the Exchange Management Shell will automatically connect to
the Exchange 2010 SP1 Server you're logged in to. However, this is only true if you

are logged in to an Exchange Server (Console or RDP) at the time. If you are on a
management workstation, it will choose an arbitrary Exchange Server within your AD
site. Alternatively, using the remote options, it's also possible to connect to a remote
Exchange Server at this stage.

To use Remote PowerShell, you'll need to log on to a Windows Server 2008 (R2) server or
Windows 7 workstation that has the Windows Management Framework installed. The
Management Framework consists of PowerShell 2.0 and Windows Remote Management

Make sure that the workstation (or server) supports remote signed scripts. Due to security
constraints, this is disabled by default. You can enable this support by opening a Windows
PowerShell command prompt and entering: Set-ExecutionPolicy RemoteSigned.

The next step is to create a session that will connect to the remote Exchange Server.
When the session is created it can be imported into PowerShell:

$Session = New-PSSession °
—ConfigurationName Microsoft.Exchange
—ConnectionUri http://E2010MBX01.E2010.local/PowerShell
-Authentication Kerberos

Import-PSSession $Session


http://tinyurl.com/powershell2
http://tinyurl.com/powershell2
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The PowerShell on the workstation will now connect to the remote Exchange Server
using a default SSL connection and, RBAC permitting, all Exchange cmdlets will be
available. It's incredibly easy.

3] Administrator: Windows PowerShell Modules

1
Gopyright <G> 200% Microsoft GCorporation. All rights reserved.
PS C:\Usershadministrator.E2818> Set-ExecutionPolicy RemoteSigned

Execution Policy Change
The execution policy help« protect you fron scripts that you do not trust. C]langlng the execution polil

[N1 Ho [S]1 Suspend [?] Help {(default

[N]1 No [S1 Suspend [7]1 Help (default v

l_‘\admml.it) ator E2@10> $session = New-PSSe 1on —ConfigurationName Microsoft.Exchange —Conne
/!

st
IIHRNING: Sume imported command names include unappluued verbs which might make then less discoverable.
parameter for more detail or type Get-Uerh to see the list of approved ver

ExportedCommands

tmp_1biBbal3-dh24-4616... {Get—IRMConfiguration, MewMaillser, Enable—CmdletExtensionfigent.

P8 G:sUsershadministrator.E2018> get—mailbox

Serverl Name Pl n]|1h1tSendl)unta

trator 281 Bmhx8. nlimited
DiscoverySearchMa. . SB GB <53.687,0891,.2088 bytes)
nfo 28 unlimite
m.voskuil Zﬁlﬂmhxll unlimited
Jaap 201 @nbxB1 unlimited
J-wesselius 2818nhxA1 unlimited
in 281 8mhxB@1 unlimited
Jan—aart 281 8nbxBA1 unlimited
guarantaine 281 8nbxBA1 unlimited
info 281 BnhxB1 unlimited
Jaapu 281 @nbxB1 unlimited
Hans evoor hans 281 BnbxB1 unlimited
Marijcke Lang]luut Marijcke 201 @nbxB1 unlimited
Jelle Uredevoort Jelle 281 8mhxB1 unlimited
Laurens Uredevoort Laurens 281 8mbxB1 unlimited

Figure 4.3:  Get Mailbox information on a remote PowerShell session.

To end the remote PowerShell session, just enter: Remove-PSSession $session.

Admittedly, the above example is from a server that's also a member of the same Active

Directory domain. To connect to a remote Exchange Server 2010 server that's available

over the Internet, multiple steps are required. The first step is to create a variable in the
PowerShell command prompt that contains the username and password for the remote
session: $Credential = Get-Credential.

A pop-up box will appear, requesting a username and password for the remote Exchange
environment. Once you've filled in the credentials, the following command will

create a new session that will set up a connection to the Exchange environment. The
$Credential variable is used to pass the credentials to the Exchange environment, and
then the session is imported into PowerShell.
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$Session = New-PSSession ~
—ConfigurationName Microsoft.Exchange °
—ConnectionUri https://www.exchangeld.nl/PowerShell
-Authentication Basic -Credential $Credential

Import-PSSession $Session

@Mministratm: Windows PowerShell Modules

PS C:“\MWindows\system32> Import-PSSession %session
HARNING: Some imported command names include unapproved verhs which might make them less dis
parameter for more detail or type Get—Uerh to see the list of approved verhs.

ExportedCommands

tnp_bhcBf548f-17fB—4868. .. {Get-IRMConfiguration, New-Mailllser, Enable-CmdletExten

PE C:xWindowsssystem32> Get—MailboxDatabase
Server Recovery ReplicationType

Mailbox Databhase BB872095299 281 BMBR A1

Mailbox Database 2563792651 201 aMBAA1 None
Mailbox Database 13879229632 281BARCHIVE None
TempDB 201 8BMBEAL None
TempArchive 201 BMBER 81 E-3 MNone
Uredevoort 281 8MBAA1 None

PE C:sWindowsssystem32> _

Figure 4.4: Getting Mailbox Database information using the remote PowerShell

from my laptop at home.

If you want to connect to a remote Exchange Server 2010 SPI server over the Internet, remember to
enable Basic Authentication on the remote server. Open the Internet Information Services (11S) Manager
on the server, navigate to the default website and select the /PowerShell Virtual Directory. In the

Results pane, under I11S double-click on Authentication. Here you can enable Basic Authentication.

The examples were for the Active Directory domain administrator, who automatically has
the remote management option enabled. To enable another user for remote management,
enter: Set-User <<username>> -RemotePowerShellEnabled $True.
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4.1.5 Reporting with the Exchange Management
Shell

The Exchange Management Shell can actually be very effectively used for creating reports.
The EMS has quite a lot of powerful cmdlets, and with the pipelining option it is possible
to create all kinds of reporting. I'll give you a few examples, although please bear in mind
that the outputs for many of these examples have been edited for readability.

The Get-ExchangeServer cmdlet will return a list of all Exchange 2010 servers in
the organization.

: PS C:\Windows\system32> Get-ExchangeServer

% Name Site ServerRole Edition AdminDisplayVe

i 2010CASHUB02 E2010.loc... ClientAc... Enterprise Version 14.1
i 2010MBX01 E2010.loc... Mailbox Enterprise Version 14.1
g 2010ARCHIVE E2010.loc... Mailbox Enterprise Version 14.1

% PS C:\Windows\system32>

With the —Identity option it is possible to retrieve the information for only one
Exchange server, and when the Get-ExchangeServer cmdlet is used in a pipeline
with the Format-List command, all the detailed information for the server in
question is shown.
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. PS C:\Windows\system32> Get-ExchangeServer -Identity 2010CASHUB02 | f1l

: RunspacelId : £e882992-164b-46bf-b077-396£fb9d01a2
© Name : 2010CASHUB02
. DataPath : C:\Program Files\Microsoft\Exchange
f Server\V14\Mailbox
: Domain : E2010.local
© Edition : Enterprise
: ExchangeLegacyDN /0=E2010/ou=Exchange Administrative
' Group (FYDIBOHF23SPDLT)/
cn=Configuration/cn=Severs/
cn=2010CASHUBO02
 ExchangeLegacyServerRole : 0
: Fgdn : 2010CASHUB02.E2010.local
. CustomerFeedbackEnabled : False
: InternetWebProxy
IsHubTransportServer : True
IsClientAccessServer : True
IsExchange20070rLater : True
IsEdgeServer : False
IsMailboxServer : False
IsEl40rLater : True
IsProvisionedServer : False
. IsUnifiedMessagingServer : False
. OrganizationalUnit : E2010.local/2010CASHUB02
% AdminDisplayVersion : Version 14.1 (Build 180.1)
. Site : E2010.local/Configuration/
Sites/Default-First-Site-Name
ServerRole : ClientAccess, HubTransport
Identity 2010CASHUBO02
; OriginatingServer 2010AD02.E2010.1local
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If you want to retrieve mailbox information from your Exchange Server, the
Get-Mailbox and Get-MailboxStatistics cmdlets can be used:

: PS C:\Windows\system32> get-mailbox

© Name Alias ServerName ProhibitSendQuota

. Administrator Administrator 2010mbx0l1 unlimited

- GAL ICT info 2010mbx01 unlimited
{ Maya Voskuil m.voskuil 2010mbx01 unlimited
. Jaap Wesselius jaap 2010mbx01 unlimited
 Jaap Wessselius j.wesselius 2010mbx01 unlimited
© DM Consultants info 2010mbx01 unlimited
. Jan Aart Wesse..jan-aart 2010mbx01 unlimited
i Quarantaine quarantaine 2010mbx01 unlimited
© Hyper-V.nu Inf..info 2010mbx01 unlimited
 Jaap Wesselius jaapw 2010mbx01 unlimited
| Hans Vredevoort hans 2010mbx01 unlimited
f Marijcke Langh..Marijcke 2010mbx01 unlimited
; Jelle Vredevoo..Jelle 2010mbx01 unlimited
. Laurens Vredev..Laurens 2010mbx01 unlimited

Steven Vredevo..Steven 2010mbx01 unlimited
. Jos Vredevoort Jos 2010mbx01 unlimited
: Ineke Vredevoo..Ineke 2010mbx01 unlimited
f Bram Wesselius bram 2010mbx01 unlimited
. TAP tap 2010mbx01 unlimited
© Albert Alberts a.alberts 2010mbx01 unlimited
: Joe Lawyer J.Lawyer 2010mbx01 wunlimited
% Katie Price K.Price 2010mbx01 unlimited
: Michael Francis M.Francis 2010mbx01 unlimited
 Marina Wesseli..marina 2010mbx01 unlimited
 ExAdmin ExAdmin 2010mbx01 unlimited

% PS C:\Windows\system32>

To get detailed information about a particular mailbox, the output of that mailbox's
identity can be piped to the Format-List command.
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: PS C:\Windows\system32> get-mailbox -Identity J.Wesselius | fl

© RunspaceId

. Database
. UseDatabaseRetentionDefaults

: RetainDeletedItemsUntilBackup
: DeliverToMailboxAndForward

. LitigationHoldEnabled

. singleItemRecoveryEnabled
. RetentionHoldEnabled

i LitigationHoldDate

{ LitigationHoldOwner

. ManagedFolderMailboxPolicy
: RetentionPolicy

: CalendarRepairDisabled

{ IsMailboxEnabled

i Languages

¢ ProhibitSendQuota

. ProhibitSendReceiveQuota

. RecoverablelItemsQuota

: RecoverableItemsWarningQuota
. SamAccountName

ServerName

i UseDatabaseQuotaDefaults

: IssueWarningQuota

. RulesQuota

. ArchiveDatabase

; ArchiveGuid
 ArchiveName

: ArchiveQuota

; ArchiveWarningQuota

. CalendarVersionStoreDisabled
© Alias

. GrantSendOnBehalfTo

% Name
© OriginatingServer

. PS C:\Windows\system32>

£e882992-164b-46bf-b077-
396£fb9d01a2

: TempDB
: True

: False
: True

: True

: False
: False

26-4-2010 20:24:34

: Administrator

: False
: True

{en-US}

: unlimited
: unlimited
: unlimited
: unlimited

J.Wesselius
2010mbx01

: False

4 GB (4,294,967,296 bytes)
64 KB (65,536 bytes)

: Mailbox Database 1307929632

ad5140e7-4985-49a1-9411-
£88773395375

{Online Archive -

Jaap Wesselius}

: unlimited
: unlimited
: False

j.wesselius
{E2010.local/Accounts/
DM-Consultants-nl/
Katie Price}

Jaap Wessselius
2010AD02.E2010.1local
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The Get-MailboxStatistics cmdlet retrieves detailed information about Mailbox
usage from an Exchange Server.

[PS] C:\Windows\system32>Get-MailboxStatistics -server 2010MBX01

. DisplayName ItemCount StorageLimitStatus LastLogonTime
. Discovery Search 974 BelowLimit 20-5-2010...
. Hyper-V.nu In.. 1496 BelowLimit 26-4-2010. ..
- Maya Voskuil 2704 BelowLimit 8-6-2010. ..
© GAL ICT 211 BelowLimit 8-6-2010...
© DM Consultants 1062 BelowLimit 27-5-2010...
2 Microsoft Excha.. 15 NoChecking

- Joe Lawyer [Leg.. 16 BelowLimit 4-6-2010. ..
: Jos Vredevoort 2329 BelowLimit 8-6-2010...
: Jaap Wesselius 6438 BelowLimit 8-6-2010...
f Katie Price [HR.. 1 BelowLimit 13-4-2010...
% Quarantaine 337 BelowLimit 6-6-2010...
- Albert Alberts 7 BelowLimit 25-3-2010...
. Hans Vredevoort 1338 BelowLimit 8-6-2010...
{ Administrator 5 BelowLimit 7-6-2010...
: Marijcke Langho.. 1784 BelowLimit 8-6-2010...
: Marina Wesseliu.. 4483 BelowLimit 8-6-2010...
. Jan Rart Wessel.. 113 BelowLimit 12-6-2010...
. Hyper-V.nu Info.. 1497 BelowLimit 11-6-2010...

© PS C:\Windows\system32>

[PS] C:\Windows\system32>

So the Get-MailboxStatistics cmdlet gives lots of information about usage. To
get some real reporting information, PowerShell has an option to convert its output to
HTML. So, when you enter the following command:

% Get-MailboxStatistics -Server 2010MBX0l | ConvertTo-HTML DisplayName > 2010MBXO01.
© html

... nothing is logged to the screen, but an HTML file is created in the directory where the
PowerShell is running. Use Internet Explorer to open the output file (see Figure 4.5).

170



Chapter 4: Managing Exchange Server 2010 SP1

ﬁ' HTML TABLE - Windows Internet Explorer

——

(=1 =) |g C:\Users\administrator. E2010120 10MBX0 1. himl j || X
.7 Favorites | 9% @] Suggested Sites ~ @ | Web Slice Gallery ~
(@ HTML TABLE i
DisplayName
Discovery Search Mailbox
student7

Microsoft Exchange Approval Assistant
student22

Hyper-V.mu Informatie

Maya Voskuil

student8

GAL ICT

student16

DM Consultants bv
Microsoft Exchange

Joe Lawver [Legal Department]
Jos Vredevoort

Jaap Wesselins

Katie Price [HR. Deplartment]

SystemMailbox{0a1620a9-c22d-49ce-9536-6b52902d15a5}

Figure 4.5:  Output of the Get-MailboxStatistics cmdlet

redirected to an HTML file.

Using just the DisplayName is not really useful, so let's add some more parameters:

| Get-MailboxStatistics —Server 2010MBX01 | ConvertTo-HTML DisplayName,ServerName,

§ DatabaseName, ItemCount,

; TotalItemSize, LastLoggedOnUserAccount > MbxInfo.html

This will give the HMTL file shown in Figure 4.6.
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ﬁ HTHML TABLE - Windows Internet Explorer

18 x|
|ai C:\Users'\administrator. E2010MbxInfo.html j 4| X Ib Bing Folks
7.7 Favorites | 95 & Suggested Sites ~ @ | Web Slice Gallery ~
(& HTML TABLE | | - E] - (-] == - Page~ Safety = Tools - i@'v
DisplayName ServerName DatabaseName ItemCount TotalltemSize LastLoggedOnUserAccount
Di Search Mailbox Datab 9251 MB
SCOVETY Sear - I\ 0X Latabase y Y \ :
N 2010MBXOL (2 e 974 (97,017,454 E2010J Lawyer
bytes)
.. Mailbox Database
bl A A
student? 2010MBX01 2P0 1 134 B (134 bytes)
Microsoft Exchange N -+ Mailbox Database 1135KB
Approval Assistant 2010MBXO1 0872095299 3 (116,196 bytes)
. Mailbox Database
7 ¥ A 4
student22 2010MBXO1 = 80 1 134 B (134 bytes)
SvstemMailbox .
{021620a9-c22d-49ce- 2010MBX01 3;%5;‘3;;““5 2 889 B (889 bytes)
9536-6b3e902d15a5} “ee
. 29.44 MB
Hyper-V mu Informatie  2010MBX01 iAo Database o (30,867.225 E2010'info-hv
0872095299
bytes)
. 45.36 MB
Maya Vosluil 2010MBx0q “aibox Datsbase ., (47.560.813 E2010'm vosluil
0872095299
bytes)
Figure 4.6: Detailed information about mailbox usage redirected to an HTML file.

Much nicer!

If you're enjoying pipelining, it's also possible to use the PowerShell Out-File option instead of
redirecting using the ">".

Now let's create a small script with some variables:

« $Now contains the date and time the script runs
« $BodyStyle contains a value used to retrieve a stylesheet to customize the HMTL file

« $MBXOutput contains the actual output from the Get-MailboxStatistics cmdlet.

172



Chapter 4: Managing Exchange Server 2010 SP1

§ SNow=Get-Date

¢ $BodyStyle="<link rel='stylesheet' type='text/css' href= 'http://www.domain.com/

. styles/reporting.css' />"

. $BodyStyle=$BodyStyle + "<title>Exchange 2010 Mailbox Reporting</title>"

© $MBXOutput = Get-MailboxStatistics —Server 2010MBXO01 |

f ConvertTo-HTML DisplayName,ServerName,DatabaseName,ItemCount,TotalItemSize,LastLog
% gedOnUserAccount -Title "Mailbox Overview" -Head $BodyStyle

© $MBXoutput = $MBXoutput -replace "<BODY>", "<BODY><div id='midden'> <h3>Report
© $($now)</h3>"

. $MBXoutput = $MBXoutput -replace "</BODY>", "</DIV></BODY>"

% $MBXoutput | Out-File MailboxInfo.html

Save this file as reporting.psl and run the script. It will still show the output of the
query, but now it'll be beautifully formatted according the CSS style sheet.
This methodology will allow you to create some really cool custom reporting setups.

4.2 The Exchange Management Console

As discussed earlier, the Exchange Management Console is the GUI for managing the
Exchange Server 2010 SP1 environment. The Exchange Management Console is an MMC
3.0 snap-in and consists of several panes, as shown in Figure 4.7.

« Navigation pane - this is the left-hand pane where the Exchange organization is
visible, and features different leaves like the Organization Configuration, the Server
Configuration, the Recipient Configuration and the Toolbox.

 Results pane - this is the middle pane where the results about the selection in the
Navigation pane are visible.

 Actions pane - this is the right-hand pane, where actions are chosen that need to be
performed against the selections made in the other two panes.
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Exchange Management Console —1al x|
File Acton View Help
&=zl
&3 Post-Installation Tasks | Community Resources | Actions
£l L3 Microsoft Exchange On-Premises (e -
] 4| Organization Configuration -
£ Maibox |+ Exchange 2010 Post-Installation Tasks [ Add Exchange Forest...
|« Client Access View ,
| Hub Transport = :
.14 Unified Messaging 7| Post-Installation Tasks 2 Hel
B g EEWE’_CU”ﬁQWEW" After you complete a new installation of Exchange 2010 or after you add an
Gy Mailbex additional Exchange 2010 server role to an existing Exchange 2010 server,
2 Client Access you should complete the postinstallation tasks. Because each server role
2.1 Hub Tramsport offers several features that you can configure for your organization, make
= sure that you complete the post-nstallation tasks for each server role that
= Unified Messaging Fou el
= %, Redpient Configuration
23 Mailbox See the following topics for information about pest-nstallation tasks:
#2, Distribution Group @ Finalize Deployment Tasks
5] Mail Contact
= These tasks are required to complete the deployment of your Exchange
& Disconnected Mailbox 2010 organization. The tasks apply to features that are enabled by
4 Move Reguest default but require additional configuration.
5 Toolbox =
@ End-to-End Scenario Tasks
This topic provides a check list of the recommended tasks to perform
after you deploy Exchange 2010.
@ Additional Post-Installation Tasks
These tasks indude optional steps for configuring Exchange 2010
features. Also provided is a cheddist of the optional tasks to perform
after you install Exchange 2010,
< | o

Figure 4.7: The Exchange Management Console with the three panes.

When the Organization Configuration in the Navigation Pane is selected, the
organization-wide configuration of the Exchange organization can be managed, which
all the Exchange Servers in the entire organization will share. In the organizational
configuration, information can be set for example about Send Connectors, Accepted
Domains, Email Address Policies, Database Availability Group, Mailboxes, etc. The Server
Configuration in the Navigation pane contains all the server-specific configuration

options, such as a particular server's Receive Connectors, Outlook Web App settings or
Outlook Anywhere settings.
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Lastly, the Recipient Configuration contains some of the configuration options regarding
the following recipients:

e Mailbox

« Distribution Group

e Mail Contact

« Disconnected Mailbox

« Move Request.

4.2.1 PowerShell and the EMC

The easiest way to learn the PowerShell commands you'll need to manage Exchange
Server 2010 SP1 is to remember that, as the Exchange Management Console is written
on top of the Exchange Management Shell, every action in the Management Console is
translated to a Management Shell command. This is important because it's possible to
take an action in the EMC, and then see its PowerShell equivalent.

For example, to mail-enable a user in the Management Console:

« in the Navigation pane, select the Recipients configuration and select Mailbox; in the
Actions pane select New Mailbox

e in the New Mailbox Wizard select User Mailbox, and then click Next

o in the User Type windows, select Existing user and click the Add button; select an
available user object (this user object must be already created) and click OK, then click
Next to continue
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« in the Mailbox Settings windows, enter an appropriate alias for the new mailbox and
click Next to continue

« in the New Mailbox window, verify the configuration that's entered and click New to
create the new mailbox.

All of the configuration information that you've just entered is being translated to a
Management Shell command on the fly, and this command is then executed. When the
command is executed the window shown in Figure 4.8 appears.

2 ,."'_ New Mailbox
H Introduction Completion
B User T The wizard completed successfully. Click Finish to close this wizard.
e YD Hlapsed time: 00:00:02
[ Maibex Settings Summary: 1tem(s). 1 succeeded, Dfailed
1 New Mailb N
o tiad £2 Michael Frands (V] ﬂ
1 Completion =
Exchange Management Shell command completed:
Enable-Mailbox -ldentity 'E2010 local/Accounts/Exchange14/Michael Francis' -Alias
‘michael"
i Elapsed Time: 00:00:02
To copy the contents of this page, press CTRL+C.
Help < Back | Finish I

Figure 4.8: The results of mail-enabling a user.

In the lower part you see To copy the contents of this page, press CTRL+C. If you press
CTRL+C, the contents of this dialog are copied to the Windows clipboard, which then
contains the output below.
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E Summary: 1 item(s). 1 succeeded, 0 failed.
: Elapsed time: 00:00:02

: Michael Francis
: Completed

% Exchange Management Shell command completed:
. Enable-Mailbox -Identity 'E2010.local/Accounts/Exchangel4/Michael Francis'
-Alias 'michael’

" Elapsed Time: 00:00:02
Included in the output is the actual command that was executed, and this is by far the
easiest way to learn the PowerShell commands.

4.2.2 Evolution of the Exchange Management
Console

If you're familiar with Exchange Server 2007, the Exchange Management Console should
be familiar as well. There are some changes, though primarily because of architectural
changes in Exchange Server 2010. Mailbox Databases, for example, are not on the server
level as in Exchange Server 2007, but on the organization level. For managing the Mailbox
Database, the Organization Configuration now needs to be selected instead of the Server
Configuration (as is the case in Exchange Server 2007).

Since Mailbox Databases are on the organization level, individual Mailbox Database
names must be unique across the entire organization. This is the reason why default
Mailbox Databases are created with names like Mailbox Database 0889073255 and
Mailbox Database 1563944384.
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Exchange Management Console

File Action View Help
@ 7=
(] Microsoft Exchange = Mailbox 7 objects
=] {3 Microsoft Exchange On-Pr - - - - - — -
O [<&) Organization Configuri Address Lists | Retention Policy Tags I Retention Policies I Offline Address Book |
&, Mailbox Database Management | Database Availability Groups | Sharing Policies
|« Client Access '&,‘ e Flie
|5 Hub Transport
_ lsf Unified Messaging || Mame = | Mounted | Servers |
;_1 Server Configuration & Mailbox Database 0872... Mounted 2010MBX01
%, Recpient Configurato || Mailbox Database 1307... Mounted 2010ARCHIVE
& Toobox 4 Mailbox Database 2563... Mounted 2010MBXD 1
“IPublic Folder Database ... Mounted 2010MBX01
(i TempArchive Mounted 2010MBX01
s TempDB Mounted 2010MBX01
i Vredevoort Mounted 2010MBX01
4 | 1]
s Mailbox Database 0872095299 1 object
Database Copies |
Database = | Mailbox Server | 15 Active
aMaiIbox Database 0872... 2010MEX01 True
4 3
PYIR— | ' 2

Figure 4.9: Mailbox databases are on an organization level in Exchange

Server 2010 SP1.

A new feature in the Exchange Management Console is the option to manage multiple
Exchange organizations in a single console. If you open the Exchange Management
Console, by default the Exchange On-Premises organization which the Exchange Server
is a member of is shown. In the Actions pane, click Add Exchange Forest and enter

the Fully Qualified Domain Name (FQDN) of another Exchange organization you have
access to. Enter the proper credentials, and two separate Exchange organizations can

be managed at once from a single console. The ability to manage multiple locations and
multiple organizations is one of the things that Exchange Server 2010 now does very well.
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Exchange Management Console

File  Action View Help

a5 |s=HE
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=) 15 Microsoft Exchange On-Premises (ex2010.labs local) - | p
] & Organization Configuration Managed Default Folders | Managed Custom Folders | Managed Folder Mailbox Policies I ©ffline Address Book. |
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1o Client Access

% b Tramenrt § Create Filker
=k

_ a9 Unified Messaging Mame = | Dakabase File Path | Log Falder Path [ Mounted
;I Server Configuration \aMaibox Database 0316... Hi\Maibox Databass 031...  H:\Maibox Database 031...  Mounted
¥, Redpient Configuration iMallbox Database 0997, Gi\Mailbox Databass 099,,.  Gi\Maibox Database 099..,  Mounted

“IPublic Folder Database ... F:iPublic Folder Datsbase ... Fi\Public Folder Datsbase ... Mounted

E] 15 Second Exchange Forest “|Public Folder Database ... F:\Public Folder Database ... F:\Public Folder Database ... Mounted

T Shon
liy Mailbos

1o Client Access

| Hub Transport

|27 Unified Messaging

? Server Configuration
%, Retipient Configuration
8 Taokox
4 | ol
s Mailbor Database 0316724787 1 object

Database Copies I

[atabase = | Mailbox Server | Copy Status | Copy Queue Length
iaMaibox Database 0316... EX2010 Mounted 1}

Figure 4.10: Managing two Exchange organizations from one Management Console!

4.3 The Exchange Control Panel (ECP)

The Exchange Control Panel (ECP) was new in Exchange Server 2010, and has now been
significantly enhanced in Exchange Server 2010 SP1. It's a self-service Control Panel for
both end-users and Exchange administrators, accessible through the Outlook Web App
interface. The management possibilities available in the ECP naturally depend on the
management rights an individual user has in the Exchange organization.

When logged on to the Outlook Web App, click the Options button in the upper right

corner to access the Exchange Control Panel. A typical user enters a page where only their
individual settings can be changed, as in Figure 4.11.
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/2 My Account - Outlook Web App - Windows Internet Explorer o [=] 1)
@ = [ httos: /s exchangetd.nlieco orfr=oua Sl & |[4)[x|]P ng £l
¢ Favorites | @) Weer Relleu, Hetactuele w.,, & CasaMuscaret
22| | N3 UcuG nimeeting 5 juk 2010 .. | 4y Aceount -outiock )(l | M v B - L0 o= v Page~ Safetyr Toos~ @+
Outlook Web App <ign out | Jaap Wesselius
Mail > Options My Mail @ ~
Account _%
Organize E-Mail iy Accons
Groups
Settings Account Information - Jaap Wesselius Shorteuts to other things you can do
Phene General
Elock or Allow Display name:  Jaap Wesselius Q Tell people you're on vacation

E-mail address:  jaap@wesselius.info -
B Learn how to get Direct Push e-mail

Contact Numb
ontact Numbers on your mobile phone

Work phone:

Mobile phone: ‘_é Connect Outlook to this account
Settings for PO, IMAP, and SMTP access.

?& Change your password

[ Edit

[ [ [ [ [ [¢ mtemet]protected Mode: off [Fa - [Rwoo% -

Figure 4.11: The Exchange Control Panel for a regular user.

Also new in Exchange Server 2010 is the option for the user to change his or her own
attributes in Active Directory, such as address, location or phone number. A user just has
to click on the Edit button as shown in Figure 4.11 above, and their personal properties
can be changed.

For a typical user, the ECP is the replacement of the Options page in Exchange Server
2007 OWA and earlier, with the additional capability of modifying their personal
attributes. However, when a user has administrative privileges, the ECP has much more
potential. In the upper left corner there's an additional option, Select what to manage,
and the available options are:

o Myself
e My Organization

e Another User.
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/2 My Account - Outiook Web App - Windows I rer _ol x|
@\’-‘, = [ https: exchange 1.l owia =8 [[4)[x /[ s P~

< Favorites | 5 @ Weer Releu. Hetactulew... @ CasaMuscaret

gg| ~| I3 UCUG. il Meeting & i 2010 |4Mynmunt—nudnnkw.” xl | Zi v B - LY #h v Pagew Safetyr Took+ @
ajiIDOkWebApp sign out | Administrator
Mail > Optiofs: Manage Myself ~ My Mail @
Select what to manage
Account
Myself
Organize EMafl |y organization
Groups Another User.
Settings ACCOUNT IMToTTation - Administrator Shortcuts to other things you can do
Fhone General
Block or Allow Display name:  Administrator Q Tell people you're on vacation

E-mail address:  Administrator@e2010.local §
""‘E Learn how to get Direct Push e-mail

Contact Numbers ’
on your mobile phone
Work phone:
Mobile phone: % Connect Outlook to this account

Settings for POP, IMAP, and SMTP access...
% Change your password

Edit
Shortcuts to administrative tools
Manage your organization
E Learn about Windows PowerShell
[ [ [ [ [ @ ntenet | Protected Mode: Off [%5 - [Hw0% -

Figure 4.12: The Exchange Control Panel for an administrative user.

When My Organization is selected, the admin user has the ability to perform basic
administrative tasks like Managing Mailboxes, Public Groups, External Contacts,
Administrative Roles and User Roles. Using the ECP it is even possible to create,
modify or delete Mailboxes, Groups or External Contacts.
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ol
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gg| ~| 13 UCUG il Meeting & i 2010 ... | s Mailbores - Microsoft Exc.. "l | % - B) - ) = - page~ Safety+ Toos- @+
E‘;t‘:'lrmange Server sign out | Administrator
Mail > Options: Manage My Organization ~ My Mail @ -

Users & Groups a @ Q
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Search mailboxes P
Display Name ~ |Mailbox Type E-Mail Address
%} Administrator User (Archive) Administrator@e2010.local
(%) Albert Alberts User (Archive) a.alberts@dm-consultants.nl
84 Bram Wesselius User bram@wesselius.info
%) DM Consultants by User (Archive) info@dm-consultants.nl
84 Exadmin User ExAdmin@e2010 local
igd GaLICT User info@galict.nl
84 Hans Vredevoort User hans@vredevoort.com

1 selected of 25 total

[ [ [ [ [ [ [ mntenet|Protected Mode: OFF Fa - [Rwo% -

Figure 4.13: Available administrative tasks in the Exchange Control Panel.

Besides Users & Groups there is also a Reporting option available in the Exchange
Control Panel, and this gives access to a tool which is the successor of the Message
Tracking Tool in Exchange Server 2007. Using the Reporting options it is possible to
retrieve information about the message flow in Exchange Server 2010.

To try it out, select the mailbox to search for information, select the Recipient (messages

sent to or messages received from) and information for the Subject Line. The Exchange
Control Panel will show a list of messages that comply with the search options.
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Figure 4.14: Reporting options in the Exchange Control Panel.

4.4 Role Based Access Control (RBAC)

In Exchange Server 2003 and Exchange Server 2007, the Exchange Administrator has
the ability to perform some delegation of control. This way it is possible to grant other
users or Security Groups more privileges in the Exchange organization, allowing them to
perform some administrative tasks as well.

In Exchange Server 2010 this has changed into a Role Based Access model, where users

can be added to predefined Role Groups. When a user or a security group is added to such
a Role Group they automatically inherit the security rights assigned to it.
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The following default Role Groups are available:

Delegated Setup

» Discovery Management

e Help Desk

» Hygiene Management

e Organization Management
 Public Folder Management
» Recipient Management

« Records Management

» Server Management

UM Management

e View-Only Organization Management.

To give a user additional permissions on the Exchange organization, you really do just
need to add the user to the appropriate Role Group. This can be achieved using:

« Exchange Management Console - the RBAC Editor can be found in the tools section
but, when selected, you're redirected to the Exchange Control Panel

« Exchange Management Shell

« Exchange Control Panel.

To add a user to the Recipient Management Role Group in the Exchange Management

Shell, enter the following command: Add-RoleGroupMember "Recipient
Management" -Member J.Wesselius.
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To add a user to the Recipient Management Role Group using the Exchange Control
Panel, open the ECP and select My Organization in the Select what to manage
drop-down box. Click the Administrator Roles tab, and double-click the Recipient
Management Role Group, then click Add and select the user.

{2 Administrator Roles - Microsoft Exchange - Windows Internet Explorer

=lolxi

@‘4 @ [ https: exchange 14.nij=cp 21 fr=owa
7 Favorites | 55 @ Weer Rellu. Hetactuele w... &) CasaMuscaret

gg| v| [[3 UCUG i Meeting 6 juli 2010 .. | L Administrator Roles - Mic... % | |

Y e - Page - Safety Tooks- v

Eﬁfmange Server

Mail > Options: Manage My Organization +

Lt | Administrator

My Mail @ -

Roles & Auditing Administrator Roles  UserRoles  Auditing
Mail Control
Phone & Voice Role Groups
@ New... | EZ]Details | X | 3 copy | & Delegated Setup
— - 5 Members of this RoleGroup have
Search role groups permissions to install and uninstall
Exchange an provisianed servers,
Name B
Delegated Setup Assigned Roles:

Discovery Management View-Only Configuration

Help Desk

Members:
Hygiene Management
Organization Management

Wirite scope:
public Folder Management Default
Recipient Management
Records Management
Server Management
UM Management

View-Only Organization Management

1 selected of 11 total

[ [ [ [ [ [ [ mtenet | protected Mode: OFF o~ [®we% -

Figure 4.15: Managing RBAC Administrative Roles using the Exchange

Control Panel.

One of the major benefits of using Role Based Access Control is that it is possible to give
very granular permissions to users or Security Groups. Although this was possible in
Exchange Server 2007 as well, you had to work with Access Control Lists (ACLs) to get
the same results, and the downside of changing ACLs is that it can give unwanted results

due to unexpected restrictions.
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4.4.1 RBAC architecture

Role Based Access Control, or RBAC, is a management model that can be used to delegate
control in your Exchange organization. RBAC consists of Management Roles, Role Entries
and Role Scopes.

« A Management Role is a configuration object, stored in Active Directory, which
defines management tasks. These tasks are made available to any users to which the
Management Role has been assigned. There are two types of Management Roles, the
Built-in Management Roles, as shown in Figure 4.15, and Custom Management Roles.

« Management Role Entries are, in essence, just a list of Exchange Tasks that can be
performed. You can see this list as the equivalent Exchange Management Shell cmdlets
that can be run.

« The Management Role Scope is the boundary of control for a Management
Role Assignment.

« A Management Role Assignment is a configuration object, also stored in Active
Directory, which links a particular Management Role to a user or Universal Security
Group (USG), also known as the "assignee.”

« The Role Assignment Policy allows the assignment of Management Roles
to a Mailbox, and is linked to a particular Mailbox using a property
(RoleAssignmentPolicy) on the Mailbox.

« ARole Group is a Universal Security Group in Active Directory, stored in the
Microsoft Exchange Security Group Organizational Unit.
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Role
PAssignment

Figure 4.16: Schematic overview of the RBAC architecture.

Out of the box, Exchange Server 2010 only has one Role Assignment Policy, the Default
Role Assignment Policy, which you can view using the Get-RoleAssignmentPolicy
cmdlet.

. PS C:\Windows\system32> Get-RoleAssignmentPolicy

i RunspaceId : ae7eaeff-a2be-4957-9505-d2387c4cbeeb
. IsDefault : True
. Description : This policy grants end users

permissions to set their Outlook Web

App options and perform other
self-administration tasks.
{MyBaseOptions-Default Role Assignment
Policy, MyContactInformation-Default
Role Assignment Policy, MyVoiceMail-
Default Role Assignment Policy,
MyTextMessaging-Default Role

1 Assignment Policy...}

: AssignedRoles : {MyBaseOptions, MyContactInformation,

© RoleAssignments
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: MyVoiceMail, MyTextMessaging...}
. AdminDisplayName :

- ExchangeVersion : 0.11 (14.0.509.0)
© Name : Default Role Assignment Policy

. DistinguishedName : CN=Default Role Assignment Policy,
CN=Policies,CN=RBAC,CN=E2010,
CN=Microsoft Exchange,CN=Services,
CN=Configuration,DC=E2010,DC=local

© Identity : Default Role Assignment Policy

© Guid : a2ed89da-59b3-40ec-84a9-0321e£100b80
: ObjectCategory : E2010.local/Configuration/Schema/
A ms-Exch-RBAC-Policy

; ObjectClass : {top, msExchRBACPolicy}

{ WhenChanged : 19-8-2009 14:56:19

. WhenCreated : 18-7-2009 19:57:36

: WhenChangedUTC : 19-8-2009 12:56:19

| WhenCreatedUTC : 18-7-2009 17:57:36

: OrganizationId 8

i OriginatingServer : 2010AD02.E2010.local

© IsValid : True

© PS C:\Windows\system32>

This Role Assignment Policy is assigned to all users by default, and makes sure that the
users can manage their own properties. The only other user that's a member of one of
the Role Groups is the Administrator who has installed Exchange Server 2010, who is a
member of the Organization Management Management Role.

When you want to add the mailbox-enabled user name "Support Desk"” to the Help Desk
Management Group, follow the steps below.

» Log on as an Exchange Administrator to OWA and open the Exchange Control Panel.
 In the Options drop-down menu, select Manage My Organization.

« In the Navigation pane, select the Roles & Auditing option. The Role Groups will
appear in the Results pane.
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o In the Results pane, select the Help Desk Role Group and click the Details button. The
Role Group window will appear. In the Members area, click the Add button and select
the Support Desk mailbox. Click Add and click OK to finish the Add Member wizard.

« Click Save to save the new settings.

When you check the members of the Universal Security Group called Help Desk in Active
Directory Users and Computers, you'll see that the Support Desk user is now a member
of this Group. You might ask yourself, "Can I just add users to this, or other Security
Groups to achieve this functionality?" The answer is "Yes." You can add other users to
these Security Groups to achieve the same Role Based Access Control functionality. Only
when you want to change very specific settings, for example, the possibility of importing
and exporting mailboxes you have to use the native RBAC options.

ﬁAdministrator Roles - Microsoft Exchange - Windows Internet Explorer - Iﬁ' ZI
@A - I_ﬁ https: [ /www . exchange14.nl/zcp/ j % || X |b5 ng P

y_:} Favorites | TJ;; £ | suggested Sites ~ | Web Slice Gallery =

"4y Administrator Roles - Microsoft Exchange | | ﬁ - [ - =] s= - Page~ Safety - Tools ~ l@lv

Microscit
Exchange Server sign out | Administrator

Mail > Options: Manage My Organization My Mail @ ~

Users & Groups (& &%

Roles & Auditing Administrator Roles  User Roles Auditing

Mail Control

Phone & Voice Role Groups
) ASSIgnea roles:
B New.. | [ElDetails X | Racopy & ]
User Options

Search role groups L View-Only Recipients

MName . Members:
Delegated Setup Support Desk

Discovery Management

Help Desk Write scope:

Default
1 selected of 11 total

‘Done ’_’_ ’_ ’_I_I_ |@ Internet | Protected Mode: Off a3 - | H100% v

Figure 4.17: The Mailbox-Enabled user named "Support Desk" is added to the Help Desk

Management Role.
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The next time the Support Desk user logs on and opens the Exchange Control Panel,
he/she will be able to manage other users and their mailboxes.

/= Mailboxes - Microsoft Exchange - Windows Internet Explorer =10l x|
@_“"-* hittps: /i, exchange 14.nl 2o rf —onz =1l & |[#2][x ][5 Bina 2 -
¢ Favorites \g;. @ Weer Relleu. Het actuele ...  # CasaMuscaret
s Mailboxes - Microsoft Exchange | | X - E) - [ o= - page- safety- Toos~ @
et
Exchange Server sign out | Support Desk |
Mail > Options: Manage My Organization ~ My Mail 0 =

Users & Groups a @

Mailboxes  Distribution Groups  External Contacts

Mailboxes
Select view: IA\I mailboxes j

=] Details | &

Mail Control

Phone & Voice

Search mailboxes L
Display Name “ |Mailbox Type E-Mail Address
d‘? Administrator User (Archive) Administrator@e2010.local
d‘? Albert Alberts User (Archive) a.alberts@dm-consultants.nl
g4 Bram Wesselius User bram@wesselius.info
d‘? DM Caonsultants by User (Archive) info@dm-consultants.nl
84 Exadmin User ExAdmin@e2010.local
g4 GALICT User info@galict.nl

1 selected of 26 total

[Dene [T [T [ [ [@ mternet | Protected Mode: OFf [+ [Hww -~

Figure 4.18: The Support Desk user can now manage users/mailboxes.

It is also possible to add a specific role to a user. For example, nobody can import or
export mailboxes immediately; permissions must first be granted. To grant this option
to the Support Desk user, the Management Role has to be assigned. Open the Exchange
Management Shell and enter the following command:

The Support Desk user now has the ability to start the New-MailboxExportRequest
and New-MailboxExportRequest cmdlets.
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4.5 Archiving and Compliancy

One important aspect of managing your Exchange environment is obviously managing
the email; both the amount of email, and how email is treated.

The amount of email people receive has grown tremendously over the last couple of
years. It is not uncommon any more for people to have a multi-gigabyte mailbox, plus a
number of PST files where they keep all kinds of information.

Exchange used to be dependent upon an expensive storage solution, although this
became less important with Exchange Server 2007. But managing an environment with
multi-gigabyte mailboxes brings its own challenges with respect to storage. PST files are
a different story again; they're unsafe to use because they are usually stored on a desktop
or laptop. If this is stolen, the information is lost and, potentially, compromised. PST files
are sometimes stored on network shares, but this is not actually supported by Microsoft.

Third-party archiving solutions are often implemented, which are a particularly good
idea when they're part of an Information Lifecycle Management policy. An Information
Lifecycle Management policy is a procedural solution that describes how an organization
deals with information (i.e. email). It includes details such as:

« how organizations stick to compliancy regulations
« how long email is stored (retention times)

e where email is stored (location and folders)

e how email is backed up.

An Information Lifecycle Management solution is a proper business case for an archiving
solution. Sometimes "cheap storage” is mentioned, but there's no such thing as cheap
storage. Of course, a 500 GB SATA disk is less expensive than a 320 GB SAS disk, but SATA
disks need power, cooling and, most importantly, management. An archiving solution will
also need to be managed, backed up, and properly provisioned with hardware (but maybe
not as often as a regular Exchange system).
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4.5.1 Exchange 2010 Archiving

New in Exchange Server 2010 RTM was the built-in archiving solution, which made
it possible to create a personal archive mailbox within the Exchange organization.
The downside of Exchange Server 2010 RTM was the fact that the personal archive
was created in the same Mailbox Database as the user's primary mailbox. This wasn't
a real archiving solution, as it failed offload the large amounts of legacy data to a less
important server.

New in Exchange Server 2010 SP1 is the fact that you can now create a personal archive
on a separate Mailbox Database, which can even be located on a separate Mailbox Server.
So, it's now possible to create your primary mailboxes on a Mailbox Server that's part of
a DAG (I'll discuss this more in Chapter 5) and achieve High Availability at the primary
mailbox level. In addition, you can create the personal archive on a separate server,
without a DAG, and potentially even an alternative storage solution.

To create a dedicated Mailbox Server for hosting personal archives, the only thing you
have to do is to install an Exchange Server 2010 SP1 Mailbox Server and create one (or
more) Mailbox Databases on this server.

What you don't want to happen is for any primary mailboxes to be provisioned on this
Mailbox Database. To prevent this, you can exclude this particular Mailbox Database from
provisioning mailboxes. After installing Exchange Server 2010 SP1, open the Exchange
Management Shell and enter the following command:

set-mailboxdatabase —Identity <<mailbox database>>
: -isexcludedfromprovisioning:$true
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To create a personal archive mailbox, follow the steps below.

« Logon to an Exchange Server and open the Exchange Management Console.

« Expand the Exchange On-Premise, expand the Recipient Configuration and select
Mailbox.

« In the Results pane select one or more users that need to have an Archive.

« Right-click the selected user(s) and select Enable Archive. The Enable Archive wizard
will appear. By default it will create a local archive, which means in your own Exchange
organization, but you can enter another database to locate the personal archive on. A
slick feature is to have a remote Archive, which means in the "Cloud." At the moment
of printing (Summer 2011) this was not available, but for sure the new Microsoft
Online offering (Office 365) will include this. Click OK to continue and the archive will
be created.

Except for the icon changing, nothing special happens in the Exchange Management
Console. You can request the mailbox properties and select the Mailbox Features tab to
check if the Archive is enabled (see Figure 4.19).

The archive is actually just a secondary mailbox which is created in the same Mailbox
Database or, my personal preference, in a separate Mailbox Database as the primary
mailbox. But remember, the default still is adding the personal archive to the same
Database! As mentioned earlier, if you're using a separate Mailbox Database for your
archive mailboxes, this database can also be running on an entirely separate Mailbox
Server. To request more information about the Mailbox Archive, open the Exchange
Management Shell and enter the following command:

| Get-Mailbox -Identity <<mailbox>> -Archive | °
3 ft ArchiveGuid, ArchiveName, ArchiveQuota,
ArchiveDatabase
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The default Mailbox Quota is 2 GB, and the default Quota for the Mailbox Archive is
unlimited (although a warning is issued at 50 GB), but these quotes are not set in stone.

Jaap Wesselius Properties ZI

General I User Information I Address and Phone I Organization Account I

Member Of I E-Mail Addresses | Mailbox Settings I
Mail Flow Settings Mailbox Features | Calendar Settings
Properties... Enable Disable
Feature | Status |
[E-10utlock Web App Enabled
Exchange ActiveSync Enabled
U:_| Unified Messaging Dizabled
[~ MAPI Enabled
AEIPOP3 Enabled
AEIMAPA Enabled
Archive Enabled

Diescription

ltems can be automatically moved from the primany mailbox to the archive by
using a move policy

| Online archives are a premium feature and require an Exchange Entemprise
Client Access License {CAL) to enable it forthe mailbo.

5| [ ok | camcel | 20 | hep |

Figure 4.19: The archive is enabled on this particular mailbox.

For example, to set the Mailbox Archive Quota to 10 GB, use the Exchange Management
Shell and enter: Set-Mailbox —Identity <<mailbox>> —ArchiveQuota 10GB.

The ArchiveQuota value can be entered using B (Bytes), KB (Kilobytes), MB

(Megabytes), GB (Gigabytes) or TB (Terabytes), and the value itself can range from 1 to
0223372036854775807 bytes.
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The maximum recommended database size in Exchange Server 2010 is 2 TB, so special care needs to
be taken with the amount of mailboxes per database and the Archive Quota per Mailbox to prevent

unlimited growth of the database.

4.5.2 Messaging Records Management

Messaging Records Management (MRM) policies in Exchange Server 2010 are comparable
to rules in an Outlook client. With these policies, an Exchange administrator has the
ability to automate the processing of email and simplify message retention. Examples of
reasons for implementing MRM rules are things like: your company needs to comply with
requirements from Sarbanes-Oxley (SOX), HIPAA, or the US Patriot Act. With Messaging
Records Management it is possible to:

« configure Retention Policies on users' mailboxes

 configure settings on specified folders so that messages in these folders are sent to
another recipient.

One way to implement MRM is by using Managed Folders, which involve an Exchange
administrator creating one or more custom folders and an associated custom folder
policy. This policy can be responsible for, as an example, messages being deleted after
180 or 360 days, but the user is still responsible for moving the individual messages to the
custom folder.

Managed Folders and an Archive Mailbox are not compatible. If you are using Managed Folders on
a particular mailbox and you want to create an Archive, the creation will fail (see Figure 4.20). You
have to migrate the Managed Folder solution to a Retention Policy solution before implementing an
Archive Mailbox.
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Microsoft Exchange Error
& ] Action 'Enable Archive' could not be perfarmed on object 'Katy Price [HRT.
[
- 24 Katy Price [HR] QB 3
Enar:
Mailba 'K.aty Price [HR]' cannat be Archive enabled with Managed Folders
Palicy. Archives are supparted anly with Retention Palicy.
To copy the contents of this dialog box. press CTRL+C.
4

Figure 4.20: Error message arising from a conflict between

Managed Folders and Archiving.

Managed Folders first appeared in Exchange Server 2007, and they have continued in
Exchange Server 2010. However, Microsoft is focusing more on the Retention Policies

as part of the MRM Version 2, than on the Managed Folders. In Service Pack 1 of
Exchange Server 2010, you'll see that the Retention Policies can now be managed from
the Exchange Management Console, but the Managed Folders can now only be managed
from the Exchange Management Shell - i.e. the ability to control Managed Folders has
been removed from the Management Console.

If you are new to Messaging Records Management, 1 wouldn't bet on Managed Folders,
and would instead start implementing Retention Policies.

As you might have guessed, new in Exchange Server 2010 is the implementation of MRM
2.0 using Retention Policies and Retention Tags. Retention Tags specify if retention is
enabled, how long a message (which can be a note or a contact as well) should be retained,
and what action will be performed when the retention age is reached.
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There are three types of Retention Tags:

1. Retention Policy Tags - these are tags that are applied to default folders such as the
Inbox, Junk Email, Sent Items or Deleted Items. These are set by the Exchange admin-
istrator and cannot be changed by the individual user. An example of a Retention
Policy Tag could be "Delete all items from the Deleted Items folder after 30 days."

2. Default Policy Tags - these are tags that are applied to items that are not subject to
any other Policy Tags. You can create multiple Default Policy Tags, but a Retention
Policy can only have one Default Policy Tag.

3. Personal Tags - these are tags that are created by the Exchange administrator, and
which can be applied by individual users to Folders or Messages in their Mailbox.

Messages are processed by the Exchange Mailbox Server based on the Retention Tags
and the content settings of those tags. When a message reaches the retention age limit
specified in the tag, it can be archived, deleted, or flagged for user attention.

Using Retention Policies, it is now also possible to store only messages with a maximum
age of 3 months in the user's mailbox, and store messages older than 3 months in the
Archive Mailbox. Suppose there's a Human Resources department within your organi-
zation, and all messages older than 3 months should be stored into the user's Archive. The
following steps have to be followed:

« create the necessary Retention Tags which define when an action should be taken (i.e.
when the retention time of 3 months has passed)

« create the Retention Policy that defines what needs to be done when the retention
time has passed (i.e. move to the Archive)

« apply the policy to the mailbox.
In Exchange Server 2010 RTM you could only use the Exchange Management Shell when

creating Retention Policy Tags and Retention Policies. In Exchange Server 2010 SP1, you
can now use the Management Console for these actions.
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As an example, we'll create a Retention Policy Tag that will move all items older than
180 days (6 months) to the user's personal archive. Follow the steps below to create this
Retention Policy Tag.

« Log on to an Exchange Server 2010 SP1 server and open the Exchange
Management Console.

« Expand the Microsoft Exchange On-Premises (SERVERNAME).

« Expand the Organization Configuration container and select the Mailbox option and
click the Retention Policy Tags tab.

 In the New Retention Policy Tag wizard, enter a Tag Name, and for the Tag Type,
select All other folders in the mailbox. Enter 180 as the number of days for the Age
Limit, and select Move to Archive as the action to take.

 Click New, and when the Retention Policy Tag is created, click Finish.

Conversely, in Exchange Server 2010, the same Retention Policy Tag could only be created
using the Exchange Management Shell using the command below.

New-RetentionPolicyTag -Name '180 Days - Move To The
. ‘Archive' -Type 'All' -Comment "'

© -AgeLimitForRetention '180.00:00:00'

. -RetentionAction 'MoveToArchive'

. —RetentionEnabled $true

As a further demonstration, it is also possible to create a Retention Policy Tag that
automatically deletes all items from the Deleted Items folder in the mailbox. In the
Retention Policy Tags tab, select New Retention Policy Tag... and enter the values shown
in Figure 4.21.

198



Chapter 4: Managing Exchange Server 2010 SP1

é?p L New Retention Policy Tag
\ i LY
[ Intioduction Inlmducllu.n . :
Retention policy tags allow you to contral the lifespan of message in the mailbo:
- Completion
e Tag Name:
[Delets sfter 30 days
Tag Type:
[Detete Items =l
@ Age limit for retention (days). a0
Action to take when the age limit is izached:
" Disable this tag
Comments:
1] Personal Retention Policy Tags are a premium feature. Mailboxes with policies that
contain these tags require an Exchange Enterprise Client Access License [CAL]
Help < Back | Hew I Cancel |

Figure 4.21: Create a new Retention Policy Tag that cleans up

the deleted Items after 30 days.

The next step is to combine one or more Retention Policy Tags into a Retention Policy.

« Logon to an Exchange Server 2010 SP1 server and open the Exchange
Management Console.

« Expand the Microsoft Exchange On-Premises (SERVERNAME).

« Expand the Organization Configuration container and select the Mailbox option,
and click the Retention Policies tab.

« In the Actions pane, select New Retention Policy and follow the wizard.

« Add the Retention Policy Tags that were created in the previous step, and click
Next to continue.

 Click Next again, and add one or more mailboxes to which you want to apply this
Retention Policy. Click Next to continue, and click Finish when the Retention Policy
is created.
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Y
é‘%’\ New Retention Policy
=
[ Introduction Inlmdll.mhor? : ; _
A retention policy groups together a set of meszage retention settings, which are called
| Select Mailboxes retention tags, $o that you can assign multiple retention tags to a mailbox in a single step.
| Mew Retention Policy N ame:
: |Simple: T alk Palicy
| Completion
Add tags to the retention policy:
gpAdd.. X
MHame Type Action
Move Ta Th.. Al other folders in the mailb... ko /e
E_f, Delete after 30 days Deleted Iterns Permanently Delete
| | 2
Help | < Back | Mest » I Cancel |

Figure 4.22: Create a new Retention Policy with the previously created Retention Policy Tags.

As we've just seen, during the creation of the Retention Policy it is possible to select one
or more mailboxes to which the Retention Policy will be immediately applied. It is also
possible to assign a Retention Policy to existing mailboxes. To do this, in the Exchange
Management Console, open the Retention Policy Properties and select the Mailboxes
tab; you can add Mailboxes to the Retention Policy right here.

200



Chapter 4: Managing Exchange Server 2010 SP1

simple Talk Policy Properties I

General  Mailboxes |

Specify the mailboxes to which thiz retention policy applies. vou can alzo apply
the retention palicy to mailboskes at a later time:

gaadd.. X
Dizplay Mame | Organizational it |
@.&dministratol hosting.local/Users

-+ Personal Retention Policy Tags are a premium feature. Mailboxes with
palicies that contain these tags require an Exchange Enterprize Client
Aocess License [CAL).

l ok I Cancel | Spply | Help

Figure 4.23: Click the Add button to add Mailboxes to the

Retention Policy.

Alternatively, you can also select the Mailbox in the Exchange Management Console,
open its properties and select the Mailbox Settings tab. Select the properties of the
Messaging Records Management and add the desired Retention Policy.
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Katie Price [HR Department] Properties I
" General I Uzer Infarmation I Addresz and Phone I Organization I Arcount
I ail Flows Settings I Mailbox Features | Calendar Settings
Member OF I E-Mail &ddresses Mailbox Settings
Properties...
Lﬁ leszaging Fecards Management
¥z Sharing

4 Storage Quotas
| | Archive Quata
@ Role Aszignment Policy

Description

Meszaging records management helps organizations comply with legal
requirements and conserve information technology [IT) resources.

| Perzonal Retention Policy Tags are a premium feature. Mailboxes with
policies that contain theze tags require an Exchange Enterprise Client
Access License [CaL).

Ok I Cancel | Apply | Help |

Figure 4.24: Add the Retention Policy in the Mailbox Properties.

You can even add a Retention Policy during the creation of a mailbox, as in Figure 4.25.
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il New Mailbox

gy

B | riroduction Mailbox Settings

Erter the alias for the mailbox user, and then select the mailbox location and policy settings.

M User T
e Aliaz:
[ Mailbox Settings IJ.WESSE"US
4 New Mailb
SO ¥ Specify the mailhox database rather than using a database automatically selected:
! Completion -
IMalIbox Database 1190158618 Browse... |
¥ Fietention policy:
[Simp Talk Paiiy

™ Exchange ActiveSync mailos policy:

| Browse... |

| Perzonal Retention Policy Tags are a premium feature, Mailboxes with palicies that
contain these tags require an Exchange Enterprize Client Access License [CAL)

Help | < Back | Mest > | Cancel |

Figure 4.25: Assign a Retention Policy during creation of a mailbox.

The last option available to you is to add the Retention Policy using the Exchange
Management Shell, by entering: Set-Mailbox —Identity "user" —Retention-
Policy "Simple Talk Policy".

The Managed Folder Assistant (which we'll look at in just a moment) is responsible for
applying the Retention Policy to the Mailbox, and when the Managed Folder Assistant
is finished processing the Mailbox, you'll see content older than 180 days appear in the
Personal Archive, as in Figure 4.20.
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Mail > Inbox »
> Favorites Mew » Delete ~ Move » Filter ~  View - =
> Jaap Wesselius Search Entire Online Archive - Jaap Wesselius R ¥
4 Online Archive - Ja ap V vesselius Conversations by Date Mewest on Top
@ Deleted Iterns
4 [J Inbox 4| boot 0 ks
> OB Archicf jijenmij 5/16/2010
3 Argeweb
[3 Ask The Experts .
3 Books =1 DM Consultants Technical News Letter
- DM Consultants 11/19/2009
3 Computrain
[ Consolidate IT >3 (Communified.net Blog) : Themablog Exchange ...
3 Dell Sander van den Burg 11/18/2008
3 Diversen 21 Nieuwe huisvesting Compu'Train in Utrecht
[ DMCUG Frans van Buul 11/17/2009
> [ Exchange MVPs . . o
g »lg Winterteraanbiedingen 2009
4 Fun Metor Mercuur 11/13/2009
3 Gibo -
E3 Hyper-V.nu “sd Vraag over backup to disk d.m.v. iSCSL g
03 lait Peter Moorman 11/13/2009
3 itMasterclass >[4 E-mail archivering
[A Leaseweb Steve Vermeylen 11/12/2009
4 M5Exchange.Org =1 Take our survey. Win an iPhone!
L3 NGN EXIN International 11/12/2009

Figure 4.26: The Personal Archive after the Retention Policy is applied. The "jijenmij"

email was moved manually to the Archive.

The Managed Folder Assistant is running on the Mailbox Server where the user's mailbox
resides. In Exchange Server 2010 RTM, the Managed Folder Assistant runs at specified
times, by default, between o1:00 and 05:00. You can change these values by requesting
the properties of the Exchange Server in the Exchange Management Console.

In Exchange Server 2010 SP1, the Managed Folder Assistant is a throttle-based assistant. It
doesn't run on a set schedule, but it runs (on a Mailbox Server) within a certain period of
time known as the Work Cycle. At specific times, the Managed Folder Assistant refreshes
the list of mailboxes that need to be processed, and these points in time are known as the
Work Cycle Checkpoints. During these Checkpoints, new mailboxes, or mailboxes that
are moved to this Mailbox Server, are added to the queue of mailboxes to be processed.
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4.5.3 Discovery search functionality

Exchange Server 2010 Discovery is the process of searching relevant content in Exchange
Server 2010 mailboxes. Reasons for using the Exchange Server 2010 Discovery can be:

« legal discovery

« internal investigations

e Human Resources.

Exchange Server 2010 Discovery leverages the content indexes that are created as part of

the Exchange Search engine and no doubt, as you use Exchange Server 2010, you'll find
plenty more reasons to use this powerful search technology.

To create and manage a Discovery search, a user needs to be a member of the Discovery
Management Role Group, which is one of the default RBAC Roles. This is an explicit
right and Exchange administrators do not have sufficient rights to create and manage
discovery searches.

Exchange Server 2010 Discovery is a very powerful feature. Users who are member of the Discovery
Management Role Group can search through all content in all mailboxes on all Exchange Server 2010

Mailbox Servers.
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To add a user named Joe Lawyer to the Discovery Management Role Group, follow the
steps below.

« Logon as an administrator to the Exchange Control Panel.

 In the ECP options, select Manage My Organization.

« In the Navigation pane, select Roles & Auditing.

o In the Administrator Roles section of the Results pane, select Discovery Management
and click on Details.

 In the Members section, click Add and add Joe Lawyer as a member of the Discovery
Management Role Group.

« Exit the Exchange Control Panel.

You can also add Joe Lawyer to the Discovery Management Role Group using the
Exchange Management Shell by entering the following command:

Add-RoleGroupMember "Discovery Management" °
:  —User "Joe Lawyer"

Now this user can create queries to find relevant information if there are suspicions about
another employee. To create a Discovery Search, Joe Lawyer has to follow the steps below.
« Log on to the Exchange Control Panel as the user Joe Lawyer.

« Inthe ECP Options, select Manage My Organization. (Having added Joe Lawyer to
the Discovery Management Role Group, you'll notice that Joe now has the Manage My
Organization option as well, but it isn't as powerful as the ECP that's available to an
Exchange administrator).

« In the Navigation pane, select Mail Control.
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In the Results pane, select New to create a new Discovery Search, and then select one
or more keywords to search for, and enter email addresses received from, or sent to, as
search filters.

In the Mailboxes to Search, you can enter one or more mailboxes in your Exchange
organization. Be cautious here, because if you select Search All Mailboxes, then the
result set that will be returned could be tremendous!

In the Search Name, Type, and Storage Location option, you have to give the search a
specific name. In this example, the name will be Exchange Search Functionality. Now
is a good time to mention a couple of new features in Exchange Server 2010 SP1. There
is the option to do an estimation of the actual search, and there is also a de-duplication
functionality in the Discovery search. So, if a particular item is returned multiple
times, then it will be shown only once.

e When you're done, select Save and the query will be run.

=
5 htps: ffunin exchange 14.11/ecp Reportng Newvaiboxsearcn aspeRenmobectiype -1 |
New Mailbox Search (7]
*Required fields
Keywords ¥
Messages To or From Specific E-Mail Addresses ¥
Date Range ¥
Mailboxes to Search ¥
Search Name, Type, and Storage Location &

The search name is applied to the folder in the destination
mailbox where search results are stored. Enable deduplication
* search name:

Exchange Search Functionality

* Results: ane copy of duplicate
€ Estimate the search results

@ Copy the search results to the destination mailbox contains an entry for

[ send me an e-mail when the search is done saved.

Enable deduplication if
you want to save only

messages in the search
results. The search log

/" each instance of a
duplicate and identifies
the source mailbox. If
you don't select this
option, one copy for

Discovery Search Mailbox X | Browse each mailbox that
contains the message is

¥ Enable deduplication
™ Enable full logging

Select a mailbox in which to store the search results:

Learn More

/ Save | ¥ Cancel

Done

[[E00 [ [ [ [@ mtermet [ Protected Mode: Off [~ [®wo% -~ ,

Figure 4.27: Enter a name, enable de-duplication and enter a

mailbox where the search results will be stored.
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When the search is completed, the results are stored in the Discovery Search Mailbox.
Members of the Discovery Search Role Group automatically inherit permissions to
access this particular Mailbox, and Joe Lawyer will have to do so in order to investigate
the results. You can check the Send me an e-mail when the search is done option so
you can leave the Exchange Control Panel. When the search is completed you'll be
notified automatically.

e
Qutlock'Web App
Mall > Results-14-6-2010 16:08:30
4 Favorites MNew - Delete - Move~ Filter ~  View - [+
=2 Inb - -
| Inbex Search Entire Mailbox R ¥
L2 Unread Mail (17
B Sent ltems Amange by Date - Newest on Top
4 Discovery Search Mailbox | Jaap Wesselius
- RE: Deze advertentie mag u niet missen! Wed 6/9
=] Inbox
(2 Drafts (=1 Matthew Byrd
[= Sentltems RE: Bug# 354 - Issue with Archive mailboxes after upgra... Tue6/8
@ Deleted Items = Jaap Wesselius
4 B3 Bxchange Search Functionality RE: Bug® 354 - Issue with Archive mailboxes after upgra... Tue6/8
[3 Results-14-6-2010 16:08:30 (17 = Jaap Wesselius
- RE: Bug® 354 - Issue with Archive mailboxes after upgra... Tue6/8
i@ Junk E-Mail
3 MSE (= Jaap Wesselius
W Bug® - Iszue with Archive mailboxes after upgra... ue B/
o] Notes FW: Bug# 354 - I ith Archi ilb fter upg Tue /8
> L@ Search Folders E—a Jaap Wesselius
RE: Bug# 354 - Issue with Archive mailboxes after upgra... Tue&/8
= Jaap Wesselius
output Tueb/8

Figure 4.28: The results of the Discovery Search are stored in a dedicated folder in the

Discovery Search Mailbox.

A special folder for this Discovery search is created in the Discovery Search Mailbox, and
this is where the results are stored. In this example, the search was named Exchange
Search Functionality and you can see a folder appear in the Discovery Search Mailbox
with the same name (see Figure 4.28).

When Joe Lawyer deletes the search in his Control Panel, the search results will be
deleted from the Discovery Search Mailbox as well.
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To use the Discovery Search functionality you need the Enterprise Client Access License (eCAL) for

Exchange Server 2o10.

It is also possible to perform a Discovery search in the Exchange Management Shell by
entering the following command:

| New-MailboxSearch -Name "Search From the Shell" -TargetMailbox "Discovery Search
% Mailbox"

© -SearchQuery "Simple Talk" -MessageTypes Email —SourceMailbox "J.Wesselius"

: —IncludeUnsearchableItems

If the —SourceMailbox option is omitted, all Mailbox Databases in the entire Exchange
organization will be searched. This can create an enormous result set, creating an
unexpected growth of the target mailbox.

: [PS] C:\Windows\system32>New-MailboxSearch -Name "Search From the Shell"
: -SearchQuery "Simple Talk" -MessageTypes Email -SourceMailboxes J.Wesselius
© -TargetMailbox "Discovery Search Mailbox"

. RunspacelId : d867feb7-ecdf-4724-b472-
' 66b2fccad259

Identity : cb51d495-58b6-4bad-932d-
: 9080ef8£7088
. Name : Search From the Shell

: CreatedBy
: SourceMailboxes

| TargetMailbox

% SearchQuery
. Language

. senders

: Recipients
i StartDate

: Administrator

{E2010.local/Accounts/DM-
Consultants-nl/Jaap Wessselius}

: E2010.local/Users/

DiscoverySearchMailbox{D919BA05-
46A6-415f-80AD-7E09334BB852}

: Simple Talk
: nl-NL

{}
{}
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i EndDate

| MessageTypes : {email}

| SearchDumpster : True

© IncludeUnsearchableItems : False

: DoNotIncludeArchive : False

§ EstimateOnly : False

; ExcludeDuplicateMessages : True

. Resume : False

: LogLevel : Basic

2 StatusMailRecipients : {}

% Status : InProgress

. LastRunBy : Administrator
f LastStartTime : 14-6-2010 16:27:01
. LastEndTime

% NumberMailboxesToSearch 1

; PercentComplete 0

: ResultNumber : 0

. ResultNumberEstimate : 0

: ResultSize 0 B (0 bytes)
. ResultSizeEstimate 0 B (0 bytes)
: ResultSizeCopied 0 B (0 bytes)
i ResultsLink

. Errors : {}

. KeywordHits : {}

[PS] C:\Windows\system32>

Edited for readability.

The progress of the Discovery search can be monitored using the Get-MailboxSearch
cmdlet.

When the search is complete you can log on to the Discovery Search Mailbox again, and
the results will be shown in a new folder in the Mailbox, as you can see in Figure 4.29.
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Outlook Web App

Mail > Search From the Shell 1 fems

4 Favorites
E Inbox
L8 Unread Mail (17
E Sent Itermns

4 Discovery

FE] Inbox
@ Drafts
E Sent [terns

'EI' Deleted Items

Search Mailbox

O3 Exchange Search Functionality
[@ Junk E-Mail
03 MSE
| Motes
[ ﬁﬂ Search Folders
.

Search From the Shell

Figure 4.29: The results of the Mailbox search performed
from the Exchange Management Shell.

When the Mailbox search is removed using the Remove-MailboxSearch cmdlet the
folders in the target mailbox will be deleted as well.
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4.5.4 Litigation Hold

In Exchange Server 2010 it is possible to configure a mailbox to be in Litigation Hold.
Litigation Hold is a feature of the Dumpster in the Exchange Server 2010 Mailbox
Server Role, and when a particular mailbox has the Litigation Hold enabled, all
actions performed on items in that mailbox are stored in the Dumpster. For example,
when a user deletes a message, and tries to permanently delete it, the message is still
kept in the Dumpster; messages are even kept in the Dumpster when they are beyond
the retention time.

Version Control is also part of the Litigation Hold. When a user receives a message and
subsequently changes its contents, for example when it's a compromising message, both
the original message as well as the changed message are kept in the Dumpster. This is
fully transparent to the user, who doesn't notice any of this process, but their results will
be shown in a Discovery Search.

This is true for both the primary Mailbox as well as the personal archive.

To place a mailbox in Litigation Hold, enter the following Exchange Management Shell
command: Set-Mailbox J.Wesselius -LitigationHoldEnabled S$true.

Please note that the Litigation Hold is part of the Dumpster 2.0 functionality in Exchange
Server 2010.
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4.6 Summary

There are multiple ways to manage your Exchange Server 2010 SP1 environment, and
you'll have to see for yourself which is the most comfortable for your own situation. The
Exchange Management Console is the most convenient, but for the nitty gritty details
you really do have to use the Exchange Management Shell, and for some functionality,
like the Discovery Search, the Exchange Control is the best solution.

This chapter should give you everything you need to start managing your Exchange
Server 2010 SP1 environment as effectively and smoothly as possible. I've covered the
steps you'll need to take to use the more prominent features, and hopefully given you
enough tips and helpful notes that you'll have a really good understanding of what's
happening to your system. 1'd love to be able to dive into really deep detail on all the
management and messaging features in Exchange Server 2010 SP1, like the improved
Messaging Records Management, but if 1 did that this book would be a real door-stop! I'll
just say that everything I've touched upon, such as the personal archive and the retention
options, give you unprecedented possibilities for managing your messaging environment.
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5.1 High Availability

There are several options in Exchange Server 2010 SP1 that can be configured as a

High Availability solution. New in Exchange Server 2010 is the Database Availability
Group offering high availability on the Mailbox Server Role. If you want a full High
Availability solution, then the Client Access (CA) Server and the Hub Transport Server
need to be configured as a High Availability solution, and you need to be using Network
Load Balancing and a Client Access Array as well. This chapter focuses on configuring
the Mailbox Server and the CA Server Roles, as these contain a lot of new features and
technologies. There's not too much focus on configuring the Hub Transport Server Role,
as High Availability options for this role haven't changed significantly since Exchange
Server 2007.

New in Exchange Server 2010 is the fact that the Exchange Server 2010 Standard Edition
now also supports the Database Availability Group, just like the Exchange Server 2010
Enterprise Edition. The only difference is that the Standard Edition only supports up to
5 databases, while the Enterprise Edition supports up to 100 databases per server. This

is a perfect development for organizations that do not have thousands of mailboxes, and
therefore do not need to create a lot of Mailbox Databases.

Before | start with the Database Availability Group topic, 1 want to give a database
technology primer, just to make the Database Availability Group more understandable.
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5.2 Exchange Server Database Technologies

Before we start talking about high availability on the Mailbox Server Role, we have to
discuss some database technologies used in Exchange Server 2010. Exchange Server 2010
uses a database to store the primary data, i.e. the messages you send and receive. This
database technology is a transactional system, which is pretty common, but Exchange
Server uses its own technology, built on the Extensible Storage Engine (ESE), sometimes
referred to as a JET database.

When installing an Exchange Server 2010 Mailbox Server, the initial mailbox database
is, by default, stored on the installation drive; assuming that's the C:\ drive, then more
specifically on C:\Program Files\Microsoft\Exchange Server\V14\Mailbox\
Mailbox Database <<random number>>\.This random number is generated

by Exchange Server during the initial configuration because the database names on
Exchange 2010 and higher servers must be unique within the Exchange organization.

B Mailbox Database 1141475411 [_[O]x] I
L€ 1§ )v ‘ ~+ Exchange Server ~ 414 ~ Maibox + Malbox Database 1141475411 ~ v {23 | search Malbos Database 1141475411 L]
Organize v  Includein library +  Sharewith ~  Mew folder = - E] ﬂ
E17r Favorites 21 Hame Date modified | Type | Size = I I;

B Desktop || Mailbox: Database 1141475411 edb 13-6-2010 21:55 EDE File 270,400 KB
- Downloads  tmp.edh 1362010 21:55 EDE File 356 KB
] Recent Places  EDOnaonanns 13-6-2000 23107 Text Document 1024 KB
. EN0DO00000E 13-6-2010 23143 Text Document 1.024 KB
[l Libraries —
%) Documents | E0NO000000C 14-6-2010 0:19 Text Document Loz4ke  —
) Music | E0D0000000D 14-6-2010 2:43 Text Document 1.024 kB
&= Pictures | ED00O0DO00E 14-6-2010 6:10 Text Document 1.024 kB
B videos | E0nooo0gooF 14-6-2010 6:25 Text Document 1.024 KB
_|E0n 14-6-2010 16:32 Text Document 1.024 KB
=1:% Computer
= || E0Ores00004, jrs 13-6-2010 21:01 RS File 1.024 KB
[=] & Local Disk ()
Exchangesetupl || E0Ores00001.jrs 13-6-2010 21:01 RS File 1.024 KB
inetpub || EOBres00002.jrs 13-6-2010 21:01 RS File 1.024 KB
Perflogs T | EDOresD000Z.jrs 13-6-2010 21:01 RS Fils 1.024 KB
El [ Program Files || EO0res00004. jrs 13-6-2010 21:01 RS File 1.024 KB
Comman Files | EOres0000s. jrs 1362010 21:01 TS File 1.024 KB
Internet Explor ) )
| E0Ores0008. jrs 13-6-2010 21:01 RS File 1.024 KB
= | Microsoft
ED0res00007.jrs 13-6-2010 21:01 RS File 1.024 KB
= | Exchangs Se =
| E0Bres0008.irs 13-6-2010 21:01 RS File 1.024 KB
M5Buid o U E00res00009.jrs 13-6-2010 21:01 RS File 1.024 KB <
Tlitems

Figures.r: By default the database and log files are placed on the C:\ drive.
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A number of files make up the Exchange 2010 database environment:

e mailbox database 1141475411.edb

e E00.log

e E00000003a.log, E000000003b.1og, E00000003c.1log, etc.
e E00.chk

e E00res00001.jrs through EO0res0000A.jrs

e EOOtmp.log

The random number in this example is 1141475411, which is why the name of the Mailbox Database is
Mailbox Database 1141475411.edb. All names in the above mentioned list start with the same
three digits: Eoo, called the database prefix. The first database in the Exchange organization has a prefix
of Eoo, the second database has a prefix Eor, and so on. All of these files play a crucial role in the correct

functioning of Exchange Server.

A crucial step in understanding Exchange database technology is understanding the
flow of data between the Exchange Server and the database itself. Data is processed in
32 KB blocks, also called "pages."” When Exchange is finished processing such a page it

is immediately written to a log file if it was updated. The page is still kept in memory
until Exchange needs this memory again but, when the page isn't used for some time, or
when Exchange needs to force an update during a checkpoint, the page is written to the
database file. So, the data in the log files is always in advance of the data in the database.
This is an important step to remember when troubleshooting database issues!
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Exchange Server 2010 uses 32 KB pages, Exchange Server 2007 uses 8 KB pages, Exchange Server 2003
and earlier use 4 KB pages when processing data. The parts of the server memory that are used by these

pages are referred to as the "Version Store."

As data is written to the database, a pointer called the checkpoint is updated to reflect
the new or updated page that was written to the database. The checkpoint is stored in a
special file called the checkpoint file, which Exchange Server uses to make sure it knows
what data has been written to the database, and what data is in the log files and not yet
written to the database. So, in short:

1. mail data is initially processed in memory, separated into pages

2. updated pages are written to the log file

3. if pages are no longer needed by Exchange these pages are written to the database

4. the checkpoint file is updated to reflect the new location of the checkpoint.

Mailbox Database 0242942819 .edb

@)

Exchange
Server 2010

Server memory

Figures.2: Processing of mail data in Exchange Server 2010.
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5.2.1 Extensible Storage Engine

The database engine used by Exchange Server is quite special, and is built on the
Extensible Storage Engine, or ESE. ESE exists in several flavors:

« ESE97 for Exchange Server 5.5
« ESE98 for Exchange Server 2000/2003
o ESENT for Active Directory

« ESE for Exchange Server 2007 and Exchange Server 2010.

ESE is a low-level database engine. This means it knows all about "base types," such

as short, string, long, longlong, systime, etc., but it has no knowledge of any
structure or schema. The schema is defined by the Information Store in the application.
This is in contrast to a relational database like Microsoft SQL Server, where all the
database structures are just meta-data (i.e. they are part of the database itself).

ESE is optimized for handling large amounts of semi-structured data, as it is impossible
for an Exchange Server to predict what kind of data will be received, how large the data
will be, or what attachments messages will have.

Ever since the early days of Exchange, rumors have been going around about the use of Microsoft SQL
Server as the database engine for Exchange Server. Microsoft tried this for Exchange Server 2010 and

actually got it working. However, the decision was made to stay on the ESE database. More information
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5.2.2 Logfiles

When Exchange Server is working with a page, and that page's status is changed from
dirty to clean, the page is written to the log file almost immediately. Data held in memory
is fast to access, but it is volatile; all it takes is a minor hiccup in the server, and data in
memory is lost. When it is saved in the log file, the whole server could burn down and,

as long as you keep the disk, you also keep the data. Thankfully, saving to the log file is
normally a matter of milliseconds. The log files are numbered internally, and this number
(referred to as the 1Generation) is used for identifying the log files, and for storing them
on the disk when they are completely filled with data.

The current log file, or the "log file in use" is E00.1og, and while Exchange is filling this
log file with data, a temporary EO0tmp. log file is already created (or is in the process
of being created) in the background. When the E00.1og is eventually filled with data,
it is saved under another name. The name is derived from the log file's prefix (Eoo, Eo1,
Eo2, etc.) and the 1Generation value, which is a sequential hexadecimal notation. So,
for example, when the 1Generation value is 1, the E00.1og is saved as E0000000001.
log. Alternatively, the last time this process happened in Figure 5.1, the 1Generation
value was 3E, so the log file was saved as EO00000003E.1og. Since the 1Generation is
a sequential number, we know that the next 1Generation of the Eoo.log must be 3F,
and the next time this log file roll-over process takes place, the log file will be saved as
E000000003F.1log.

Although it's not directly visible, the 1Generation is stored inside the log file, and can
be checked by dumping the header information of the log file with the ESEUTIL utility.
When you use the ESEUTIL /ML E00.LOG command, the first few lines of the log file's
header should read something like:

' Base name: E00

- Log file: E00.log

: lGeneration: 63 (0x3F)
. Checkpoint: (0x3F,8,16)
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The 1Generation value is listed on the third line, both in decimal and hexadecimal
notation. Unfortunately, this is very confusing, and there will be a day that an Exchange
administrator mixes up these notations and starts working with the wrong log file.

After the pages are written to the log file, they are kept in memory, thereby saving an
expensive read from disk action when Exchange Server needs the page again. When
the Mailbox Server needs that memory for other pages, or when the page stays in
memory for a long time, it is written to the database file. This is also known as the
"lazy writer mechanism." A common misbelief is that data is read from the log files and
written to the database file, but this is not the case. It is written directly from memory
to the database, and log files are generally only read in recovery scenarios (with a few
exceptions) for example, after an improper shutdown of the server. Under normal
circumstances, the log files are 100% write, whereas the database is a random mix
between read and write actions.

To be honest, it would be possible to write an entire book just about the storage
technologies involved, but I think that level of detail generally isn't necessary for the
average SysAdmin. However, if you're feeling particularly advanced I can recommend
the book Mission-Critical Microsoft Exchange 2003: Designing and Building Reliable
Exchange Servers by Jerry Cochran. You can find it on Amazon, and Jerry has an article on

5.2.3 Checkpoint file

The relationship between writing data in the log files and writing data into the database
itself is managed by the checkpoint file, E00.chk. The checkpoint file points to the page
in the database that was last written, and is advanced as soon as Exchange writes another
page from memory to the database.

The difference between the data in the database and the data in the log files is referred
to as checkpoint depth. This checkpoint depth can be several log files; in fact the default
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checkpoint depth is 20 log files. By using the checkpoint, Exchange waits before writing
to the database, and tries to combine several write actions so that the database write
operations can be performed more efficiently.

4 )

| E00.log

__________ | E000000 A 138.log

|
|
[ E000000A137J0g |
—————— o000 A s610e 4 E0chik
|
|

[ E000000 A 135 log

[ E000000 A 134 log

Mailbox Database.edb

- J

Figures5.3:  All data below the checkpoint is written to the database.

Checkpoint depth is also a per database setting. So when a database's checkpoint depth
is 20 log files, a minimum of 20 MB of data is kept in memory for that specific database.
When using 30 databases in Exchange Server 2010, each at its default checkpoint depth,
approximately 600 MB of Exchange data is kept in memory.

5.2.4 The Mailbox Database

The Mailbox Database 0242942819.edb file is the primary repository of the
Exchange Server 2010 Mailbox Server Role. In Exchange Server 2007 this file was called
Mailbox Database.edb, whereas in Exchange 2003 and Exchange 2000 the database
was comprised of two files: privl.edb and privl.stm. In Exchange Server 2010
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Enterprise Edition, a Mailbox Server can now hold up to 100 databases and, as mentioned
earlier, an Exchange Server 2010 Standard Edition Server is limited to only 5 databases.

The maximum size of an ESE database can be huge. The upper limit of a file on NTFS is
04 Exabytes, and this is generally considered sufficient to host large Mailbox Database
files. The Microsoft-recommended maximum file size of the Mailbox Database on
Exchange Server 2010 is 2 TB. Compared to the 200 GB file-size limit in Exchange 2007
(using Continuous Cluster Replication) this is a tremendous increase. Bear in mind that
a prerequisite for using this sizing is that you have to configure multiple database copies
to achieve a Highly Available solution. Please note that, unlike in some previous versions
of Exchange Server, there's no hard-coded limit on the database sizing of Exchange Server
2010 Standard Edition. The size of your databases is limited by your SLA and how your
Exchange environment is set up. Microsoft recommends using 2 TB Mailbox Databases
only if you have multiple copies (at least three) of your Mailbox Databases running with a
DAG (Database Availability Group) configuration.

5.3 High Availability in Exchange Server

Ever since Exchange Server 5.5, Microsoft has offered the option to use Windows
clustering to create a highly available Exchange Mailbox environment. In a typical shared
storage cluster environment, there are two server nodes available, both running Exchange
Server, and both connected to a shared storage solution. In the early days, this shared
storage was built on a shared SCSI bus and, later, on SANs with a Fiber Channel or iSCS1
network connection were used. The important part was the shared storage where the
Exchange Server databases were located.

At any given point in time, only one server node is the owner of this shared data, and it
is this server node that is providing the client services; this server node is also known as
the active node. The other node was not able to access this data, and was therefore the
passive node. A private network between the two server nodes is used for intra-cluster
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communications, such as a heartbeat signal, allowing both nodes to determine the state
of the cluster and if the other node (or nodes if you're using a larger cluster) are still alive.

In addition to the two nodes, an Exchange Virtual Server was created as a cluster resource
(note that this has nothing to do with virtual machines!). This is the resource that
(Outlook) clients connect to in order to get access to their mailbox. When the active node
fails, the passive node takes over the Exchange Virtual Server, which then continues to
run. Although users will notice a short downtime during the fail-over, it is an otherwise
seamless experience, and no action is needed from an end-user perspective.

Active Passive
Node Node

Private Network

Exchange database
Running on shared storage

- J

Figures.4: A two-node cluster with shared storage.

Although this solution offers redundancy, there's still a single point of failure: the shared
database of the Exchange Server. In a typical environment this database is stored on a
SAN and, by its nature, a SAN is a highly available environment. But when something does
happen to the database, a logical failure for example, the database is no longer available
for both nodes, resulting in total unavailability.
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5.3.1 Exchange database replication

Microsoft offered a new solution in Exchange Server 2007 to create highly available
Exchange environments: database replication. When using database replication, a copy of
a database was created, resulting in database redundancy. This technology was available
in three flavors:

« Local Continuous Replication (LCR) - a copy of the database is created on the same
server

o Cluster Continuous Replication (CCR) - a copy of the database is created on another
node in a Windows fail-over cluster (there can only be two nodes in a CCR cluster)

 Stand-by Continuous Replication (SCR) - this came with Exchange Server 2007 SPr;
a copy of a database is created on any other Exchange Server (i.e. not necessarily in
the cluster); this is not meant as a High Availability solution, but more as a disaster
recovery solution.

This is how database replication works in a CCR clustered environment. Exchange Server
2007 is installed on a Windows Server 2003 or Windows Server 2008 fail-over cluster.
There's no shared storage in use within the cluster, but each node has its own storage.
This can be either on a SAN (fiber channel or iSCSI) or Direct Attached Storage (DAS),

i.e. local physical disks.

As mentioned earlier, the active node in the cluster is servicing client requests, and
Exchange Server uses the standard database technology with a database, log files, and

a checkpoint file. When Exchange Server is finished with a log file, the log file is sent
immediately to the passive node of the cluster. This can either be via a normal network
connection or via a dedicated replication network.

The passive node receives the log file and checks it for errors. If none are found, the data
in the log file is replayed into the passive copy of the database. This is an asynchronous
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process, meaning the passive copy is always a couple of log files behind the active copy,
and so information is "missing” in the passive copy.

All messages are always sent via a Hub Transport Server, even internal messages. The
Hub Transport Server keeps track of these messages, and can therefore send missing
information (which the passive node actually requests) to the passive copy of the cluster
in case of a cluster fail-over. This is called the "Transport Dumpster" in a Hub Transport
Server.

4 N\
Hub Transport
Server
———————————— -
AN
\ S Y
\}
[}
|
Passive '
Node
Private Network
Active database running Passive database running
on local storage on local storage
- J

Figures.5: A fail-over cluster with Exchange Server 2007 Continuous Cluster Replication.

This kind of replication works very well; a lot of System Administrators are using CCR
replication and are very satisfied with it. There are a few drawbacks, though.

« If an Exchange Server 2007 CCR environment is running on Windows Server 2003
or Windows Server 2008 clustering, this brings a lot of additional complexity to the

environment for many Exchange administrators.
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« Windows Server 2003 clustering in a multi-subnet environment is nearly impossible,
although this has improved (but is still not perfect) in Windows Server 2008 fail-over
clustering.

« Site Resilience is not seamless.
e CCR clustering is only possible for two nodes.

o All three kinds of replication (LCR, CCR, and SCR) are managed differently.

To overcome these issues, Microsoft has dramatically improved the replication
technology, and reduced the administrative overhead at the same time. This is achieved
by completely hiding the cluster components behind the implementation of Exchange
Server 2010. The cluster components are still there, but the administration is completely
done with the Exchange Management Console or the Exchange Management Shell.

5.3.2 Database Availability Group and Continuous
Replication

In Exchange Server 2010, Microsoft introduced the concept of a Database Availability
Group (DAG), which is a logical unit of Exchange Server 2010 Mailbox Servers. All
Mailbox Servers within a DAG can replicate databases to each other, and a single DAG
can hold up to 16 Mailbox Servers and up to 16 copies of a database. The idea of multiple
copies of a database in one Exchange organization is called Exchange Mobility; one
database exists on multiple servers, each instance of which is 100% identical and thus has
the same GUID.

In Exchange Server 2010, all clients, including all MAPI clients like Microsoft Outlook,
connect to the CA Server. Supported Outlook clients in Exchange Server 2010 include
Outlook 2003, Outlook 2007, and Outlook 2010. So, the Outlook client connects to the
CA Server which, in turn, connects to the mailbox in the active copy of the database, as
you can see in Figure 5.6. Unfortunately, this is only true for Mailbox Databases. When
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an Outlook client needs to access a Public Folder Database, the client still accesses the
Mailbox Server directly, but only for Public Folder information.

Hub Transport

Cllent Access Server
Qutlook Server SMTP Inbound
Cllent
l oz ==

SE ER3

o /

Figure5.6: A Database Availability Group with three servers; each server holds

one active and two passive databases.

5.3.3 DAG architecture

So, the continuous replication used inside the Database Availability Group is based on log
shipping technology. The Exchange Replication Service on an Exchange Mailbox Server
is responsible for sending the log files from the active copy of a Mailbox Database to the
passive copies of a Mailbox Database (of which there can be one or several). In Exchange
Server 2007 Cluster Continuous Replication (CCR), where the DAG is derived from, this
log shipping was a pull model. In Exchange Server 2010 the log shipping is a push model,
so the log files are pushed from the active copy of a Mailbox Database to the passive
copies of a Mailbox Database.
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Now let's go back to Figure 5.2 (which is also seen as a component of Figure 5.7). As

soon as the database engine is finished processing the current log file (E00.10g), the log
file roll-over takes place and the log file is saved with another name (in this example,
E0000000004.10g, as seen in Step 2 in Figure 5.7, below). As soon as this log file is saved,
the Exchange Replication Service copies the file to the other server in the DAG, where
the passive copy of the Mailbox Database resides. On this server, it is placed into the
inspector directory, which you'll find on all Mailbox Servers that are a member of the
DAG and that have a passive copy of a given Mailbox Database.

The replication service then inspects the log file to make sure it isn't corrupt and, if the
log file is OK, it is copied to the log file directory of the Mailbox Database. When the log
file is in this directory, it is picked up by the Information Store service (MSExchangeIS.
exe) and replayed into the Mailbox Database.

Mailbox Database .
0242042819, edbs .«
5;34 Inspector Log
o Directory

Directory

& Mailbox Database
& 0242042819.edb
[
S
0000000004 log
EOON0OD0003 Jog, EO0.chk
EOOO0OO0002 Jog. @

EDQ00000001 I

Server memory
Exchange Server 2010 Exchange Server 2010
Active Copy Pussive Copy

Figure5.7: Log shipping from the active copy to a passive copy of a Mailbox Database.

Shipping log files from the active copy of a Mailbox Database to the passive copies of a
Mailbox Database is an asynchronous process. This means that there's always a delay,
and therefore a difference, between the active copy and the passive copies of a Mailbox
Database. This form of replication is called continuous replication - file mode.
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New in Exchange Server 2010 Service Pack 1 is a technology called continuous replication
- block mode. In block mode, when Exchange is finished with a transaction in memory,
that transaction is copied to the memory of the Exchange Mailbox Server holding a
passive copy of the Mailbox Database. When log buffers in memory are full, they are
written to the log file of the Mailbox Database, on the active, as well as on the passive
copies, therefore dramatically reducing the latency between the active and the

passive copies.

When copies of a Mailbox Database are initially created, the Mailbox Database
0242942819.edb file is copied from the first server to the servers that will hold the
passive copies of the Mailbox Database; this process is called "seeding.” However, when
you have a 750 GB Mailbox Database, this seeding can take a considerable amount of
time. So it is no surprise that it is recommended that you configure database copies

as soon as a Mailbox Database is created. Unfortunately it can happen that a disk
containing a passive copy of a Mailbox Database is lost. When the disk is replaced, you
have to do a seeding again, and the complete Mailbox Database file is copied to the other
Mailbox Server.

To reduce the strain on your network, though, it is possible to do an offline seeding.
Using this method, you can copy the actual Mailbox Database file to other media, for
example a USB disk, and then bring the Mailbox Database file to the other server.

Now, when the active copy of a Mailbox Database fails, or when the Exchange adminis-
trator initiates a Mailbox Database fail-over, a passive copy of a Mailbox Database will
take over. Since the replication is asynchronous, there will always be a delay and the
passive copy will miss a certain amount of data.

But do you remember the Hub Transport Server? All messages are always routed via
the Hub Transport Server, and the Hub Transport Server has a Transport Dumpster
where all messages are kept for some time. So, if a Mailbox Database switch-over takes
place, the passive copy will contact the Hub Transport Server and request a retransmit
of all missing messages. Therefore, you have very little chance of missing data after a
Mailbox Database switch-over.
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When building a highly available Mailbox Server environment by using a DAG, there's

no need to build a fail-over cluster in advance, as additional Mailbox Servers can be
added to the DAG on the fly. However, for the DAG to function properly, some fail-over
clustering components are still used, but these are installed during a DAG's configuration
(and removed when the server is removed from a DAG). All Management of the DAG and
database copies is performed via the Exchange Management Console or the Exchange
Management Shell; although available in the Administrative Tools under the Start menu,
the Windows Fail-over Cluster Manager should no longer be used.

The Database Availability Group with Database Copies is the only High Availability technology
used in Exchange Server 2010. Older technologies like SCR, CCR, and SCR are no longer available.
The traditional Single Copy Cluster (SCC) with shared storage is also no longer supported.

5.3.3.1 File Share Witness

Under the hood, a Database Availability Group is based on the principle of a Majority
Node Set Cluster. A Majority Node Set Cluster wants to create a majority, in case of a
split of the cluster, for example when you've a cluster spread across two datacenters. This
means that a Majority Node Set Cluster, and therefore a Database Availability Group, will
always consist of an odd number of nodes.

Imagine you have two datacenters with a Database Availability Group composed of four
Mailbox Servers. The fifth member is the File Share Witness, and this File Share Witness
is located in the second datacenter. If the connection between the two datacenters is lost,
then the DAG in the first datacenter will consist of two members (both Mailbox Servers),
but the DAG in the seconf datacenter will consist of three members (both Mailbox Servers
and the File Share Witness), and therefore form a majority.
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The DAG in the second datacenter will therefore continue to run, but the members of
the DAG in the first datacenter will stop working until the connection is restored and the
DAG is returned to its original state.

However, if the second datacenter becomes unavailable, for example due to a fire, the
first datacenter cannot create a majority and will stop working, but since the second
datacenter isn't available either, the entire DAG will be unavailable. In this situation,
manual intervention is your only option; you have to create a new File Share Witness
in the first datacenter to have the DAG create a majority again. Luckily, the DAG has
the option to create an Alternate Witness Server for just such a scenario, as shown in
Figure 5.8.

e ~ |

General I IP Addressesl Operational Serversl

%) o=

Modified:  wrijdag 18 jumi 2010 9:29:43

Menber sarvers:
EXMB=03

ExMBR02
EXMEX01
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Icashub[l'l ‘hosting local

“Withezz Directory:
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Alternate Withess Directary:
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Figure5.8: Itis possible to create an Alternate Witness Server

and Alternate Witness Directory on a DAG.
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In Exchange Server 2010 RTM, the configuration of a Database Availability Group is no
longer limited to a server holding just the Mailbox Server Role. It is possible to create

a two-server situation with the Hub Transport, Client Access and Mailbox Server Role
on both servers, and then create a Database Availability Group and configure database
copies. However, it isn't a High Availability configuration for the Client Access or Hub
Transport Servers unless you've put load balancers in front of them, since it's not possible
to use the default Windows Network Load Balancing (NLB) in combination with the
Windows fail-over clustering components. Regardless, this is a great improvement for
smaller deployments of Exchange Server 2010 where high availability is still required.
As a side note, you can use Round Robin for creating a highly available Hub Transport
configuration, but this is not the case for the CA Server, though.

But wait, how about the situation where you lose a complete server with the Mailbox
Server, the Hub Server and the CA Server Roles? Isn't there a chance that the passive
copy of a Mailbox Database has to check the Transport Dumpster on the server we just
lost? In theory, yes, but in such a scenario, under normal operations, the active copy of a
Mailbox Database will route its messages through the other server, just to prevent both
the Mailbox Database as well as the Transport Dumpster being lost at the same time.

5.3.3.2 Active Manager

In Exchange Server 2007, Cluster Continuous Replication uses the cluster resource
management model to install and manage the High Availability solution. Initially, the
Windows cluster is built and then Exchange setup is run in clustered mode, registering
the EXRES.DLL in the fail-over cluster, and the Clustered Mailbox Server (CMS) is
created. For a Highly Available Exchange Server 2007 environment it is always necessary
to build a fail-over cluster in advance, even if it's just a one-node cluster!

The cluster components are now hidden in Exchange Server 2010, and a new component
named the Active Manager has been introduced. The Active Manager replaces the
resource model and fail-over management features offered in previous versions of
Exchange Server.
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The fail-over clustering components have not been completely removed, though, and
some of them are actually still used. If you open the Fail-over Cluster Manager in
Administrative Tools you'll find the DAG, cluster networks, etc. Do not try to manage
the DAG using the Fail-over Cluster Manager, as this is not supported. The only way
to manage the DAG is using the Exchange Management Console or the Exchange
Management Shell.

The Active Manager runs on all Mailbox Servers that are members of a DAG, and there
are two roles: the Primary Active Manager (PAM) and the Stand-by Active Manager
(SAM). The PAM is running on the Mailbox Server that also holds the cluster quorum,
and this is the server that decides which databases are active and which databases are
passive in a DAG. The SAM is responsible for determining server or database failures
(the PAM does this on its own server for its own local databases) and, if detected,
communicates with the PAM to initiate a fail-over.

The replication service monitors the health of the mounted databases in a DAG, and
monitors the ESE engine for any 1/O issues or failures. If anything goes wrong here, the
replication service immediately contacts the Active Manager. In the case of a fail-over,
the Active Manager determines which database should become the active copy of the
database (depending on the fail-over preference you've specified during configuration).

5.3.4 Configuring a Database Availability Group

To configure a highly available Database Availability Group, at least two Exchange Server
2010 Mailbox Servers are required. Imagine a four-server deployment, two combined
Client Access / Hub Transport Servers and two Exchange Server 2010 Mailbox Servers
(EXMBXO01 and EXMBX02). All four servers are located in the same Active Directory site,
and this site is also the Internet-facing Active Directory site.

233



Chapter 5: High Availability in Exchange Server 2010 SP1

4 N\

Hub Transport

Client Access Server
Outlook Server SMTP Inbound
Client [
& A //’ =
L Z _ ]

N J

Figure5.9: A four-server Exchange 2010 deployment.

Let's assume that all four servers are fully operational and working fine. To create a
Database Availability Group for the two Mailbox Servers, an additional private network
is recommended, which will be used for replication purposes. It is not needed to have

a second network for replication, though, as a DAG with only one network is fully
supported by Microsoft.

To create a Database Availability Group, follow these steps.

« Log on to an Exchange Server and open the Exchange Management Console.

« Expand the Exchange On-Premises (SERVER), and then expand the Organization
leaf. Click on the Mailbox and then click on the Database Availability Group tab. No
items will currently be shown in the Results pane.

o In the Actions pane select New Database Availability Group.

 In the New Database Availability Group wizard, enter a name for the new DAG, for
example "DAGT". If you want, you can manually select a Witness Server and a Witness
Directory (which will be created on the Witness Server.
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Figure 5.10: Creating a new DAG in the Exchange Management Console.

 Click New to create the new Database Availability Group. The DAG itself will initially
get its 1P address from a DHCP Server. If you want to assign a static IP address to the
DAG, you have to open the DAG's properties and change it.

e Once created, you can open the Database Availability Group in the Exchange
Management Console and check its properties. Right here you can add an Alternate
Witness Server and an Alternate Witness Directory, or you can change the DAG's IP
address.

Of course, it is also possible to create a Database Availability Group using the Exchange
Management Shell. On the Mailbox Server, open the Exchange Management Shell and
then enter the following command:

New-DatabaseAvailabilityGroup —Name DAG1
. —DatabaseAvailabilityGroupIpAddresses 10.0.0.101
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e Anew Database Availability Group with the IP address of 10.0.0.101 will be created.
Since the Database Availability Group is nothing more than a placeholder in Active
Directory, it can be seen with ADSIEdit.
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* CM=ELC Folders Container =]
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Figure 5.11:  An empty Database Availability Group.

« To add the first Mailbox Server (EXMBX01) to the Database Availability Group, switch
back to the Exchange Management Console, select the Database Availability Group
DAGI and, in the Actions pane, select Manage Database Availability Group.

 In the Manage Database Availability Group Membership Wizard, click Add and select
the first server, EXMBXO01. Click OK to continue.

« In the Wizard, click Manage to continue.

Right now, under the hood, the actual Cluster is created as a building block of the
Database Availability Group. The clustering binaries are installed (if not already present)
and the Database Availability Group is created. After some time, usually between 60 and
9o seconds, the DAG is created and the Exchange Server is added to the DAG. The File
Share Witness is not created at this point. Again, it is also possible to use the Exchange
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Management Shell to add the Exchange Server to the DAG by entering the
following command:

In the Exchange Management Console, you can now see the Database Availability
Group (DAGT), as well as the EXMBXO01 we just added.
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Figure 5.12: The newly created DAG with two Member Servers.

o Click the Database Management tab in the Exchange Management Console, and
you'll see the initial databases on the first and second Mailbox Servers. Also notice that
there's one database copy available on each server. No Mailbox Database copies have
been created in the DAG at this point. When you select the Public Folder Database in
the Database Management tab, the Database Copies Results pane is grayed-out. This
is because Public Folder replication and database replication are not compatible with
each other.
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« To add the second Exchange Server 2010 Mailbox Server to the Database Availability
Group, log on to the second server and open the Exchange Management Shell. Enter
the following command:

o The second Mailbox Server will now be added to the Database Availability Group.
As with adding the first Mailbox Server, this can take somewhere between 60 and 9o
seconds to finish.

If the Windows fail-over clustering components are not already installed on the Mailbox Server, they
automatically will be. You can also manually install them in advance by opening a command prompt

and executing the following command: ServerManagerCmd.exe —i Failover-Clustering.

Right, now we have created a Database Availability Group with two Mailbox Servers and
we're ready to configure database copies. The Database Availability Group feature is very
flexible. As I've explained, there's no need to configure a Windows fail-over cluster in
advance; you can add a Mailbox Server to the DAG whenever needed - even a year later

- without a problem. Just install a Mailbox Server, install the fail-over clustering bits, and
add the server to the DAG. This is known as Incremental Deployment.

It is also possible to create site resilience on the database level using the Database
Availability Group. Besides adding Mailbox Servers in the same Active Directory site

(i.e. in the same datacenter), you can also add Mailbox Servers in another Active Directory
site, such as in another datacenter. As long as the network connectivity is good enough

to handle the replication in a timely manner, and as long as the Hub Transport and CA
Servers have a reliable network connection to the other datacenter, you're ready to go.
Database copies over multiple datacenters are supported as long as the network latency is
less than 250 ms round trip.

238



Chapter 5: High Availability in Exchange Server 2010 SP1

If you want to add a Mailbox Server in another site to the DAG, a few configuration
changes are needed. The 1P Address of the DAG in the other site has to be added to
the local DAG, which can be done using the Exchange Management Console (using
the properties of the DAG), or using the following command in the Exchange
Management Shell:

% Set-DatabaseAvailabilityGroup —Identity DAG1
. —DatabaseAvailabilityGroupIpAddresses 10.0.0.101,192.168.1.101

The first network in the DAG will be automatically created during the addition of the
first Mailbox Server. Additional networks are not created automatically, so you have to
add the subnet of the second site to the DAG manually:

é New-DatabaseAvailabilityGroupNetwork -DatabaseAvailabilityGroup DAGl
: -Name DAGNetwork02 -Description "Second Site" -Subnets 192.168.1.0/24
. -ReplicationEnabled:$True

If there are Domain Controllers in the site you just added, you must wait for the replication to finish,
or else force the replication to start. Otherwise the Domain Controllers in the second site may not have

enough knowledge about the changes you want to make.

At this stage you can add a Mailbox Server in the second site to the DAG using the
Exchange Management Console or the Exchange Management Shell:
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5.3.5 Managing database copies

A database copy is exactly what its name implies: a copy of a Mailbox Database, but

on another Exchange Server, in the same Database Availability Group. When initially
configured, a copy of the database file is copied via the network to the other server and,
when finished, Exchange Server 2010 starts replication of the log files of this particular
database over the network to the other server.

The relative location of the passive copy of the database is also identical to the location
of the active copy. For example, an initial database on the Exchange Server 2010 Mailbox
Server EXMBXO01 can be located in the directory C:\Program Files\Microsoft\
Exchange Server\V14\Mailbox\Mailbox Database 1539639680. If a database
copy is enabled for this server, the same directory is created on the second server. This
makes sense of course, since it is the location of the Mailbox Database that's stored in
Active Directory. As mentioned earlier the process of copying a database to an additional
server is known as seeding.

It is best practice to use separate disks for Exchange databases, from both a performance
perspective and a disaster recovery perspective. Although meant for earlier versions of

COM/KB/328794) explains more.

After configuring Mailbox Database 1539639680 to use a separate disk, such as F:\,
for storing its information, the database copy can be configured.

e On the target server (i.e. the server that will hold the database copy), make sure there's
an identical volume to the one on the source server. The target server in this example
needs a separate F:\ disk as well.

« Open the Exchange Management Console, expand the Microsoft Exchange
On-Premises (EXMBXo1) node, then expand the Organization Configuration
node, and click on the Mailbox node. Select the Database Management tab in the
Results pane.
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o Select Mailbox Database 1539639680. In the lower part of the Results pane there's one
copy, the active copy, located on the first Exchange Server (EXMBX01). Right-click on
Mailbox Database 1539639680 and select Add Mailbox Database Copy.

 In the Add Mailbox Database Copy wizard, select Browse to select a Mailbox Server
that will hold a copy of the database. The Activation Preference Number is the order
in which Exchange will make a passive copy into an active copy when the preceding
active copy fails. Of course, this number is only useful if multiple passive copies are
configured (a complete rundown of the Activation Preference Number and what
happens when a Database becomes active is on the Microsoft TechNet website at

e The database file Mailbox Database 1539639680.edb will now be copied to the
target server and the replication will be set up. Depending of the size of the Database
file, this can take some time.

e When the database is copied and the replication is activated, click Finish.

Once completed, log on to the target Exchange Server and you'll notice that on this
server (on the F:\ disk in the example in Figure 5.13) a Mailbox Database 1539639680
directory has been created where the copy of the database is stored. You'll also see the log
files that are replicated to this directory.

If a lot of databases are used on an Exchange Server, using mount points is a valid

alternative. In a mount point scenario, all data disks are mounted to a directory on the
server, for example, F:\DB01, F:\DB02, F:\DBO03 etc., using Server Manager.
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Figure 5.13: The passive copy on server EXMBXo2. The inspector directory used during

replication is clearly visible.

In an Exchange Server 2007 CCR environment, the active server also ships log files to the
passive server, which also loads the log files into its copy of the database. However, the
passive server is really passive, and the service responsible for the database and the log files
(store.exe) is not running. The only service that is running is the replication service.
During a fail-over, the passive node has to start all Exchange services, and all databases
need to be mounted before that can happen. In Exchange Server 2010 the store.exe
service is already running and the databases are already mounted on all computers in a
Database Availability Group, meaning a database fail-over is much faster, and the result is
a much shorter overall fail-over time.
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For maintenance purposes it is possible to move an active database copy from one
Exchange Mailbox Server to another.

« Logon to an Exchange Server and open the Exchange Management Console.

« Expand the Exchange On-Premises (SERVER), and then expand the Organization
leaf. Click on the Mailbox and then click on the Database Management tab.

« All of the databases in your Exchange Server 2010 environment show up in the upper
half of the Results pane. Right-click the database you want to move (which is, of
course, also a database that has multiple copies configured).

o Select Move Active Mailbox Database from the context menu.

o In the Move Active Mailbox Database wizard select Browse to select another server
where you want the active copy to be moved to.

 Click the Move button to move the active copy of the database to the server
just selected.

5.3.6 Lagged copies in a DAG

In Exchange Server 2007 SP1 there was a technology called Stand-by Continuous
Replication or SCR, which was not a High Availability solution but a disaster recovery
solution. One of the options available with SCR was to create a lag time in replaying

the log files into the copy of the Mailbox Database. Using a lagged copy of a Mailbox
Database, it is possible to return to a specific moment in time by choosing exactly which
log files you want to replay.

SCR is no longer available, but the lagged copies are now available in the Database
Availability Group. The idea is the same as a normal Mailbox Database Copy in a Database
Availability Group, but instead of replaying the log file almost immediately, the log files
are replayed after a configurable amount of time. This lag time can be configured to be up
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to 14 days, at which point the Mailbox Database Server will keep the log files for up to 14
days before replaying them into a passive copy of the Mailbox Database.

Suppose we extend our example environment with a third Exchange Server 2010
Mailbox Server Role, EXMBX03, and we want to configure lagged copies of other Mailbox
Databases on this Mailbox Server.
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Figure 5.14: The DAG is extended with a third server for lagged copies.

Follow the steps below to set up a lagged copy of Mailbox Database 1539639680,
with a lag of 1 day, on the EXMBX03 Server.

« Use the procedure as outlined in Section 5.3.4 to add the Exchange Server 2010 Mailbox
Server EXMBX03 to the Database Availability Group DAGI.
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« Once that's been done, use the procedure as outlined in Section 5.3.5 to create a third
copy of the Mailbox Database 1539639680.

e When the seeding of the Mailbox Database 1539639680 has finished, open an
Exchange Management Shell and run the following command:

% Set-MailboxDatabaseCopy -Identity "Mailbox Database 1539639680\EXMBX03"
: -ReplayLagTime 1.0:0:0

 Using the Exchange Management Shell, it is also possible to create a Mailbox Database
Copy and enter the lag time immediately:

; Add-MailboxDatabaseCopy -Identity "Mailbox Database 0090905581" -MailboxServer
. EXMBX03
% -ReplayLagTime 1.00:00:00

You'll see a size difference between the Active Mailbox Database and the lagged copy
of the Mailbox Database, but the number of log files on both servers should be almost
identical. Remember that the log files are replicated to the other server almost immedi-
ately; it's the replay of the log files which is lagged.

This is also visible in the Exchange Management Console; during activity, the active copy

of the database is growing and log files are waiting to be replayed on the lagged copy,
which results in an increase in the Replay Queue Length.
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Figure 5.15: Log files are waiting to be replayed in the "Replay Queue Length" for the lagged copy.

Besides the Exchange Management Console, you can also use the Exchange Management
Shell to retrieve replication information using the Get-MailboxDatabaseCopyStatus
command as below.

[PS] C:\Windows\system32>Get-MailboxDatabaseCopyStatus | select Name,Status,CopyQue
ueLength,ReplayQueuelLength

Name Status CopyQueue ReplayQueue
Length Length

% Mailbox Database 1539639680... Mounted 0 0
: Mailbox Database 0090905581... Healthy 0 0

[PS] C:\Windows\system32>
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To retrieve a list of all database copies on all Mailbox Servers, you have to use the
Get-MailboxServer output, piped into the Get-MailboxDatabaseCopyStatus

cmdlet:

[PS] C:\Windows\system32>Get-MailboxServer | get-MailboxDatabaseCopyStatus | select

§ Name, Status, CopyQueueLength,ReplayQueuelLength

© Name

% Mailbox
: Mailbox
© Mailbox
© Mailbox
2 Mailbox
% Mailbox
: Mailbox

Database
Database
Database
Database
Database
Database
Database

1539639680...
0090905581...
0090905581...
1539639680...
0342051937...
1539639680...
0090905581...

[PS] C:\Windows\system32>

Status

Mounted
Healthy
Mounted
Healthy
Mounted
Healthy
Healthy

CopyQueue ReplayQueue

Length

Length

The Replay Queue Length has a value of 1444, which means that 1444 log files are
awaiting replaying. Normally this means there's an issue with the DAG, but in this
example this is a lagged copy, as the log files are being copied to the server, but they
haven't been replayed yet.

To retrieve information about the Mailbox Database, Mailbox Database Copies,
replication, Lag Time, etc., you have to use the Get-MailboxDatabase cmdlet

with the Format-List (£1) option as in the following example, which has been edited
for readability.
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[PS] C:\Windows\system32>Get-MailboxDatabase -Identity "Mailbox Database
1539639680" | f1

: RunspaceId ¢ df2999c0-154d-4106-8feb-26f5ca426£fd3
| MailboxRetention : 30.00:00:00

i OfflineAddressBook : \Default Offline Address Book

: PublicFolderDatabase : Public Folder Database 1177448183

. ProhibitSendReceiveQuota: 2.3 GB (2,469,396,480 bytes)

: ProhibitSendQuota : 2 GB (2,147,483,648 bytes)

: RecoverableItemsQuota : 30 GB (32,212,254,720 bytes)
. RecoverableItemsWarningQuota : 20 GB (21,474,836,480 bytes)

© EdbFilePath : F:\Mailbox Database

E 1539639680\Mailbox Database
] 1539639680.edb

. ExchangeLegacyDN : /0=E2010/ou=Exchange

Administrative Group
(FYDIBOHF23SPDLT) /
cn=Configuration /cn=Servers/
cn=webmail.inframan.nl/

] cn=Microsoft Private MDB

. DatabaseCopies : {Mailbox Database 1539639680\

A EXMBX01, Mailbox Database
1539639680\EXMBX02, Mailbox
Database 1539639680\EXMBX03}

. Servers : {EXMBX01l, EXMBX02, EXMBX03}
i ActivationPreference : {[EXMBX01, 1], [EXMBX02, 2],
E [EXMBX03, 3]}

; ReplayLagTimes : {[EXMBX01, 00:00:00],

[EXMBX02, 00:00:00],
E [EXMBX03, 02:00:007]}
i TruncationLagTimes : {[EXMBX01l, 00:00:00],
[EXMBX02, 00:00:00],
[EXMBX03, 00:00:007}

; RpcClientAccessServer : webmail.inframan.nl

~ DeletedItemRetention : 14.00:00:00

 Name : Mailbox Database 1539639680

. LogFolderPath : F:\Mailbox Database 1539639680
: CircularLoggingEnabled : False

. LogFilePrefix : EO0O

% OriginatingServer : HADOl.hosting.local

© IsvValid : True

© [PS] C:\Windows\system32>
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5.3.7 Online Move-Mailbox

The online Move-Mailbox feature is new in Exchange Server 2010. In older versions of
Exchange Server, the mailbox is taken offline when it is being moved from one server
to another server, to prevent users from accessing any of their data, and queuing up
any incoming messages. There are situations when a huge (5 GB) mailbox has to be kept
offline for more than an hour while the move takes place! None of these make for a
particularly useable system.

With the new online Move-Mailbox functionality, now called New-MoveRequest, the
time a mailbox is offline has been reduced to only seconds, and the end-user experience
has been greatly improved.

This is what actually happens when an Exchange administrator initiates a
New-MoveRequest, either from the Exchange Management Shell or the Exchange
Management Console, when moving a mailbox from EXMBX01 to EXMBX11, as seen
in Figure 5.10.

I. The administrator initiates a Move Request like New-MoveRequest —Identity
J.Wesselius —TargetDatabase EXMBX11\MDBOl. Now a special message is
placed inside the System Mailbox of the current Active Directory site, saying that the
Move Request is initiated and that its status is Queue.

2. Aservice on the CA Servers periodically scans this System Mailbox for these messages.
This service is the Mailbox Replication Service, or MRS, which will find the message
and read that the ] .Wesselius mailbox is Queued.

3. The Mailbox Replication Service will update the System Message to In Progress,
and will start moving the Mailbox data from EXMBX01 to EXMBX11, while keeping the
old and the new mailboxes in sync. The user is still connected to EXMBX01 via the CA
Server, and arriving messages will be delivered via the Hub Transport Server to the
Mailbox on EXMBXO01.
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4. At a certain point, when almost all data is moved from the old to the new Mailbox,
the old Mailbox is locked, and the last pieces of data are moved from the old to the
new Mailbox. Also, the Active Directory properties of the user are changed to
point to the new Mailbox Database. At this point, the status of the Move Request (i.e.
the message is the System Mailbox) is changed from In Progress to Completion
in Progress.

5. The new Mailbox is activated, the old Mailbox is deleted and the user needs to restart
his client (although there's a caveat to this, which I'll mention in just a moment).

6. Although the Mailbox has been moved from server EXMBX01 to EXMBX11, the Move
Request itself is not deleted. This has to be performed by the administrator, either
by using the Exchange Management Shell (Remove-MoveRequest) or by using the
Exchange Management Console.

Regarding Step 5, when a Mailbox is moved from an Exchange Server 2010 SP1 Mailbox
Server to another Exchange Server 2010 SP1 Mailbox Server, the user does not have to
restart their client.

Hub Transpart
Client Access Server
Server ¢

Cutlook SMTP Inbound

EXMEXDZ

J

MRS moves data

J

Figure 5.16: The Mailbox Replication Service (running on the CA Server) moves the mailbox
from server EXMBXo1 to server EXMBX11.
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The Move Request can be working online when the Mailbox is moved from:

« Exchange Server 2010 to Exchange Server 2010, including SP1

« Exchange Server 2007 SP2 or SP3 to Exchange Server 2010, including SPr1.

All other mailbox moves, for example from Exchange 2003 SP2 to Exchange Server
2010 SP1, or from Exchange Server 2010 SP1 back to Exchange Server 2007 SP2, are
performed offline.

5.3.8 Import and export Mailbox

The option to import and export Mailbox data from, or into, a PST file has been available
for a long time. In Exchange Server 2003, you can use the EXMERGE utility for this, but
EXMERGE is no longer supported as of Exchange Server 2007. Exchange Server 2007

and Exchange Server 2010 have the Import-Mailbox and Export-Mailbox cmdlets
available, but both cmdlets would only work when you had Outlook installed on the
Exchange Server (or the Management Server). This dependency was always an issue,

so Microsoft has completely re-engineered the process of importing and exporting
Mailbox data.

The import and export Mailbox functionality is now built around the same technology as
the Move Mailbox functionality, and it has resulted in two new cmdlets:

« New-MailboxImportRequest - to import Mailbox Data from a PST file into a mailbox

« New-MailboxExportRequest - to export Mailbox Data from a Mailbox into a PST file.

Both cmdlets have the option to work directly against a Personal Archive.
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By default, nobody has the option to perform an import or export, and this permission
has to be assigned manually. To grant this permission to a user named ExAdmin, enter
the following Exchange Management Shell command (if you omit this step, the user
cannot even start the cmdlets!).

To import the contents of a PST file into a mailbox, enter the following Exchange
Management Shell command:

% New-MailboxImportRequest —Mailbox J.Wesselius —FilePath
\\Server\Share\J.Wesselius.pst

To view the status of the actual import, the Get-MailboxImportRequest can be
combined with the Get-MailboxImportRequestStatistics:

© [PS] C:\Windows\system32>New-MailboxImportRequest -Mailbox j.wesselius
. -FilePath \\server0l\pst$\j.wesselius.pst

. Name Mailbox Status

: MailboxImport hosting.local/Accounts/J.Wesselius Queued

[PS] C:\Windows\system32>

[PS] C:\Windows\system32>Get-MailboxImportRequest | Get-
© MailboxImportRequestStatistics

: Name Status TargetAlias PercentComplete

i MailboxImport InProgress J.Wesselius 92

[PS] C:\Windows\system32>
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To import a PST file directly into the user's Personal Archive, you can just add the
—IsArchive option, like this:

New-MailboxImportRequest —Mailbox J.Wesselius —FilePath
- \\Server\Share\J.Wesselius-archive.pst -IsArchive

This part of the PST import process is now relatively pain-free (if you're happy to use the
Exchange Management Shell), but finding PST files on your network still requires some
PowerShell knowledge, manual work, help from your users, or one of the third-party
tools on offer.

5.3.9 Backup and restore

Exchange Server 2010 only runs on Windows Server 2008 and Windows Server 2008 R2.
This means that the (free) NTBackup utility in Windows Server 2003 cannot be used to
back up Mailbox Databases on Exchange Server 2010. In any case, NTBackup was only
capable of creating streaming backups of your Exchange data, not Volume Shadow Copy
Service (VSS) backups of your Exchange database. Exchange Server 2010, including SP1
contains a plug-in for the Windows Server Backup (WSB) to make it possible to create
VSS backups of your Exchange Server 2010 databases.

To protect your Exchange Server 2010 Mailbox Databases, there are several options:

« Windows Server Backup
» System Center Data Protection Manager

« Exchange Native Protection, also referred to as a "backup-less environment."

I'll go into more detail in the next sections.
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5.3.9.1 VSS or snapshot backups

Before we continue with Windows Server Backup, and this is goes for other backup
applications as well, we have to know a little bit more about a technology called Volume
Shadow Copy Service, or VSS. With Exchange Server 2010, Microsoft has finally moved
away from the traditional online streaming backup to VSS (or snapshot) backups. A
snapshot is just an image of a database created at a particular point in time, which can be
used to roll back the database in case of a disaster. The Volume Shadow Copy Service in
Windows Server 2003 and later provides an infrastructure to create these point-in-time
images, which are called Shadow Copies.

There are two kinds of Shadow Copies:

1. Clone (Full Copy or Split Mirror) - a complete mirror is maintained until an appli-
cation or administrator breaks the mirror. From this point on, the original and clone
are fully independent of each other, and the copy is effectively frozen in time.

2. Copy on Write (Differential Copy) - a shadow copy is created as a differential rather
than a full copy of the original data. Using Copy on Write, a shadow copy of the
original data is made before it is overwritten. Effectively, the backup consists of the
data in the shadow copy combined with the data on the original location, and both
need to be available to reconstruct the original data.

The Volume Shadow Copy infrastructure consists of the following components:

« Requestor - this is the software that invokes the VSS and creates, breaks or deletes the
shadow copy. The requestor is typically the backup application.

e Writer - a software part that is provided by an application vendor. In our case this is
provided with the Microsoft Exchange Server. A writer is responsible for providing
a consistent point-in-time image by freezing or pausing the Exchange Server at the
relevant moment. Please note that an Exchange writer is provided for Exchange Server
2003 and higher, right out of the box.
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« Provider - a provider is the interface to the point-in-time image. This can either
be on a storage array (hardware provider) or in the Operating System (software

provider). Windows Server 2003 and above incorporate a software Provider with VSS
functionality out of the box.

‘Writer for SOL Requestor

|Backup
Application)
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Exchange

Valume Shadow
Copy Service
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Writer for

Writer for other
Application
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Hardware like
HF, EMC,
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Copy-on-Write)

e -

Figure 5.17: Volume Shadow Copy Server (VSS) infrastructure.

The following steps occur when a VSS backup is performed.

1. The requestor (i.e. the backup application) sends a command to the Volume
Shadow Copy Service to create a shadow copy of the Storage Groups.

2. The VSS service sends a command to the Exchange writer to prepare for a
snapshot backup.
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3. The VSS service sends a command to the appropriate storage provider to create a
shadow copy of the Exchange Storage Group. This storage provider can be a hardware
storage provider or the default Windows storage provider.

4. The Exchange writer temporarily stops or quiesces the Storage Group and puts them
in read-only mode. A log file roll-over is also performed to make sure that all data will
be in the backup set. This will hold a couple of seconds for the snapshot to be created
(in the next step). All write 1/Os will be queued.

5. The shadow copy is now created.

6. The VSS service releases the Exchange Server to resume ordinary operations and all
queued write 1/Os are completed.

7. The VSS service queries the Exchange writer to confirm that the write 1/Os were
successfully held during the shadow copy creation. If the writes were not success-
fully held it could mean a potentially inconsistent shadow copy, so the shadow copy
is deleted and the requestor is notified. The requestor can retry the shadow copy
process or fail the operation.

8. If successful, the requestor creates either a differential or a clone snapshot, and then
verifies the integrity of the backup set (the clone copy). If the clone copy integrity is
good, the requestor informs the Exchange Server that the backup was successful and
that the log files can be purged. The backup is now complete.

It is the responsibility of the backup application to perform a consistency check of the shadow copy. The

Exchange writer does not perform this check.

Steps 1 through 7 usually take about 10 seconds, as this is the time needed to create the
actual snapshot. This is not the time to create a backup, though. A backup application
still has to create the backup on another disk or to tape, which can still take hours to
complete, depending on the size of the databases.
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5.3.9.2 Backup with Windows Server Backup

Windows Server Backup is a feature in Windows 2008 (R2), and as such it can be installed
using the Server Manager. Open the Server Manager, select Features, and then select the
Windows Server Backup in the feature list to install it. When backing up your Exchange
data using Windows Server Backup, at least one disk is needed to store the backups. This
can be either a physical disk in the server or a disk on a storage device.

When starting Windows Server Backup there's no indication that it is Exchange Server
2010 aware; when the Exchange databases are located on separate drives, these drives
have to be manually selected in Windows Server Backup. After selecting these disks,
another disk needs to be selected to store the actual backup. This can be any disk, except
the ones that are being backed up or the system disk (i.e. the C:\ drive). When the backup
is running, you'll notice that Windows Server Backup checks the Exchange database for
consistency (see Figure 5.18).

%5 Backup Once Wizard

h
v § Backup Progress

Backup Options Status:  Running consistency check For application Exchange. ..

Select Backup Configur, .. | [ ]

Select Ikems For Backup —Skatus details

Specify Destination Type Backup locakion:

Seleck Backup Destination Data transferred: OKE

Confirmation Items |

_ Ttem | Status | Data kransferred |

Mew Yolume (H:)  Backup not skarted. OB of OKB

‘¥ou may close this wizard and the backup operation will continue ko run in the
background.

= Previous I Tiext = | Close I Cancel |

Figure 5.18: Windows Server Backup checks the database for consistency.

257



Chapter 5: High Availability in Exchange Server 2010 SP1

When Windows Server Backup has finished backing up the Exchange database, the
header of the database is updated with relevant backup information. The status of the
database can be examined using ESEUTIL /MH:

; H:\Mailbox Database 8890905692>eseutil /mh "Mailbox Database 8890905692.edb"

§ Extensible Storage Engine Utilities for Microsoft(R) Exchange Server
‘ Version 14.01
: Copyright (C) Microsoft Corporation. All Rights Reserved.

Initiating FILE DUMP mode...
Database: Mailbox Database 8890905692.edb

i Previous Full Backup:

: Log Gen: 62-63 (0x3e-0x3f) - OSSnapshot
Mark: (0x40,8,16)
Mark: 06/18/2010 20:35:32

© Previous Incremental Backup:
Log Gen: 0-0 (0x0-0x0)
Mark: (0x0,0,0)
Mark: 00/00/1900 00:00:00

é Operation completed successfully in 0.110 seconds.
§ H:\Mailbox Database 8890905692>

Edited for readability
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Windows Server Backup also logs all activities in the Eventlog. When checking the
Eventlog, you'll see the ESE and MSExhangeIS events, like:

; Log Name: Application

. Source: ESE

. Date: 18-6-2010 20:35:32
. Event ID: 2005

§ Task Category: ShadowCopy

§ Level: Information

© Keywords: Classic

: User: N/A

2 Computer: EXMBX03.E2010.local

% Description:
Information Store (2444) Shadow copy instance 1 starting. This will be a Full
shadow copy.

 For more information, click http://www.microsoft.com/contentredirect.asp.

And

§ Log Name: Application

. Source: MSExchangeIS

i Date: 18-6-2010 20:35:32
: Event ID: 9811

. Task Category: Exchange VSS Writer
f Level: Information

% Keywords: Classic

. User: N/A

: Computer: EXMBX03.E2010.local

. Description:
. Exchange VSS Writer (instance 1) has successfully prepared the database engine for
a full or copy backup of database 'Mailbox Database 8890905692'.
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When the backup has successfully finished, the log files will be purged as well, depending
on the type of backup which has just been executed; a full backup will purge the log files,
a copy backup won't. Which log files are purged will depend on how busy the server is
during backup (lots of new messages, moving mailbox, etc.) and the checkpoint depth.
Purging the log files is logged in the Eventlog as well:

: Log Name: Application

: Source: ESE

. Date: 8-8-2009 11:39:19

. Event ID: 224

. Task Category: ShadowCopy

. Level: Information

i Keywords: Classic

: User: N/A

¢ Computer: EXMBX03.E2010.local
: Description:

i Information Store (2444) Mailbox Database 8890905692: Deleting log files H:\mailbox
i database Mailbox Database 8890905692\E0000000001.1log to H:\mailbox database Mailbox
. Database 8890905692\E0000000043.10g.

Windows Server Backup is only capable of creating a full backup or a copy backup. Incremental or

differential backups are not supported.

5.3.9.3 Windows Server Backup and database replication

Windows Server Backup can also create backups of databases that are in a Database
Administration Group (DAG), although a limitation of WSB is that it can only create a
backup of an active copy of the database. If you also have passive copies of a Mailbox
Database on a server which you want to run Windows Server Backup on, the backup will
fail and the error below is logged in the Eventlog.
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: Log Name: Application

% Source: MSExchangeIS

. Date: 18-6-2010 21:04:46

{ Event ID: 9782

. Task Category: Exchange VSS Writer

| Level: Error

i Keywords: Classic

. User: N/A

: Computer: EXMBX01l.hosting.local
. Description:

. Exchange VSS Writer (instance e48f14f6-7136-474a-a6e6-d92f1dc3d256:1) has completed
. the backup of database 'Mailbox Database 1539639680' with errors. The backup did
: not complete successfully, and no log files were truncated for this database.

To create backups on this server, the Exchange Replication Service VSS Writer needs to be
disabled, which can be achieved by adding a registry key.
« Logon to the Exchange Mailbox Server and start the Registry Editor.

e Goto HKEY LOCAL_MACHINE\Software\Microsoft\ExchangeServer\vl4\
Replay\Parameters.

e Add a new DWORD value with the name EnableVSSWriter and set its value to zero.
« Restart the Microsoft Exchange Replication Service.
The next time you create a backup of a Mailbox Database on this server, it will be

successful (or at least, it should be. Certainly, the VSS Writer will no longer be your
problem if it isn't!).

The process of creating backups is identical as in earlier paragraphs, except for the

truncation of log files. Log files are only truncated if all log files are replicated and relayed
to other database copies. Only then will the log files on the active copy be truncated.
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i Log Name: Application

; Source: MSExchangeIS

f Date: 18-6-2010 21:26:09

© Event ID: 9827

f Task Category: Exchange VSS Writer

. Level: Information

© Keywords: Classic

. User: N/A

: Computer: EXMBX01l.hosting.local
% Description:

: Exchange VSS Writer (instance 50884c76-30aa-4c5d-a5b7-c28044bc896a:3) has

. successfully completed the full or incremental backup of replicated database

© 'Mailbox Database 1539639680'. The log files will be truncated after they have been
. replayed.

Although you can create backups of Mailbox Databases using Windows Server Backup,
its functionality is very, very limited. A better solution is to use a real backup solution like
Microsoft System Center Data Protection Manager (DPM) 2010, which is also capable of
backing up Exchange Server 2010 SP1 Mailbox Databases.

5.3.9.4 Exchange Native Data Protection

Microsoft has built a solution in Exchange Server 2010 called Exchange Native Data
Protection, sometimes also referred to as a "Backup-less environment."

Exchange Native Data Protection is a solution built around the native High Availability
options in Exchange Server 2010, i.e. a Database Availability Group with multiple copies,
including one or more lagged copies.

To create a solid protection solution, the High Availability options should be used in

conjunction with technologies like the Personal Archive, Legal Hold, Multi-Mailbox
Search, and Single Item Recovery.
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By combining these functionalities, you can create a solution that meets the
following criteria:

o disaster recovery
 recovery of deleted items
 long-term storage

 point in time snapshots.

When implemented correctly, the Exchange Native Data Protection can be a viable
alternative for a traditional backup solution. However, one of the functions of a
traditional backup solution is that it purges the transaction log files after creating a
full or incremental backup, and with an Exchange Native Data Protection solution
there's no backup solution taking care of the transaction log file. To overcome this,
circular logging (which has been around for quite a while) can be used.

With circular logging only a small number of log files are kept in the working directory.
Exchange Server just deletes old log files and only keeps the most recent ones. The good
thing about this is that you'll never run out of disk space due to too many log files, but
the bad thing is you don't have a recovery option besides your last backup. Using circular
logging, you cannot recover data processed after your last backup, since all data in log
files newer than your backup is overwritten by new log files! So, enabling circular logging
is generally speaking not a good idea, except maybe for lab environments.

A new type of circular logging was introduced in Exchange Server 2007, which is also
available in Exchange Server 2010, called Continuous Replication Circular Logging
(CRCL). Whereas traditional circular logging is managed by the Information Store,
Continuous Replication Circular Logging is managed by the Exchange Replication
Service. The principle is the same, so older log files are not kept on the Mailbox
Server, but they are only deleted when the log files are successfully replicated to other
members in the DAG, and the log files are successfully replayed into the copies of the
Mailbox Database.
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But beware - if replication stalls, or log files cannot replay into the passive copy of the
database, they can accumulate quickly, consuming a considerable amount of disk space
(when you don't expect it).

Using CRCL, you no longer need older log files to recover information from, since you
have a complete copy of the Mailbox Database for recovery purposes.

5.4 High Availability on Other Server Roles

For a completely highly available Exchange Server 2010 environment, not only do

the Mailbox Servers need to be configured appropriately, but so also do the Hub
Transport Servers, CA Servers and, if used, the Edge Transport Servers. Thankfully, the
High Availability configurations for the Hub Transport and the Edge Transport Server
are very similar to their Exchange Server 2007 configurations (which is why I'm not going
to spend much time on them here). However, there are a few changes with respect to the
CA Server Role when it comes to high availability, so I'll dwell on that topic a little more.

5.4.1 Hub Transport Servers

For redundancy of transport, at least two Hub Transport Servers are needed. When
creating a Send Connector, you can define the source server that sends out the messages
over this connector and, for redundancy, you can add a second Hub Transport Server as a
source server.

« Log on to an Exchange Server and open the Exchange Management Console.

« Expand the Exchange On-Premises (SERVER), and then expand the Organization
leaf. Click the Hub Transport leaf and select the Send Connectors tab.

« Right-click the Send Connector that needs to be changed and select Properties.
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« In the properties of the Send Connector, select the Source Server tab.
o Click the Add button to add a second Hub Transport Server to the Send Connector.

 After selecting the second server, click OK twice.

The Hub Transport Server will now have a redundant path, and will automatically load
balance outbound messages over both source servers. A Round Robin mechanism is used
for load balancing outbound SMTP traffic on both Hub Transport Servers.

For inbound messaging, a load-balancing solution needs to be manually implemented.
This can be an 1SA Server 2006 or any other hardware device that's capable of load
balancing SMTP traffic. You can also use Windows Server 2008 Network Load Balancing,
as this is an out-of-the-box Microsoft solution. Using NLB, a load-balancing solution can
be built, running on Windows, which then keeps track of all the incoming connections
and automatically load balances the requests between the Hub Transport Servers. This is
a fully supported solution (since Exchange Server 2007 SP1). The last option is to use DNS
Round Robin to load balance incoming traffic.

NLB is only supported for inbound SMTP connections, not for outbound SMTP connections, and cannot
be installed on any server hosting a DAG. A server hosting a DAG must have Windows fail-over clustering

in operation, and NLB cannot coexist with WFC.
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5.4.2 Client Access Servers

For redundancy on the CA Server layer, at least two servers need to be implemented and
load balanced on the protocol layer, which you can implement on the CA Servers by using
Network Load Balancing. Unfortunately, you cannot combine Network Load Balancing
and fail-over clustering on the same servers, so if you want to implement a two-server
High Availability with a DAG, combined with CAS and HUB on the same servers, you
have to implement an alternative (hardware) load-balancing solution.

5.4.2.1. Client Access Server Array

When implementing a High Availability solution on the CA Server, you can use Network
Load Balancing (NLB) on the CA Servers. The minimum number of CA Servers in an NLB
Cluster is two (well, you can have a single-server cluster, but that would be pointless,
clearly), and the maximum number of CA Servers in an NLB Cluster is 32, which is

a limitation applied by NLB in Windows Server 2008 (R2). Microsoft recommends

that you configure your NLB Clusters to have no more than 8 CA Servers because of
internal efficiency. For more information regarding load balancing CA Servers, check the

In our demo environment, we've set up two combined CAS/HUB Servers into an NLB
Cluster, which is running in UNICAST mode (Whether you want to run in UNICAST or in
MULTICAST depends on your own organization and environment).
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Figure 5.19: Two combined CAS/HUB Servers in an NLB Cluster.

The CA Servers automatically pick up the configuration of the NLB Cluster, so the
various protocols are automatically load balanced across the NLB members.

You can create a Client Access Server Array, or CAS Array, to load balance the CA
Servers for MAPI clients' end-point, and you can implement a single namespace for
Outlook clients. However, bear in mind that the CAS Array is also used (instead of a
single CA Server) as the "back link" on Mailbox Databases to the CA Server using

the —-RPCClientAccessServer property on the Mailbox Database. In other words,
the Mailbox Database picks one of the CA Servers in the array as a load-balancing

mechanism. If one of the servers fails, it is automatically excluded from the NLB
Cluster and therefore it won't be used by the Mailbox Database.
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: [PS] C:\Windows\system32>New-ClientAccessArray -Name CASArray -FQDN "webmail.
 inframan.nl" -Site "Default-First-Site-Name"

: Name Site Fgdn Members
. CASArray Default-First-Si... webmail.inframan.nl {CASHUBO1,
CASHUB02}

[PS] C:\Windows\system32>

You can use the external URL on the FQDN of the CAS Array, but this is not a hard
requirement. In fact, you can use any FQDN, and for example we've used cluster.
hosting.local as our demo NLB Cluster, as can be seen in Figure 5.19. My personal
opinion is not to make it more difficult than necessary, so use the external URL.

Now, with the CAS Array in place, when new Mailbox Databases are created, both on
single servers as well as in a DAG, they will use the FQDN of the CAS Array for the
RPC CA Server MAPI end-point. You can check this by requesting the properties of the
Mailbox Database:

© [PS] C:\Windows\system32>Get-MailboxDatabase -Identity "Mailbox Database
© 1539639680" | select Name,RPC*

. <<nog ff aanpassen ;-)>>

webmail.inframan.nl
Mailbox Database 1539639680

. RpcClientAccessServer
: Name

© [PS] C:\Windows\system32>
© 5.4.3 Edge Transport Servers
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When using an Edge Transport solution in the Demilitarized Zone (DMZ) of your
network, at least two Edge Transport Servers need to be implemented. Bear in mind that
all Edge Transport Servers have their own instance of the Active Directory Lightweight
Directory Service (AD LDS, previously known as ADAM, Active Directory Application
Mode), and all Edge Transport Servers have their own subscription to the Hub Transport
Servers in the company network.

When multiple Edge Transport Servers are connected to the same site, they are all
automatically added as source servers to the inbound Send Connector. Load balancing
takes place across these Edge Transport Servers in the same way that load balancing takes
place on the Hub Transport Servers.

5.5 Summary

With the new Database Availability Group functionality in Exchange Server 2010, you
now have the ability to create High Availability solutions on the Mailbox Server level,
and this functionality replaces the Continuous Cluster Replication (CCR) and Stand-by
Continuous Cluster Replication (SCR) in Exchange 2007. To be honest, the Database
Availability Group is what CCR/SCR should have been. It is flexible, powerful, and

less complex than the CCR/SCR solution, and it combines the best of both worlds. 1
really recommend that everybody start looking at the Database Availability Group and,
whenever possible, implement it. The Stand-by Continuous Replication in Exchange
Server 2007 SP1 has evolved into the Lagged Copies of a Mailbox Database in a DAG.
With a lagged copy, it is possible to implement a copy of your Mailbox Database that's a
configurable amount of time "behind" the Active Database. Moreover, by implementing
one or more lagged copies, combined with features like the Personal Archive, Legal
Hold, and Single Iltem Recovery, you can implement an effective backup-less Exchange
environment.
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The High Availability Solutions on the Hub Transport Server Role and CA Server Role

are implemented using protocol load balancing. This can be achieved using a hardware
load balancer, Windows Network Load Balancing (NLB) or by using DNS Round Robin.
The Hub Transport Server hasn't changed much though, compared to Exchange Server
2007, so I've only touched upon it lightly. The CA Servers are load balanced using a load-
balancing solution like NLB, but also have an additional HA option - the CA Server Array.
This is the link from the Mailbox Databases to the load-balanced CA Servers.

Having read this chapter you should now be able to ensure your Exchange Server
Organization is always up and running when needed. Of course, as this is a just a
practical guide to get you started, there's much more to learn to make your Exchange
environment disaster-proof!
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One of the most compelling but, at the same time, least adopted features in Exchange
Server 2007 and Exchange Server 2010 is the Unified Messaging (UM) Server Role, which
is responsible for the integration of your phone system with your messaging platform.
With a UM Server it is possible to configure a range of options.

 Receive voicemail messages in your inbox - when somebody calls and the phone is
not answered, the UM Server will answer the call, play a welcome message, and record
a voicemail message, which is stored in the user's Mailbox.

« Have your email read to you - you can call your own UM Server, log on using a PIN
code and have the UM Server read your email to you. At the same time, you can create
new messages using speech to text, and even change or cancel meetings. In fact, you
can control all kinds of actions which you normally perform using a messaging client
like Outlook.

» Create your own telephony system - when you're using an incoming line, you can
configure what needs to happen with any incoming call. For example, does it have to
be transferred directly into the UM Server Role? Does the call have to be routed to
another phone, or a group of numbers? Or does it have to be transferred only after it
has rung x times?

Before we start configuring the Exchange Server 2010 SP1 UM Role, we first have to
explain the UM architecture as well as some telephone terminology, since this is quite
different from what the typical SysAdmin is used to.

Compared to the rest of this book, this chapter on Unified Messaging may look a bit
"light," in that it is just not as big as the other chapters. However, in this chapter 1
will only focus on the Unified Messaging technology and how to configure it with a
simple ISDN telephone system. I don't focus on security, or High Availability, just on
the basic functionality.
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6.1 Unified Messaging Server Role Architecture

The heart of the Unified Messaging Platform is, of course, the Unified Messaging Server
itself. The UM Server interacts with your phone system (PBX, Private Branch eXchange),
and is responsible for recording the voicemail messages and for Outlook Voice Access.
However, because the UM Server communicates with the PBX; it uses an IP Gateway.

Of course, if you have a modern 1P PBX then you probably don't need an 1P Gateway,

and you can connect the IP PBX directly to the UM Server. Either way, all phone calls,
whether they are internal or external, are routed to your PBX system, and so you have to
configure your PBX to forward unanswered calls to the IP Gateway. So, when an inbound
call is placed and the call is not answered, the call is forwarded to the 1P Gateway where it
is converted into a VOIP (Voice over IP) protocol for incoming messages. The data is then
delivered to the UM Server which, in turn, answers the call.

The UM Server recognizes the phone number of the intended recipient and plays an
appropriate (and customizable) welcome message. After the message is played, the caller
can leave a voicemail message, which is recorded by the UM Server and converted into
an MP3 file which is then wrapped in an email message. When finished, the UM Server
hands the message over to the Hub Transport Server, which delivers the message with its
attached voicemail to the recipient's mailbox.
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Figure 6.1:  Exchange Server 2010 Unified Messaging Server Role architecture.

So, the voicemail message is delivered into the intended Mailbox as an MP3 file, and you
can double-click on the MP3 file and listen to the voicemail, anywhere, anytime; isn't this

a cool feature?
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M| & F|= FW: Voice Mail from +49251915970 (40 seconds) - Bericht (HTML = = 5
Eestand Bericht [ e
. x [-ja Beantwoorden (23 Ingram Micro =l Liz‘\" _j Markeren als ongelezen aTB i) '_- )
A
LﬁAllen beantwoorden :.5 Aan manager - B }E % Categoriseren = = 1“
&v Verwijderen =, - . _| | Verplaatsen Vertalen In-fuitzoomen
g Doorsturen = 3 E-mail aan team - - | ¥ Opvolgen~ - by =
Verwijderen Reageren Snelle stappen 7l Verplaatsen Codes 7l Bewerken Zoomen
© U hebt dit bericht beantwoord op 25-3-2011 19:41,
Van: Steven van Houttum Verzonden: ma 28-3-2011 19:30
Aan: Jaap Wesselius
G

Onderwerp:  FW: Voice Mail from +49251915970 (40 seconds)

| Bericht | @ +49251915970 {40 seconds) Voice Mail.mp3 (159 kB)

Voice Mail Preview:

Good afternoon Mr. van Houttum this is the Microsoft partner network.

We were wondering if you received LE mailed towards the changes in the partner network and with recreations towards the reenrollment
process -- if you do have any questions we would like to ask you kindly to call us back under a toll free number in touch.

This would be zero 800-0235 to 51 I would like to repeat this that would be zero 800-0235 to 51 thank you very much and have a nice day bye
bye.

Created by Microsoft Speech Technology. Leam More

You received a voice mail from +49251915970

o Zie meer informatie over: Steven van Houttum, -

Figure 6.2: The voicemail as an attachment.

6.1.1 Voicemail preview

As you can see in Figure 6.2, a text voicemail preview is available in the email as well.
This voicemail preview is generated by Automatic Speech Recognition (ASR) on the
Unified Messaging Server, and is generated in real time during the actual recording of the
voicemail message.

Now you can imagine that this ASR functionality is doing something extremely difficult.
Imagine somebody leaving a voicemail message while calling from a mobile on a ship, or
somebody not articulating very well, or somebody from Holland or Germany with this
"hard" accent. These factors make it difficult for the UM Server to create an accurate
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preview, so the UM Server determines the accuracy of the voicemail transcription and
stamps the message with a confidence level. This accuracy is based on:

« the language being used, including technical jargon
« how rapidly the user is speaking

 background noises or echoes.

You have to be wary of placing too much confidence in this feature at this stage, since it
is in an ongoing development and improvement process, but if you're looking for a laugh
then it can certainly give some funny results!

6.1.2 Play on Phone functionality

When the voicemail is delivered, you have this MP3 file in your inbox which you can

then open and listen to. However, when you are in an Internet café, or in your office
cubicle, this might not be an option. Therefore, Microsoft has created the Play on Phone
functionality, which gives you the option to listen to the voicemail message on the phone
in your own cubicle without everybody around you overhearing your voicemail messages.

The Play on Phone functionality is actually delivered through the Web Services on the CA
Server, which are also used for recording a customized welcome message, and through
which the user can interact with the UM Server. However, because of the necessity

of these Web Services, the Play on Phone functionality is only available for Microsoft
Outlook 2007 and higher, as well as Outlook Web App.
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Since the Web Services are used for this functionality, you have to make sure that your certificates are
OK in order for this feature to function correctly. Please check Chapters 2 and 3 (on Installation and
Coexistence) for more information regarding the CA Server and the usage of Certificates, which allow the
the data between the CA Server and the mail client to be encrypted. It does not encrypt the data between
the CA Server and the Unified Messaging Server, though.

6.1.3 Outlook Voice Access

Using the UM Server Role it is possible to implement Subscriber Access, also referred to
as Outlook Voice Access (OVA). By using OVA, it is possible to call in to your UM Server
and access Exchange functionality such as email and calendaring, using just your voice.

When users dial into the UM Server they have the following possibilities:

change the welcome message, the spoken name, and PIN code

o listen to email and voicemail messages

« process messages through actions like forward, reply, and delete

« use calendar functionality, like moving meeting requests ("I'm running late")

« send a voice message to another mailbox.

To use the OVA functionality you need a dedicated phone number which has to be in
your Dial Plan. When you dial this number, you have to enter your 1D and PIN code,

which will then give you access to the system, at which point you can then navigate
through the menu and locate the options you need.

To accomplish this, the UM Server Role communicates with the Active Directory Domain
Controller and the Mailbox Server Role. Specifically, it communicates with the Active
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Directory to retrieve address book information, and it communicates with the Mailbox
Server Role to retrieve, for example, calendaring information, or to have your messages
read by the UM Server Role.

6.2 Unified Messaging Server Role Terminology

As 1've mentioned, the Exchange Server 2010 SP1 Unified Messaging Server Role tightly
integrates with your phone system, meaning that some telephone terminology is used
to describe what it does, and this will almost certainly be new for the average SysAdmin.
Below are some components and keywords you need to be aware of.

o PBX - a Private Branch eXchange; these systems are what all your internal telephones
are connected to, and where all the incoming phone calls are delivered by your
telephone company. The PBX is responsible for routing the phone calls between the
different telephones and phone lines within your company.

 Dial Plan - a Dial Plan in your existing PBX is a number plan, consisting of each
individual user's extension. A UM Dial Plan in Exchange Server 2010 represents the
Dial Plan in your PBX, and requires that each user has their own extension number.
Naturally, each extension number within a Dial Plan needs to be unique.

« UM IP Gateway - a UM IP Gateway is a physical hardware device that connects your
UM environment with your phone system. This can be an 1P PBX (typically a single
box) or a combination of a traditional PBX and a separate 1P Gateway (two boxes).

« UM Hunt Group - a UM Hunt Group is a set of extension numbers that are grouped
together as a single unit. For example, the company's sales department has a group
number. When somebody dials that number, all of the telephones in this Hunt Group
will start ringing.
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6.3 Installing the UM Server Role

Before installing the UM Server Role, you have to configure the PBX appropriately.

The PBX has to know what to do when a call is not answered, and it has to know where
to forward calls if necessary. In my test environment, the call is forwarded to an IP
Gateway which, in turn, needs some additional software. The 1P Gateway doesn't need
Exchange-specific software, but it just needs some software that will translate the

call into a VOIP data stream, which will be picked up by the UM Server. If your UM
environment is not working as expected, the configuration and software are the first
two items to troubleshoot.

Thankfully, installing the UM Server Role is fairly simple; it can be combined with other
Server Roles on a single machine (except for the Edge Transport Server, of course), or it
can be installed as a dedicated server. Personally | have seen both deployments and, as
long as you don't have fifty concurrent inbound voicemail calls, there's no real need for a
dedicated UM Server.

Due to the real-time nature of voice data, the UM Server Role is not supported on a virtualized platform.
That being said, it does work, and I've seen a number of customers successfully implement the UM Server

on a virtualized platform.

The Exchange Server 2010 SP1 Unified Messaging Server Role is only supported on
Windows Server 2008 SP2 (X64) and Windows Server 2008 R2, just like the other
Exchange Server 2010 SP1 Server Roles. In the first table in Chapter 2, an overview is given
of the Exchange Server 2010 SP1 prerequisite software, and that mostly covers the UM
Server Role as well.
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However, one additional feature that's needed on the Unified Messaging Role is
the Desktop Experience feature. Using this feature, you'll be able to install some
Windows 7 features on the Windows Server 2008 R2 Server, the most important of
which is the Sound Recorder. The following components are part of this Desktop
Experience feature:

o Windows Media Player

e Desktop themes

 Video for Windows (AVI support)

« Windows SideShow

« Windows Defender

e Disk Cleanup

o Sync Center

e Sound Recorder

e Character Map

« Snipping Tool.

Don't be afraid that your server might clog up with all kinds of unnecessary

software; only the components that are needed are enabled by the setup application
of Exchange Server.
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To install the Exchange Server 2010 SP1 Unified Messaging Server Role just follow
the steps below.

« Log on to the server on which you want to install the Unified Messaging Server Role.

« There are two separate hot-fixes that need to be implemented on this machine before
we can install the UM Server Role. This is new in Exchange Server 2010 SP1; these were
not needed in the RTM version:

 the Unified Communications Managed API 2.0, Core Runtime (64-bit),
two-step process. The first step only extracts the necessary files and stores them
into a location that you have to specify during extraction. The second step is to start
the actual installation of the hot-fix by navigating to this specified location
and executing the installation from there.

» Speech Platform Runtime X64, HTTP;//TINYURL.COM/SPEECHRUNTIME.

« Before installing the Unified Messaging Server Role, there's also a special registry entry
that has to be made, and Microsoft supplies a REG file (UcmaCU6HF1.REG) which
contains this entry. Just double-click on the file to merge the information into the
registry of the Unified Messaging Server.

« Navigate to the installation media (DVD, 1SO, or network share) and start the
setup.exe program, which will launch the setup splash screen shown in Figure 6.3.

e When you install the NET Framework and Windows PowerShell as part of the
prerequisite software installation you are able to directly choose the desired language
as shown in Figure 6.3. Please note that this is the language of the Exchange Server and
system messages, etc., but when you need additional languages for the UM-specific
services, you'll have to download additional language packs, customized for the Unified
Messaging Server Role. We'll cover that later in this chapter.
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Figure 6.3: The setup application Welcome screen.

« Continue with the next step in the setup process, Install Microsoft Exchange, and
follow the setup wizard.

o In the Installation Type window, you have to select a Custom Exchange Server
Installation, since a typical installation, like we performed in Chapter 2, does not
contain the Unified Messaging Server Role. After selecting the custom installation,
click Next to continue.

« In the Server Role Selection window, select the Server Roles you want to install.
As mentioned earlier, you can install the Unified Messaging Server Role with the
Mailbox, Client Access and Hub Transport Server Role on the same server. Also check
the Automatically install Windows Server roles and features required for Exchange
Server check box. This will automatically install all prerequisite Windows roles and
features for you, (but not the hot-fixes).

281



Chapter 6: Unified Messaging

Exchange Server 2010 Setup

Server Role Selection
Select the Exchange server roles you want ta install on this computer:

7 Introduction

[ License Agreement 2 Maibox Role —D p
: = : The Unified Messaging server role provides
[ Erar Reporting 2 [ Client Access Rale connectivity between a corparate telephony
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£ Installation Type (B ™ Hub Transport Role access the_ir mailb_oxes fram a_telep_hone_ and
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= M anagement Toolz — Dizsk Space
- Completion : .
i Dizk space required: 35658 MBE
Dizk space available: 118077.8 MB

Specify the path for the Exchange Server program files:

IE:\Program FilezMicrozofthE xchange Serveriv14 Browse... |

¥ Automatically install ‘Windows Server roles and features required for Exchange Server

Help | < Back | Mext » I Cancel |

Figure 6.4: Select the UM Server Role (this will be a dedicated server). Do not

forget the roles and features check box!
 The next step is the Readiness Check and, if all is well, then you can continue with
installing the Exchange Server. The progress is shown, just like a typical setup.

o When the installation is finished, click the Finished button and, if requested, reboot

the server. After rebooting, the server is ready to install additional language packs or to
be configured straight away.
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6.3.1 Installing additional language packs

To install additional language packs for the Unified Messaging Server, download them
once downloaded, you have to install them individually. For example, to install the Dutch
language packs, follow the steps below.

« Log on to the newly installed Unified Messaging Server and navigate to
the downloaded language pack. In my scenario, that would be the file
UMLanguagePack.nl-NL.exe. Double-click on the file to start the installation.

 Follow the Installation wizard, accept the license agreement, etc., select the Unified
Messaging Language Pack [Dutch (Netherlands)], and click Next to continue.

« A Readiness Check is performed and when it finishes successfully, click Install to start
the actual installation of the language pack.

 After a minute or two, the installation is finished, and you can click Finish to end the
setup application. Repeat these steps for any additional language packs when needed.

You can also install the language packs manually (i.e. without a GUI), if necessary. For
example, to install the Dutch and German UM language packs on your UM Server, just
open a command prompt (not an Exchange Management Shell), navigate to the Exchange
Server 2010 SP1 installation media and enter the following command:

This will install the Dutch and German language packs that are located in the
D:\Download\UMLanguagePacks directory.
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6.4 Configuring the UM Server Role

Once the Exchange Server 2010 SP1 Unified Messaging Server is installed, it must be
configured at two levels:

I. organization level - these settings are stored in Active Directory and available to all
Unified Messaging Servers throughout the entire Exchange organization

2. server level - these settings are server-specific.
On an organization-wide level, we can (and should) configure the following options:

« UM Dial Plans

o UM IP Gateways

o UM Mailbox Policies
« UM Auto Attendants.

In the following sections, we'll take a closer look at these options and how to
configure them.

6.4.1 UM Dial Plans

To configure a Dial Plan on your Exchange Server 2010 SP1 Unified Messaging Server,
follow the steps below.

« Log on to the Unified Messaging Server as a domain administrator (with proper
Exchange permissions, of course) and open the Exchange Management Console.

« Navigate to the Organization Configuration options and select the Unified
Messaging option. In the Actions pane click New UM Dial Plan..., which will cause
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the UM Dial Plan wizard to appear. Enter a Dial Plan Name, the number of digits in
the extension numbers, the URI Type (Telephony Extension for a normal telephony
environment, SIP URI for a combination with Office Communication Server (OCS)
2007 R2), and the Country/Region code.

[N
:«-/,.l_ New UM Dial Plan
O Introduction In.hm.iuclion X 3 e

Thiz wizard helps you create a Uk dial plan for use by Microsoft Exchange Unified

2 SetUM Servers Messaging. A dial plan is & grouping of unique telephone extension numbers.

J New UM Dial Plan Name:
Ermmeloord

- Completion I mmeee!
Mumber of digits in extension numbers:
1E]
LRI type:
ITeIephone Extension j
WolP security:
IUnsecured 4
Country/Region code:
Jos24

Help | < Back | Mewt > I Cancel |

Figure 6.5:  Enter the basic UM properties to create a new UM Dial Plan.

« In the next Window, you have to associate the new Dial Plan with a Unified Messaging
Server which will be responsible for executing the new Dial Plan; click Add, select the
Unified Messaging Server and then click Next to continue.

 Click New to actually create the new Dial Plan and, when this process is completed,
click Finish to end the Dial Plan wizard.

o After creation, right-click on the new Dial Plan and select its properties.
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o Select the Subscriber Access tab. Under Associated Subscriber Access Numbers you
can enter a phone number that users can dial to access the Outlook Voice Access (as
this is also controlled by the Dial Plan). Enter an appropriate phone number, click Add
and then click OK.

Emmeloord Properties I
Seltings | Dialing Rule Graups | Dialing Restrictions |
General Subscriber Access | DislCodes |  Features

‘welcome Greetings

welcome greeting:

IUse default greeting M odify... |

Infarmational announcement:

Ilnformational announcement iz disabled adify... |

Azzociated Subscriber Access Numbers

Telephone number to associate:
|o52762391d

e Add 7 Edit

7| Ok I Cancel | Apply | Help I

Figure 6.6: Add a number for OVA (Outlook Voice Access).

6.4.2 UM IP Gateway

After creating the UM Dial Plan and configuring the telephone number for the Outlook
Voice Access, we can continue with configuring the 1P Gateway on the Server. In my
environment, 1 have an IP Gateway (Dialogic Diva BRI-2 PCle v2 with additional Dialogic
VOIP software) located in a separate server connected to the internal network.
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« Continue in the Exchange Management Console from where we left in the previous
process, and select the UM IP Gateways tab. In the Actions pane, click New UM
IP Gateway.

 In the New UM IP Gateway wizard, enter a name for the new Gateway, the IP
address that's needed for the UM Server to connect to the Gateway, and select a
Dial Plan to associate with this Gateway. Bear in mind that, when you select a Dial
Plan here, a new default Hunt Group is automatically created. Click New to create
the 1P Gateway in your Exchange environment, and once it's been created, click Finish
to stop the wizard.

6.4.3 UM Mailbox Policy

When we were creating the UM Dial Plan, a default UM Mailbox Policy was created as
well. You can find this in the third tab, UM Mailbox Policies.

IS[=] B3

Exchange Management Console
File  Action Wiew Help

Sl 241 ] ] 7|

21 _MicrosoFt Exchange

(=1 |25 Microsoft Exchange On-Premises (2

1 object

BE unified Messaging

[=] |sis) Organization Configuration
4 Mailbo
s Client Access
|# Hub Transport
sl Unified Messaging
=| Server Configuration
%, Recipient Configuration
=1 Toolbox

T —

|

" UM Dial Plans | UM IP Gateways UM Maibox Policies | U Auto Attendants

I Create Filker

Associabed UM Dial Plan

Mame ~
] Emmeloord

IMin PIM Length

oord Defaulk Policy

ol |

Logon Failures

|
Figure 6.7:
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The UM Mailbox Policy is used for defining UM-specific settings in your Exchange
organization. You can use it to change settings for PIN length and lifetime, logon failures,
and maximum greeting duration.

If you think this default UM Mailbox Policy is sufficient for your organization, then you
can leave it as it is; otherwise you can change it as appropriate. For testing purposes, 1
would recommend leaving it in its default state.

6.4.4 UM Auto Attendant

It is also possible to create a personal UM Auto Attendant, which is a kind of electronic
receptionist at the front desk of the UM system for external callers, and which makes
it possible for users to transfer calls or create a custom menu. For example, you could
configure the menu to be something like this:

e Choose 1 for the Sales department

e Choose 2 for the Accounts department

« Choose 3 for the Support department

« Choose 9 for Reception.

We'll leave the UM Auto Attendant set to its default configuration for now. For more
detailed information regarding the its functionality, check the Microsoft TechNet website

6.4.5 Configuring the actual UM Server

Now that we've configured the UM Settings on an organization level, it's time to
configure the actual UM Server itself.
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« In the Exchange Management Console, navigate to the Server Configuration option
and select the Unified Messaging option. In the Results Pane, you'll see the server we
installed earlier; right-click on this UM Server and select its Properties.

« In the Properties pop-up window select the UM Settings tab; you'll see the associated
UM Dial Plan we created earlier, as well as the additional languages that we installed.
In the startup mode menu you can select TCP, which is the default, or you can also
select TLS if you want to set up a secure communication between the UM Server and
the 1P Gateway. If you change this setting, you have to restart the UM Server Service.
For now we'll leave it with its default setting of TCP.

20105P1UM Properties |

' Generall Systemn Settings UM Settings |

Aszociated Dial Plans

2 Add...

Mame

Mizcellaneous Configuration

Frompt languages: German [Gemany) ;l
Dutch [Metherlands)
Englizh [United States]

L L

Startup mode: I TCP

|::i:] The zervice must be restarted for these changes to take effect.

¥ Magimurn concument calls: a0

T ak I Cancel | Apply | Help |

Figure 6.8: Properties of the UM Server before configuring.

The UM Server is now ready to use; if you configured the PBX and the IP Gateway
correctly, and you dial the telephone number you configured for Subscriber Access, you'll
hear the Exchange UM Server answer the call!
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6.5 UM Enabling Mailboxes

Before users can actually use the UM functionality, their mailboxes have to be UM
enabled. This can be achieved by using the Exchange Management Console.

« In the Exchange Management Console, navigate to the Recipient Configuration
option and click on Mailbox. In the Results pane, select a Mailbox, right-click on it,
and in the menu that appears, select Enable Unified Messaging.

e In the Introduction window that appears, use the Browse button to select a Unified
Messaging Mailbox Policy. If you want, you can use the default generated PIN for the
user, or you can manually enter a PIN code. This PIN code is used by the user to access
their mailbox when using the Subscriber Access to use Outlook Voice Access. Either
way, the PIN code is sent to the user's mailbox so they'll be notified automatically.

— £ 2
/ ~“4 Enable Unified Messaging
'-.____1 i
O Introduction Introduction . s 5 g -
The selected mailbox will be enabled far Unified Messaging. Upon completion, an e-mail
E stenzion meszage will be sent ta the mailbox notifying the user that they have been enabled for
“ Configuration Unified Mezzaging. The meszage will include the PIM and the number to dial to gain access
ta their mailbox. By default, an extension number and PIM are automatically generated. You
Enable Unified can alzo manually specify an extension number and PIN.
~ Meszaging
Unified Mezzaging Mailbox Palicy
- Comslelie [F-Plan Defatit Poicy
FIMN Settings
& Automatically generate PIM to access Dutlook Yoice Access
© Manually specify PIN: I
™ Fequire user to reset PIN at first telephone logon
-+ Unified Messaging iz a premium feature and requires an Exchange Enterprise Client
Access License [CAL) to enable it for the mailbox
Help < Back | Next » | Cancel |

Figure 6.9: Configuring the settings for a user's UM-enabled mailbox.
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e The next window is the Extension Configuration stage, where you need to enter the
user's phone extension number, then click Next to continue.

/ 4-—'4. Enable Unified Messaging
I““-—-.l. |
e Extension Configuration

Extension  sutomatically-generated mailbox extension

o |
Configuration & Manually-entered mailbox extension: E
Enatle Unified SIP Resource |dentifier

- Messaging

: Thiz refers to a SIP address of a UM-enabled user when a SIP LRI dial plan is used. Far
- Completian example. torysmithi@contozo,com. When an E.164 dial plan is used. this would refer to the
E.164 address of the user. For example, +14255551234.

© Automaticaly-generated SIP resource identifier:

& Manualy-entered SIP resource identifier:

Help | < Back | Met > I Cancel

Figure 6.10: Setting the user's phone extension.

o Check the Configuration Information and, if you're happy with everything, click
Enable to UM-enable this mailbox.

The mailbox is now ready to use the Unified Messaging environment. By using the
Subscriber Access, the user can access their personal menu after entering their extension
number and PIN code, and in this menu the user can change their welcome message,
listen to voicemails, listen to email, and so on.

Now, when somebody tries to contact this particular user using the phone system, and
the user is not available, the call will be automatically rerouted to the UM Server, which
will answer the call, play the welcome message and, when needed, record the voicemail
and deliver it to the user's Mailbox.
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6.6 Summary

The Unified Messaging Server Role is one of the most compelling features in Exchange
Server 2010 but, at the same time, it is one of the most misunderstood and therefore most
difficult ones. Being SysAdmins, we typically do not have too much telephony experience,
and this can make the UM Role hard to understand.

Besides the UM Server itself, you also need a PBX and something like an IP Gateway
(complete with software) that will translate the phone call into an 1P data stream that can
be understood by the UM Server. Once you have this environment up and running, you'll
be amazed by its features.
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Security

Being a trainer (as well as a consultant) | always complain that the "security" topic is
always the last topic in a course. Now, when writing a book, 1 unfortunately find myself
perpetuating the practice! That doesn't mean that security is less important than, say,
High Availability; it simply means that it just happened to become the last chapter.

When looking at security, we can divide it into the subtopics below.
« Server Security - sometimes referred to as "Server Hardening" where the Exchange

Server's security is configured more tightly.

« Network Security - usage of firewalls or a reverse proxy in your network
infrastructure.

« Message Security - the implementation of Secure Messaging, not on the server in this
case, but on the individual messages or message stream.

 Anti-Spam - the implementation of any one (or several) of the various options which
are available in Exchange Server 2010 to effect a proper anti-spam solution.

1 will go into more detail on each of these topics in the following sections.
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7-1 Server Security

Server security is a topic that primarily has to do with the Windows Server instance on
which Exchange Server 2010 is installed. For example, everybody is familiar with patching
their servers, and most SysAdmins patch their servers regularly. However, when it comes
to Server Hardening, the Baseline Security Analyzer or an Active Directory integrated PKI
(Public Key Infrastructure), many SysAdmins start staring out of the window.

7.1.1  Server hardening

Server hardening is, as the name implies, the process of making it harder to compromise
a server, and reducing the size of its attack surface. This can be achieved, for example,
by disabling unnecessary services on your Exchange Server or by limiting the number of
open ports on the Windows Firewall.

To make life easier, Microsoft has a tool available to help with hardening a server, called
the Security Configuration Wizard (SCW). When the SCW application is started, you
can select the various roles the server will be performing and, when you follow the wizard,
SCW will generate a security policy which can be imported on the particular server.
However, as helpful as that sounds, the server roles you can select in the SCW are very
generic: File Server, Print Server, DNS Server, etc.
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Security Configuration Wizard
Select Server Roles
These server roles are used to enable services and open parts. A server can perfarmn rulkiple Q
roles, A8

RU=UH Ti<talled roles

Select the server roles that the selected server performs:

I~ [+ Distributed Transactions

I~ [# File Server

I~ [+ Microsaoft iSCSI Initiatar Service

I~ [ Middle-tier Application Server (COM+/DTC)
I~ [+ Print Server

I~ [ Remaote COM+

¥ [» Remote SCW Corfiguration and Analysis
I~ [+ Shadow Copies of Shared Folders

I~ [» SMMP Trap Server

¥ [ %olume Shadow Copy

[ [# windows Event Collector Service LI

| v

Learn more about server roles,

< Back I Mext = I Cancel |

Figure 7.1:  The Security Configuration Wizard on a regular (non-Exchange) server.

There is not an Exchange Server Role to be selected in the SCW, and apparently very
little support in the tool for Exchange Server 2010 in general; I'll come back to that in a
moment. Microsoft supplied template files for Exchange Server 2007, both for a regular
Exchange Server 2007 and for an Exchange Server 2007 Edge Server. The templates
had to be registered in the SCW, enabling it to create a security policy file that could be
applied to the Exchange Server 2007 Server. The result was an Exchange Server with a
minimal number of running services, an appropriate firewall configuration, and so on.

Although that sounds reasonably useful, Microsoft doesn't supply these template files for
Exchange Server 2010 (including SP1). One of the design goals of the MS Exchange team
was to implement a "secure by default” configuration, so there's no longer any need to use
the Security Configuration Wizard to harden an Exchange 2010 Server (for more details,

295


http://tinyurl.com/SCWizard

Chapter 7: Exchange Server 2010 Security

So, when securing an Exchange Server 2010 server, are there any services that can be
disabled because they are not in use? Absolutely, but it depends on the implementation
of the particular Exchange Server 2010 server. For example, quite a lot of all implementa-
tions of Exchange Server 2010 do not use the POP3 and IMAP4 protocols and they are set
to "manual” by default, so it's generally safe to disable these services on the server using
the services MMC snap-in.

7.1.2  Baseline Security Analyzer

After installing Exchange Server 2010, and then afterwards on a regular basis, the
Microsoft Baseline Security Analyzer (MBSA) can be used to check the server for
possible security issues. The MBSA is an easy-to-use tool that can be downloaded from
can help (small) organizations to determine the state of the security on their Exchange
Servers. MBSA is a tool that's available in both a graphical version, which is ideal for
looking after only one or two servers, as well as a command-line version more suited to
larger organizations.

When the MBSA is started, there's the option to scan a computer based on its computer

name or its IP address, and there are some additional options, some of which can be seen
in Figure 7.2.
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¥ Microsoft Baseline Security Analyzer 2.2

Microsoft

Baseline Security Analyzer

)

S

Which computer do you want to scan?

Enter the name of the computer or its IP address.

Computer name: [E2010\20 10c25HUB02 = (this computer)

IP address:
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Security report name: I%D% - %0 % (T %)
Options:
¥ Check for Windows administrative vulnerabilities
¥ Check for weak passwords
W Check for 115 administrative wulnerabilities
¥ Check for S0L administrative vulnerabilities
¥ Check for security updates
r Configure computers for Microsoft Update and scanning prerequisites
[~ advanced Update Services options:
% Scan using assigned Windows Server Update Services(W3SUS) servers only
¥ Scan using Microsoft Update only

€ scan using offiine catalog only

Figure 7.2:

%D % = domain, 3:C% = computer, %:T% = date and time, %:IF% = IF address

Start Scan Cancel |

The Microsoft Baseline Security Analyzer selection screen.

MBSA automatically downloads the latest CAB file from Microsoft with the security
information it needs, and checks the server against this CAB file. When all checks are
performed, an overview containing the MBSA findings is presented on the screen, as seen

in Figure 7.3.
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B Microsoft Baseline Security Analyzer 2.3

Microsoft

©® ¥ Baseline Security Analyzer

Report Details for E2010 - 2010CASHUBO2 (2010-09-08 20:59:23)

3 Security assessment:
Severe Risk (One or more critical checks failed.)

Computer name:

IP address:

Security report name:

Scan date:

Scanned with MBSA version:
Catalog synchronization date:
Security update catalog:

E2010\2010CASHUB02

194.165.34.155

E2010 - 2010CASHUBO2 (3-2-2010 20-59)
8-9-2010 20:59

2.2.2170.0

Microsoft Update

Sort Order: IScore (worst first) =
Security Update Scan Results

Score  Issue Result
o Developer 2 securitv undates are missing, LI

‘@ Print this repart Dgup‘;tucllphuald @ Previous security repart ext security repart EJ

OK |

Figure 7.3:  The results of an MBSA test. It is obvious that this server

needs some maintenance.

Besides scanning the local host, MBSA also has an option to scan a remote host, targeted
by name, and there's even the option to scan a range of targets based on 1P addresses.

The command-line version of MBSA is called MBSACLI.EXE and can (also) be found in
the directory C:\Program Files\Microsoft Baseline Security Analyzer 2.
The command-line version accepts the same options as the graphical version but, to
perform a default scan of your server and redirect the output to a text file instead of the
console, you can use the command: mbsacli.exe > c:\temp\mbsa-output.txt.

Since the Microsoft Baseline Security Analyzer has so many options, there is also an
extended help file available, which is installed on the local hard drive of the server at
C:\Program Files\Microsoft Baseline Security Analyzer 2\Help\
mbsahelp.html.
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7.1.3 Patching your Exchange Servers

After running the Baseline Security Analyzer, you will probably find that you are missing
one or more security updates or product updates. There are a number of ways to update
your computer:

« Microsoft Update
« Windows Server Update Services (WSUS)

« System Center Configuration Manager 2007.

System Center Configuration Manager (SCCM) is a bit out of scope for this book, so 1l
only discuss the first two options.

As you're hopefully aware, Windows Update is a free service from Microsoft that's
available online, and which you can use to keep your computers and servers up to date.
All Windows fixes are located on the Windows Update website. The Windows Update
client is installed on your workstation or server by default, and checks the Microsoft
Update site on a regular basis for new fixes, automatically downloading and installing the
critical hot-fixes and patches (if you give it permission to do so).

You have to be careful, since there's a difference between Windows Update and Microsoft Update.
Windows Update only takes care of updating Windows itself, while Microsoft Updates also supplies
updates for other Microsoft applications. Windows Update and Microsoft Update are two different
applications. You can change to Microsoft Update by selecting the Give me updates for Microsoft

products... check box in the Windows Update tool.
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You can open the Windows Update client by navigating to the Start button, selecting
All Programs and then Windows Update. When you select Change Settings in

the navigation menu that then appears on the left, you can choose between the
following options:

« Install updates automatically (recommended)

» Download updates but let me choose whether to install them

o Check for updates but let me choose whether to download and install them

o Never check for updates (not recommended).

ti'Change settings

él;_;l? |r_ ~ Windows Update ~ Change settings - ml Search Control Panel

v EE

Choose how Windows can install updates

When your computer is online, Windows can automatically check for important updates and install them using these
settings. When new updates are available, you can also install them before shutting down the computer.,

How does automatic updating help me?

Important updates

Please select an option: j

FPlease select an option:

Download updates but let me choose whether to install them
Chedk for updates but let me choose whether to download and install them
RecommygMever check for updates (not recommended)

[ Give me recommended updates the same way I receive important updates

Who can install updates
v allow all users to install updates on this computer ..

Microsoft Update

¥ Give me updates for Microsoft products and check for new optional Microsoft software when I update
Windows

of Cancel |

Figure 7.4:  Select how to deal with Windows updates.
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Personally, I select the Download updates but let me choose whether to install them
option, which gives me the flexibility to install the updates at a convenient time. You can
have Windows Update automatically install the updates for you, but I've seen it happen
too often that the following reboot fails, resulting in an unavailable Exchange Server.

As 1 mentioned earlier, there is a distinction between Windows Update and Microsoft
Update and, if you want to change from Windows Update to Microsoft Update, then
you have to open the Windows Update applet. In the Results pane you'll see a message
reading Get updates for other Microsoft products. Find out more. Click on the Find out
more link, and you'll be redirected to the Microsoft Update website. Check the 1 agree to
the Terms of Use for Microsoft Update check box and click Next. Select the option you
want (Use recommended settings versus Use current settings) and click Install to install
the Microsoft Update client software on your server.

The next time you select Windows Update in the Start menu, you'll find updates for other
applications as well.

Another interesting option for keeping your systems up to date is Windows Server
Update Services (WSUS). WSUS is a role in Windows Server 2008, so you can install it
using Server Manager.

When using WSUS, updates from Microsoft Update are downloaded only once - to

the WSUS Server, where they are then stored. This downloading, or synchronization

as it's called in WSUS, is fully configurable; you can have WSUS check for updates and
download them every night, for example. Once the updates are downloaded, you have to
log on as an administrator on the WSUS Server and approve them for installation. Only
after approval of the individual hot-fixes in the WSUS console has been given are the
updates ready for distribution to the clients (workstations or servers).
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It's worth knowing that the Windows Update client on a domain-joined computer can be
managed using Group Policies. By creating and applying a WSUS-specific policy, you can
control the client with a high degree of granularity. The Windows Update configuration
can be found in a policy by navigating to Computer Configuration > Administrative
Templates > Windows Components, and then selecting Windows Update.

Right here you can specify, for example, what functionality to enable or disable, the

location of the WSUS Server, the automatic update frequency (of the client, not the
WSUS Server), and whether or not you want to automatically install new updates.

=l0/x|

. Group Policy Management Editor

File Action View

=2 2El=BE]T

Help

| Windows Media Digital Righ

| Windows Remote Shell
| Windows SideShow
| Windows System Resource
~ Windows Update
_ All Settings
| Preferences
1 42, User Configuration
| Policies

| Windows Media Center

Turn on recommended updates via Automatic Updates

~ Windows Anytime Uparade = | | setting [ State
Windows Calendar i| Do not display 'Install Updates and Shut Down' option in Shut Da... Enabled
| Windows Color System 0 not adjust default option to 'Install Updates and Shut Down' in... Enabled
= W!ndnws Customer Experie nabling Windows Update Power Management to automatically w... Mot configured
. Windows Defender onfigure Automatic Updates Mot configured
= Window:
. tﬂ;’!njoi\s :rrolr Reporting pecify intranet Microsoft update service location Enabled
= andms Ith;:Er utomatic Updates detection frequency Enabled
- !n ows Instaler . llow non-administrators to receive update notifications Mot configured
Windows Logon Options y )
= ! urn on Software Notifications Enabled
Windows Mail
|=] Allow Automatic Updates immediate installation Mot configured

Enabled

| Windows Media Player =] No auto-restart with logged on users for scheduled automaticup... Mot configured
" Windows Messenger |=| Re-prompt for restart with scheduled installations Mot configured
| Windows Mability Center |==| Delay Restart for scheduled installations Mot configured
~ Windows PowerShell |==| Reschedule Automatic Updates scheduled installations Mot configured
| windows Reliability Analysis |=| Enable dient-side targeting Mot configured
| Windows Remote Manager iz | Allow signed updates from an intranet Microsoft update service lo... Mot configured

— Preferences =1« | _,I
4 L4 Extended j, Standard
| | |
Figure 7.5:  GPO (Group Policy Object) settings for configuration the Windows

Update client on the servers.

The major advantage of WSUS is that updates are downloaded only once, from the
Windows Update site to your WSUS Server, and are then distributed to your (Exchange)
servers from there. This can save valuable bandwidth and it will also decrease the time
needed to download and install the updates server by server.
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7.1.4 Certificates or Public Key infrastructure

In Chapters 2 and 3 (covering Installation and Coexistence) | explained the use of (third-
party) certificates in an Exchange Server 2010 infrastructure. These certificates are used
between a client and an Exchange Server 2010 CA Server to encrypt the traffic passing
between them. This traffic encryption occurs, not only for the Outlook Web App, but also
for Outlook Anywhere, ActiveSync, and between Hub Transport Servers.

When installing the Exchange Server 2010 CA Server, a self-signed certificate, containing
just the server name, is generated and installed on the server, and can be used for testing
purposes after installing the server. For testing purposes this self-signed certificate

also contains the local FQDN in the Subject Alternative Names field for testing with
Outlook Anywhere. It is naturally a best practice not to use this self-signed certificate in
a production environment, but rather to use a third-party certificate on the CA Server.
Microsoft has a list of supported third-party certificate vendors for Exchange Server

Does this mean that other third-party certificate vendors have lesser certi